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1	Decision/action requested
The group is asked to discuss and approve the proposal
2	References
[1]	S5-241213 Discussion paper on exposure
[2]	3GPP TR 28.879 Management and orchestration; Study on OAM for service management and exposure to external consumers (Release 19), v0.1.0, 2024-02. 
[3]	3GPP TR 28.824 Study on network slice management capability exposure
3	Rationale
The DP in [1] asks SA5 Working Group to agree on and endorse six (6) issues. The DP also highlights the intention to prepare different pCRs to capture the main insights of these issues. 
The present pCR addresses issue #5, which notes the following: “it is needed to identify and list the specific functional entities that can become external MnS consumers”. To that end, it is important to adhere to the following tenets:
· Need to avoid discussion on which stakeholders can become external MnS consumers, as these represent business-like discussions that may engage the SA5 OAM and CH groups in endless discussions that, in the best case, may lead to conclusions that has nothing to do with purposes related to interoperability and multi-vendor integration. Examples of these discussions include the landscape of stakeholders that can benefit from 3GPP management capabilities (see [3], clause 4.1.1) and their commercial relationships (e.g., B2B, B2B2C). These discussions are held in the telco exposure initiatives described in clauses 3.1-3.2 in [1]; the role of SA5 is to enforce the decisions informed from these initiatives.  
· The 3GPP management system provides a set of management services, which are listed in Table 3 in [1]. All these services are eligible for discovery and consumption to any authorized MnS consumer. Whether this consumer is internal or external is irrelevant, as long as the consumer is duly authorized. In other words, the decision on which MnSs can be discovered/consumed by each consumer cannot rely on whether the consumer is internal or external; otherwise, this would require knowing which stakeholders are behind each consumer, going back to the highly discouraged discussions noted in the previous tenet.

4	Detailed proposal
This contribution proposes to take action as detailed in the rationale, by providing in [2] a list of the different functional entities that can become external MnS consumers. 
This contribution addresses WT-1 of FS_MExpo. 

	[bookmark: _Toc384916784][bookmark: _Toc384916783]1st Change



2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[a]	3GPP TS 28.531 Management and orchestration; Provisioning
[b]	3GPP TS 23.435 Procedures for Network Slice Capability Exposure for Application Layer Enablement Service 
[c]	3GPP TS 23.288 Architecture enhancements for 5G System (5GS) to support network data analytics services
[d]	3GPP TS 28.552 Management and Orchestration; 5G performance measurements
[e]	3GPP TS 28.554 Management and Orchestration; 5G end to end Key Performance Indicators (KPIs)
[f]	3GPP TS 28.532 Management and Orchestration; Generic management services
[g]	3GPP TS 28.104 Management and Orchestration; Management Data Analytics (MDA)
[h]	3GPP TS 28.533 Management and Orchestration; Architecture framework
[i]	3GPP TS 32.290 Telecommunications management; Charging Management; 5G system; Services, operations and procedures of charging using Service Based Interface
[j]	3GPP TS 28.201 Charging management; Network slice performance and analytics charging in the 5G System (5GS); Stage 2.  
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3	Definitions of terms, symbols and abbreviations
[bookmark: _Toc158019530]3.1	Terms
For the purposes of the present document, the terms given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
[bookmark: _Toc158019531]3.2	Symbols
For the purposes of the present document, the following symbols apply:
<symbol>	<Explanation>

[bookmark: _Toc158019532]3.3	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
OAM	Operation, Administration and Maintenance
CAPIF 	Common API Framework
NSCE 	Network Slice Capability Exposure
NWDAF	Network Data Analytics Function
NEF	Network Exposure Function
NSACF	Network Slice Access Control Function
MDA 	Management Data Analytics
CEF	Charging Enablement Function
VAE	Vertical Application Enablers
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4 	Concepts and Background
4.z 	Types of external consumers
Up to five different types of functional entities can become external MnS consumers. Figure X and Table A elaborates on the rationale. 


Figure X: Type of external MnS consumers. 

Table A: Types of external MnS consumers. 
	Functional Entity
	Justification

	CAPIF’s API provider domain
	It allows MnSs to be made available for discovery and consumption using CAPIF, in the event CAPIF is deployed. CAPIF is an optional framework, and the decision to deploy it or not is up to each operator.  The CAPIF’s API provider domain can offer as-is MnSs to CAPIF core function (through CAPIF-3, CAPIF-4 and CAPIF-5 interfaces) and to application/network functions (through CAPIF-2/2e interface). 

	SEAL’s NSCE server
	Network Slice Capability Exposure (NSCE) is SEAL service that provides add-on slicing capabilities to vertical customers’ applications. NSCE has a server and multiple clients (installed on vertical customer’s devices).  NSCE server consumes slicing capabilities related to OAM (i.e., MnSs) and 5G network services (i.e., NEF APIs, NWDAF APIs, NSCAF APIs), and process them (aggregation, abstraction, filtering, etc.) to build vertical-oriented slicing functionality to applications. When accessing to capabilities related to OAM, NSCE server becomes network slice (subnet) management service consumer. The set of operations/notifications that server can invoke/receive in this regard are specified in TS 28.531 [a], and conceptually grouped under the NSCE-OAM interface in TS 23.435 [b]

	Open Gateway Transformation Function
	Open Gateway services (defined by GSMA) are offered through dev-friendly APIs (specified and maintained by CAMARA and TM Forum). Some services provisioning and monitoring actions on 5G managed resources, including network slicing. In such a case, the invocation of these dev-friendly APIs needs to be mapped into one or more calls to MnSs. The Open Gateway Transformation Function is in charge of this mapping. To be able to invoke MnSs as a result of this mapping, the Open Gateway Transformation Function needs to become as an authorized MnS consumer

	Network Data Analytics Function (NWDAF)
	The NWDAF [c] can be configured to invoke MnSs to retrieve the management data that are relevant for analytics generation, which may include:
· Configuration information (e.g., lifecycle changes) of 5G managed resources, including gNB, 5GC NFs and network slices. 
· Performance data, including performance measurements (TS 28.552 [d]) and End-to-End KPIs (TS 28.554 [e]). These performance data can be optionally filtered with sub-counters per slice and 5QI, among others. 
· Fault data, including alarms of different types (see clause 12.2.1.4.4.6 in TS 28.532 [f]).
· Trace / MDT data, used when the target of data collection is a specific UE. 
· MDA reports (TS 28.104 [g])
These MnSs include (but are not limited to) those related to provisioning, data control collection, data reporting and management data analytics, among others. For further information on these MnSs, please see Table 3 and Annex F from TS 28.533 [h]. 

	Charging Enablement Function (CEF)
	Based on the converged charging architecture specified in TS 32.290 [i], a new network function for Network Slice charging was introduced: the CEF. As specified in TS 28.201 [j],  o obtain the performance and analytics information related to network slices, the CEF can become a consumer of either one or both:
· MnSs related to performance management for network slices, exposed by 3GPP management system. 
· Network Data Analytics service (Nwwdaf) for network slices exposed by the NWDAF. 
Examples of MnSs consumable by CEF include those related to performance data collection control, performance data report and performance data monitoring (see Table 3), with data filtered per slice (S-NSSAI sub-counters). 




According to the description in the table, it can be noticed that:
·    Not all the 3GPP exposure framework entities are eligible to become external MnS consumers. For example, VAE Layer is only able to consume SEAL services. Likewise, vertical application servers only interact with VAE Layer / SEAL / Open Gateway Transformation Function, either indirectly (i.e., through CAPIF, if deployed) or directly. 
· The five external MnS consumers are all optional; the decision to deploy them or not is up to operator discretion. 
 

	End of changes
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