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6.1.X	Procedure for NPN SLA management
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Figure 6.1.X-1: Procedure for NPN SLA management
In figure 6.1.X-1, steps 1 to 3 describe the workflows of NPN provisioning which is specified as NPN provisioning procedures in clause 6.2.1 (for SNPN scenarios) and clause 6.3.1 (for PNI-NPN scenarios). The steps 4, 5 and 6 illustrate the NPN closed control loop assurance which includes SLA/SLS monitoring and assurance loop. 
The 3GPP management system (e.g. NPN-SP/NPN-OP, see clause 4.1 roles related to NPN management for more details) collects performance data (e.g. packet delay in TS 28.552 [12] and reliability in TS 28.554 [13]) to monitor the NPN status through performance assurance MnS. The typical categories of KPI include Accessibility, Integrity, Utilization, Retainability, Mobility, Energy Efficiency and Reliability as defined in TS 28.554 [13].
Based on the network KPIs, the 3GPP management system evaluates the  SLA fulfilment. If the SLA is not fulfilled, the 3GPP management system adopts some optimization methods to promote the network performance, such as SLA parameter coordination in the corresponding NG-RAN and 5GC nodes and NSI(s)/NSSI(s). For SLS fulfilment information monitoring, assurance closed control loop introduced in clause 4.1.3.1 of TS 28.536 [m] may be applied to achieve the SLS assurance control. NPN-SC, as AssuranceControlLoop_consumer, derives the AssuranceControlLoopGoal from the ServiceProfile in the case of slice scenarios and provides the AssuranceControlLoopGoal to Entities_Participating_in_loop by utilizing the provision management services defined in clause 11.1.1.3 of TS 28.532 [14], see more details in clause 4.1.3.1 SLS Assurance Procedure in TS 28.536 [m].
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B.Y	Procedure for NPN SLA management
The following PlantUML source code is used to describe the procedure for NPN SLA management, as depicted by Figure 6.1.X-1:
@startuml
"NPN-SC" --> [ 1. SLA Requirements\n mapping] "NPN-SP"
--> [ 2. SLS Requirements\n decomposition] "NPN-OP"
--> [ 3. Network \n provisioning]" NPN"
--> [ 4. Network performance \n monitoring and assurance]"NPN-OP"
--> [ 5. SLS fulfilment \n information monitoring]"NPN-SP"
--> [ 6. SLA fulfilment \n information monitoring]"NPN-SC"
@enduml
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