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1
Decision/action requested

The group is asked to discuss and approval.
2
References

[1]
3GPP TS 28.535: "Management services for communication service assurance; Requirements"
[2]
3GPP TS 28.536: "Management services for communication service assurance; Stage 2 and stage 3"
3
Rationale

This contribution proposes to add use case and potential requirements on CCL for cross-domain fault management.
4
Detailed proposal

	1st  Change


4.X Key Issue#4.X: CCL scope extension
4.X.1 Description

4.X.2 Use cases and potential requirements
In certain scenarios, despite the implementation of CCL MADE (Monitor/Analyze/Decide/Execute) automation, network and service failures may persist. Additionally, fault analysis might reveal that the root cause extends beyond a single domain; for instance, a 5GC service failure may be attributed to RAN NE configuration issues.

In such cases, the fault-related analysis specific to a single domain can serve as valuable input for cross-domain consideration. Cross-domain management system effectively communicates with involved domain management system. This communication facilitates the informed modification of configuration parameters, addressing and recovering the complicated network or service failures.

REQ-CCLM_CD_FAULT -01 The 3GPP management system shall have the capability to collect single domain fault management analysis as input to cross domain fault management analysis. 
REQ-CCLM_CD_FAULT -02 The 3GPP management system shall have the capability to allow closed control loops in cross management domain to collect network and service faults fixing results of closed control loops in 5GC management domain and NG-RAN management domain. 


4.X.3 Potential solutions
TBD
	End of change


