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1
Decision/action requested

The group is requested to discuss and approve the pCR below

2
References

[1]

3GPP TS 28.842: "Study on data management phase 2"
3
Rationale

This pCR proposes a a new KI on harmonized representation of management data.
4
Detailed proposal

The following changes are proposed for TR 28.842[1].

	Start of first changes


4.x
Key issue #X: Management data model
4.x.1
Description

Different kinds of management data have been standardized in SA5: Performance measurements are defined in 3GPP TS 28.552, KPIs are defined in 3GPP TS 28.554. Trace and MDT information are defined 3GPP TS 32.422.

Though the different kinds of management data have been standardized independently, they share common properties:

· The data is related to time or a time period.

· The kind of data is identified with a name or identifier.

· The data relates to a measurement scope.

· and so forth

But even though the data properties are common, the names for the same properties vary:

· Measurements types are identified according to 28.522 with a "name".

· Trace and MDT measurements are identified using the "Metric Identifier" (clause 10 of TS 32.422)

For that reason, it is not always immediately obvious without detailed analysis that management data shares the same properties.

Another observation is that for accessing management data (like with "ManagementDataCollectionRequest") the access method is defined without a logical model of the information being accessed. This is different from other areas of SA5 work:

· For CM there is a NRM defined on which access methods are applied. CM information sent over the wire is based on the NRM definitions.

· For FM there is the Alarm Record defined. Alarm notifications are based on Alarm Record. Accessing alarm information is based on Alarm Record.

· In the legacy IRP framework, Interface IRP definitions where always accompanied by a logical model of the information accessed through the Interface operations and notifications. The model was defined using UML. The class definitions were called Support IOCs. These IOCs support the specification of the access methods. They are not to be confused with the IOCs providing class definitions for objects that are accessed with CRUD operations.

4.x.2
Problem Statement

For management data there is no information model that is explicitely spelled out in SA5 standards. Though the specified access methods and data transfer formats assume of course some information model, but that information model did exist only in the heads of the specification authors.

This leads to a situation where it is not immediately apparent that access methods and data transfer formats are based on the same logical model of the information

Note there is no intention to replace any existing definitions for management data access or transfer.

4.x.3
Potential solution

A logical model of management data should be added. Then it should be clarified how access methods and data transfer formats relate to this model.

Note there is no intention to replace any existing definitions. The proposal will just result in a clarification of existing specifications and improve readability of future specifications.

The following table shows potential data properties.

	Property
	Definition

	dataId
	Data identifier

Examples:

For PMs/KPIs, the data identifier (measurement name, KPI name) is specified in 28.552 and 28.554.

For Trace and MDT, the definition of data identifier is taken from 32.422 clause 10.

	dataGroup
	Data group, e.g. COUNTER, KPI, TRACE, MDT

	dataCategory
	Data category of the data, e.g. COVERAGE, CAPACITY, SERVICE EXPERIENCE, TRACE, ENERGY EFFICIENCY, MOBILITY, ACCESSIBILITY

	dataEntityScope
  >> objectInstances

  >> snssai

  >> networkDomain

  >> cpUp
	Information specifying one or more entities (via their DN) to which the management data is related.These entities may belong to some groupings of entities like those pertaining to a certain S-NSSAI, geo area, CP/UP, or core/radio domain.
Examples:

For PM, the DN of the measured object.

For trace, the source and the target objects of the trace message.

For MDT, the IMSI of the UE.

	dataTimeScope
	Information specifying when the management data is collected.

Examples:

For RSRQ, this is a point in time.

For PM, this is a time window (start time of granularity period, end time of granularity period).

	dataValue
	Management data value that was collected.

	dataContext
	Information on the context in which the data is collected, for example a BTS configuration.

	dataCollector
	Object instance representing the process collecting the management data.

Examples:

For PM, the DN of the PerfMetricJob.

For Trace and MDT, the DN of the TraceJob.


The following table shows the mapping from the attributes of the "ManagementDataCollection" IOC to the properties of the management data nodel.
	Attribute name of "ManagementDataCollection" IOC
	Matching information from the management data model

	managementData
  >> mgtDataCategory

  >> mgtDataName
	dataCategory
dataId

	targetNodeFilter
  >> areaOfInterest

  >> networkDomain

  >> cpUpType

  >> sst (the author assumes this should be snssai)
	dataEntityScope
  >> objectInstances
  >> geoArea

  >> networkDomain
  >> cpUpType
  >> snssai
  >> 5QI

	collectionTimeWindow
	dataTimeScope

	reportingCtrl (only for reporting)
	N/A

	dataScope (only for reporting)
	N/A


The following table shows the mapping from the attributes of the "PerfMetricJob" IOC to the properties of the management data model.
	Attribute name of "PerfMetricJob" IOC
	Matching information from the management data model

	performanceMetrics
	dataId

	objectInstances
	dataEntityScope
  >> objectInstances

  >> geoArea

  >> networkDomain
  >> cpUpType
  >> snssai

  >> 5QI

	rootObjectInstances
	dataEntityScope
  >> objectInstances

  >> geoArea

  >> networkDomain
  >> cpUpType
  >> snssai

  >> 5QI


When storing data, not only the data properties in the request should be stored, but also the other ones, if available. For example, if the request contains only an S-NSSAI that resolves to a couple of object instances, then for a data item the DN and the S-NSSAI should be stored. This approach is decoupling requesting data from retrieving stored data. The glue between them is the management data model.
Detailed example:

It is requested to collect a certain measurement pertaining to an UPF for a certain S-NSSAI. The system resolves the S-NSSAI into three UPF instances. On these three instances measurements are collected for the specified S-NSSAI. Echa collected data item is annotated with the DN and the S-NSSAI and stored. When retrieving data, the data can be found also when specifying a DN, and not only the S-NSSAI.
From the above we can draw the following conclusions:
· Management data has associated properties.

· When requesting data to be collected, any combination of these properties can be specified in the request.
· When stroing data, not only in the properties in the request should be stored, but also the other ones, if available.
	End of modifications
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