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[bookmark: _Toc105572906][bookmark: _Toc122351630]8.3.1	Common information element definitions
The common information elements of the analytics outputs are defined in Table 8.3.1-1.
Table 8.3.1-1: Common information elements of analytics outputs
	Information element
	Definition
	Support qualifier
	Properties

	mDAType
	It indicates the MDA type.

The allowed values are the MDA type names defined for each MDA capability respectively in clause 8.4.
	M
	type: string
multiplicity: 1
isOrdered: N/A
isUnique: N/A
defaultValue: None
isNullable: False

	analyticsId
	The identifier of the analytics output.
	M
	type: string
multiplicity: 1
isOrdered: N/A
isUnique: True
defaultValue: None
isNullable: False

	analyticsOutputGenerationTime
	It indicates the time when the analytics output is generated.

Examples: "20:15:00", "20:15:00-08:00" (for 8 hours behind UTC).
	M
	type: DateTime
multiplicity: 1
isOrdered: N/A
isUnique: N/A
defaultValue: None
isNullable: False
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[bookmark: _Toc105572942][bookmark: _Toc122351666]8.4.3.1.3	Analytics output
The specific information elements of the analytics output for failure prediction analysis, in addition to the common information elements of the analytics outputs (see clause 8.3), are provided in table 8.4.3.1.3-1.
Table 8.4.3.1.3-1: Analytics output for fault prediction analysis
	Information element
	Definition
	Support qualifier
	Properties

	failurePredictionObject
	Indication of NR cells or NFs where the failure related issues occurred or potentially occur.

	M
	type: DN
multiplicity: 1..*
isOrdered: False
isUnique: True
defaultValue: None
isNullable: False

	· objType
	This field holds the NFtype for analtycs output for management domain.

The valid value of this field will be network functions like SMF, AMF, gNB etc which are specified in TS 23.501.
	O
	type: string
multiplicity: 1
isOrdered: N/A
isUnique: N/A
defaultValue: None
isNullable: False

	potentialFailureType
	Indication of type of issues that can cause the failures. The valid value(s) of this field may be derived from the management daomain and the managed functions.

NOTE 1:	The values can be defined as a list of example values: "Operational Violation", "Physical Violation" and "Time Domain Violation". ",See see alarmType described in TS 28.532 [11], and other specific type of issues , e.g., "virtual resource capacity ".
	M
	type: string
multiplicity: 1
isOrdered: N/A
isUnique: N/A
defaultValue: None
isNullable: False

	eventTime
	This field holds the time of potential failure predicted.

Examples: "20:15:00", "20:15:00-08:00" (for 8 hours behind UTC).
	M
	type: DateTime
multiplicity: 1
isOrdered: N/A
isUnique: N/A
defaultValue: None
isNullable: False

	issueID
	This filed holds the ID of this failure prediction which is reported.
When reports, this identifier can be used to provide the information to management system to maintain.
	M
	type: string
multiplicity: 1
isOrdered: N/A
isUnique: N/A
defaultValue: None
isNullable: False

	perceivedSeverity
	This field holds the value to indicate relative level of urgency for operator attention.

NOTE 2:	The value can be Critical, Major, Minor, Warning, Indeterminate, Cleared, see Recommendation ITU-T X.733 [27].
	M
	type: ENUM
multiplicity: 1
isOrdered: N/A
isUnique: N/A
defaultValue: None
isNullable: False
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