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1
Decision/action requested

This contribution is proposed to be approved.
2
References
-
3
Rationale

Additional requirements for security are necessary.
4
Detailed proposal

It is proposed to apply the following changes as below in TR 28.829 v1.0.0.
	Start of the first change


6.6.3
Potential Requirements

PR 6.6.3-1. Subject to operator policies, regulatory requirements and contractual obligations, the 3GPP management system may support a means for authorized third parties to provide network performance information to an MNO. The data model of the performance information provided by the DSO to the MNO shall include at least the following elements: {measurement granularity, location of measurement, latency, packet loss, throughput.}

a) Latency between the DSO’s device and the DSO’s server the device is communicating with [an average for the DSO's network traffic];
NOTE 1:
Latency measurement end to end will include delay arising from a network outside the mobile telecommunication system.
b) Throughput [an average for the DSO's network traffic];

c) Packet loss [an average for the DSO's network traffic];
NOTE 2: 
Packet loss can be determined by means of observation of ICMP and TCP control information for traffic, sending probes, etc. This methodology is out of scope of 3GPP.
NOTE 3:
The information elements to include in the incident report will be further clarified during the 'solution definition' stage of this study.

NOTE 4:
The measurements provided by the DSO can be acquired by means that are outside the scope of 3GPP. Measurements may be acquired from management MIBs of routers that are operated by the DSO. 

PR 6.6.3-2. Authentication of the consumer (3rd party) by the producer (3GPP management system) shall be possible,

PR 6.6.3-3. Authentication of the producer (3GPP management system) by the consumer (3rd party) shall be possible. 

PR 6.6.3-4. Authorization of the consumer (3rd party) by the producer (3GPP management system) shall be possible,

PR 6.6.3-5. Communication between the consumer (3rd party) and the producer (3GPP management system) shall be confidentially protected.

PR 6.6.3-6. Communication between the consumer (3rd party) and the producer (3GPP management system) shall be integrity protected.
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