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1
Decision/action requested

The group is requested to discuss and approve the pCR below

2
References

[1]

3GPP TS 28.831: " Management and orchestration; Study on basic Service-Based Management Architecture (SBMA) enabler enhancements"
3
Rationale

None.
4
Detailed proposal

The following changes are proposed for TR 28.831[1].

	Begin of modifications


X

Error responses


Editor's note: Interaction with access control is to be studied.
X.1
HTTP error codes

In case of an error on the MnS Producer an error response status code of the classes 4xx (Client Error) or 5xx (Server Error) is returned to the MnS Consumer in the response status line. A complete list of error status codes is maintained by IANA.
Table X.1-1 and Table X.1-2 list the status codes that shall be supported by MnS Producer and MnS Consumer implementations compliant to this specification.
Table X.1-1: Supported 4xx client error status codes
	Error status code
	Reference
	Description

	400 Bad Request
	IETF RFC 7231 [2]
	indicates that the server cannot or will not process the request due to something that is perceived to be a client error (e.g., malformed request syntax, invalid request message framing, or deceptive request routing).

	403 Forbidden
	IETF RFC 7231 [2]
	indicates that the server understood the request but refuses to authorize it.

	404 Not Found
	IETF RFC 7231 [2]
	indicates that the origin server did not find a current representation for the target resource or is not willing to disclose that one exists.

	405 Method Not Allowed
	IETF RFC 7231 [2]
	indicates that the method received in the request-line is known by the origin server but not supported by the target resource.

	406 Not Acceptable
	IETF RFC 7231 [2]
	indicates that the target resource does not have a current representation that would be acceptable to the user agent, according to the proactive negotiation header fields received in the request (Section 5.3), and the server is unwilling to supply a default representation.

	408 Request Timeout
	IETF RFC 7231 [2]
	indicates that the server did not receive a complete request message within the time that it was prepared to wait.

	410 Gone
	IETF RFC 7231 [2]
	indicates that access to the target resource is no longer available at the origin server and that this condition is likely to be permanent.

	411 Length Required
	IETF RFC 7231 [2]
	indicates that the server refuses to accept the request without a defined Content-Length field containing the length of the message body in the request message.

	413 Payload Too Large
	IETF RFC 7231 [?2
	indicates that the server is refusing to process a request because the request payload is larger than the server is willing or able to process.

	414 URI Too Long
	IETF RFC 7231 [2]
	indicates that the server is refusing to service the request because the request-target is longer than the server is willing to interpret.

	415 Unsupported Media Type
	IETF RFC 7231 [2]
	indicates that the origin server is refusing to service the request because the payload is in a format not supported by this method on the target resource.

	422 Unprocessable Entity
	IETF RFC 4918 [?]
	indicates the server understands the content type of the request entity (hence a 415(Unsupported Media Type) status code is inappropriate), and the syntax of the request entity is correct (thus a 400 (Bad Request) status code is inappropriate) but was unable to process the contained instructions.

	426 Upgrade Required
	IETF RFC 7231 [2]
	indicates that the server refuses to perform the request using the current protocol but might be willing to do so after the client upgrades to a different protocol.

	429 Too Many Requests
	IETF RFC 6585 [?]
	indicates that the user has sent too many requests in a given amount of time ("rate limiting").


Table X.1-2: Supported 5xx server error status codes
	Error status code
	Reference
	Description

	500 Internal Server Error
	IETF RFC 7231 [2]
	Indicates that the server encountered an unexpected condition that prevented it from fulfilling the request.

	501 Not Implemented
	IETF RFC 7231 [2]
	indicates that the server does not support the functionality required to fulfill the request.

	502 Bad Gateway
	IETF RFC 7231 [2]
	indicates that the server, while acting as a gateway or proxy, received an invalid response from an inbound server it accessed while attempting to fulfill the request.

	503 Service Unavailable
	IETF RFC 7231 [2]
	indicates that the server is currently unable to handle the request due to a temporary overload or scheduled maintenance, which will likely be alleviated after some delay.

	504 Gateway Timeout
	IETF RFC 7231 [2]
	indicates that the server, while acting as a gateway or proxy, did not receive a timely response from an upstream server it needed to access in order to complete the request.

	505 HTTP Version Not Supported
	IETF RFC 7231 [2]
	indicates that the server does not support, or refuses to support, the major version of HTTP that was used in the request message.


A MnS Producer may use other error response codes as well. However, there is no guarantee that a MnS Consumer understands the semantics beyond what is specified in clause 6 of IETF RFC 7231 [2]: "A client MUST understand the class of any status code, as indicated by the first digit, and treat an unrecognized status code as being equivalent to the x00 status code of that class".



























	End of modifications


3GPP


