3GPP TSG-SA5 Meeting #147 	S5-232717
Athens, Greece, 27th February- 3rd March 2023

Source:	Telefónica
Title:	DP on relationship between NEST, URSP and ServiceProfile 
Document for:	Endorsement
Agenda Item:	6.3.9
1	Decision/action requested
Endorsement of conclusions captured in clause 4.1, and discussion of open issues in clause 4.2
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3	Rationale
3.1	UE Route Selection Policy (URSP)
3GPP provides details on URSP definition [1] and implementation [2]. The URSP is a signalling construction that includes information mapping the traffic flows of a client application (user data traffic) to 5G PDU session connectivity parameters. The URSP is used by the UE to determine if the user data traffic can be routed through an already established PDU session or there is a need to trigger the establishment of a new PDU session.
An URSP consist of of one or more URSP rules. A URSP rule consists of one Rule Precedence, one single Traffic Descriptor (TD) and one or more Route Selection Descriptors (RSDs). 

Table 1: UE Route Selection Policy Rule
	Information name
	Description
	Category
	PCF permitted to modify in a UE context
	Scope

	Rule Precedence
	Determines the order the URSP rule is enforced in the UE.
	Mandatory

	Yes
	UE context

	Traffic descriptor
	This part defines the Traffic descriptor components for the URSP rule.
	Mandatory
	
	

	Application descriptors
	It consists of OSId and OSAppId(s). (NOTE 2)
	Optional
	Yes
	UE context

	IP descriptors
(NOTE 5)
	Destination IP 3 tuple(s) (IP address or IPv6 network prefix, port number, protocol ID of the protocol above IP).
	Optional
	Yes
	UE context

	Domain descriptors
	FQDN(s) or a regular expression which are used as a domain name matching criteria (NOTE 6).
	Optional
	Yes
	UE context

	Non-IP descriptors
(NOTE 5)
	Descriptor(s) for destination information of non-IP traffic
	Optional
	Yes
	UE context

	DNN
	This is matched against the DNN information provided by the application.
	Optional
	Yes
	UE context

	Connection Capabilities
	This is matched against the information provided by a UE application when it requests a network connection with certain capabilities. (NOTE 4)
	Optional
	Yes
	UE context

	List of Route Selection Descriptors
	A list of Route Selection Descriptors. The components of a Route Selection Descriptor are described in Table 2.
	Mandatory
	
	



3.1.1		Traffic Descriptor (TD)
Each URSP rule contains one single TD. As seen in Table 1, this TD can contain one or more components.
In a URPS rule, the TD is used by UE to evaluate whether a client application qualifies for this rule. An application is determined to be qualified when the information provided by the application (e.g., in the manifest or via an OS APIs) matches every component in the TD. When this occurs, the URSP rule is determined to be applicable. A URSP is determined not to be applicable when for any given component in the TD:
· No corresponding information from the application is available; or
· The information provided by the application application does not match any of the TD components. 
NOTE 1: It is recommended to avoid listing more than two components in the TD or a URSP rule.
NOTE 2: If a URSP rule contains a TD with two or more components, it is recommended to also provide URSP rule(s) with lower precedence and a TD with less components, in order to increase the likelihood of a URSP rule matching for an application client. 
3.1.2		Route Selection Descriptor (RSD)
Each URSP rule contains a list of RSDs containing one or multiple components, each having a different RSD precedente value. The list of RDS components are captured in the Table 2 below. 
In a URSP rule, the RSD is used by the UE to know which 5G PDU session connectivity parameters shall be used to route the application traffic into operator’s network.  
Table 2: Route Selection Descriptor
	Information name
	Description
	Category
	PCF permitted to modify in URSP
	Scope

	Route Selection Descriptor Precedence 
	Determines the order in which the Route Selection Descriptors are to be applied. 
	Mandatory
(NOTE 1)
	Yes
	UE context

	Route selection components
	This part defines the route selection components
	Mandatory
(NOTE 2)
	
	

	SSC Mode Selection
	One single value of SSC mode.
(NOTE 5)
	Optional
	Yes
	UE context

	Network Slice Selection
	Either a single value or a list of values of S-NSSAI(s).
	Optional
(NOTE 3)
	Yes
	UE context

	DNN Selection
	Either a single value or a list of values of DNN(s).
	Optional
	Yes
	UE context

	PDU Session Type Selection
	One single value of PDU Session Type
	Optional
(NOTE 8)
	Yes
	UE context

	Non-Seamless Offload indication
	Indicates if the traffic of the matching application is to be offloaded to non-3GPP access outside of a PDU Session.
	Optional
(NOTE 4)
	Yes
	UE context

	ProSe Layer-3 UE-to-Network Relay Offload indication
	Indicates if the traffic of the matching application is to be sent via a ProSe Layer-3 UE-to-Network Relay outside of a PDU session.
	Optional
(NOTE 4)
	Yes
	UE context

	Access Type preference
	Indicates the preferred Access Type (3GPP or non-3GPP or Multi-Access) when the UE establishes a PDU Session for the matching application.
	Optional
	Yes
	UE context

	PDU Session Pair ID
	An indication shared by redundant PDU Sessions as described in clause 5.33.2.1 of TS 23.501 [2].
	Optional
	Yes
	UE context

	RSN
	The RSN as described in clause 5.33.2.1 of TS 23.501 [2].
	Optional
	Yes
	UE context



3.1.3	URSP rule matching 
The URSP matching concept refers to the evaluation of an URSP rule to determine whether it is applicable for an application (i.e., whether the URSP rule matches an application). 
In the following paragraphs, a quick description on how URSP rule matching logic works is provided:
Step #1: For every newly detected application, the UE evaluates the information provided by this application (in the metadata or via OS APIs) against the URSP rules, in the order of the Rule Predence. The mission of this evaluation is to determine if this information matches the TD of any URSP rule. 
Step #2: When a URSP rule is determined to be applicable for the application, the UE shall select an RSD within this URSP rule in the order of the RSD precedence. 
Step #3: When a valid RSD is found, the UE determines if there is an existing PDU session that matches all components in the selected RSD. The UE compares the components of the selected RSD with the existing PDU session(s) as follows:
· For a component which only contains one value (e.g., SSC mode), the value of the PDU session has to be identical to the value specified in the RSD. 
· For a component which contains a list of values (e.g., Network Slice Selection), the value of the PDU session has to be identical to one of the values specified in the RSD.
· When some component(s) is (are) not present in the RSD, a PDU session is considered matching only if it was established without including the missing component(s) in the PDU session Establishment Request.
The execution of steps #3 can lead to different outcomes
i. A matching PDU session exists. In this case, the UE associates the application to the existing PDU session, i.e. route the traffic of the application on this PDU session. 
ii. More than one matching PDU session exists. If the UE determines there is more than one existing PDU session which matches (e.g., the selected RSD only specifies the Network Slice Selection, while there are multiple existing PDU sessions matching the Network Slice Selection with different DNNs), it is up to UE implementation to select one of them to use.
iii. No matching PDU session exists. If none of the existing PDU sessions matches, the UE tries to establish a new PDU session using the values specified by the selected RSD. 
· If the PDU session Establishment Request is accepeed, the UE associates the application to this new PDU session.
· If the PDU session Establishment Request is rejected, the UE selectes another combination of values in the currently selected RS if any other value for the rejected component in the same RSD. 
· Otherwise, the UE selects the next RSD, which contains a combination of component value which is not rejected by network, in the order of the RSD Precedence, if any. If the UE fails to establish a PDU session with any of the RSD, it tries other URSP rules in the order of Rule Precedence with matching TDs, except the URSP rule with “match-all” TD, if any. 

The figure below shows how URSP rule matching works. In this figure, it is assumed that this matching is enforced at device modem (modem-centric UEs), though the typical situation is that device OS does this enforcement (OS-centric UE). 
Figure 3: URSP rule matching pipeline


The table below provides examples of URSP ruels, accompanied with a description of the result of URSP rule matching. 
Table 3: Examples of URSP rules (columns 1-2) and their matching logic (column 3). 
	Example URSP rules
	Comments

	Rule Precedence =1 

Traffic Descriptor: Application descriptor=App1
	Route Selection Descriptor Precedence=1 
Network Slice Selection: S-NSSAI-a
SSC Mode Selection: SSC Mode 3
DNN Selection: internet
Access Type preference: 3GPP access
	This URSP rule associates the traffic of application "App1" with S-NSSAI-a, SSC Mode 3, 3GPP access and the "internet" DNN.

It enforces the following routing policy:
The traffic of App1 should be transferred on a PDU Session supporting S-NSSAI-a, SSC Mode 3 and DNN=internet over 3GPP access. If this PDU Session is not established, the UE shall attempt to establish a PDU Session with S-NSSAI-a, SSC Mode 3 and the "internet" DNN over 3GPP access.

	Rule Precedence =2

Traffic Descriptor: Application descriptor=App2
	Route Selection Descriptor Precedence =1
Network Slice Selection: S-NSSAI-a
Access Type preference: Non-3GPP access
	This URSP rule associates the traffic of application "App2" with S-NSSAI-a and Non-3GPP access.

It enforces the following routing policy:
The traffic of application App2 should be transferred on a PDU Session supporting S-NSSAI-a using a Non-3GPP access. If this PDU Session is not established, the UE shall attempt to establish a PDU Session with S-NSSAI-a over Access Type=non-3GPP access.

	
	Route Selection Descriptor Precedence =2 
Non-seamless Offload indication: Permitted (WLAN SSID-a)
	
If the PDU Session cannot be established, the traffic of App2 shall be directly offloaded to WLAN, if the UE is connected to a WLAN with SSID-a (based on the 2nd RSD)


	Rule Precedence =3

Traffic Descriptor:
Application descriptor=App1

Connection Capabilities="internet", "supl"
	Route Selection Descriptor Precedence =1
Network Slice Selection: S-NSSAI-a
DNN Selection: DNN_1
Access Type preference: Non-3GPP access
	This URSP rule associates the application "App1" and the Connection Capabilities "internet" and "supl" with DNN_1, S-NSSAI-a over Non-3GPP access.

It enforces the following routing policy:
When the "App1" requests a network connection with Connection Capability "internet" or "supl", the UE establishes (if not already established) a PDU Session with DNN_1 and S-NSSAI-a over Non-3GPP access. After that, the UE routes the traffic of "App1" over this PDU Session.

	Rule Precedence =4

Traffic Descriptor:
Application descriptor=App3

Connection Capabilities="ims"
	Route Selection Descriptor Precedence =1
Network Slice Selection: S-NSSAI-c
DNN Selection: DNN_1
Access Type preference: Multi-Access
	This URSP rule associates the application "App3" and the Connection Capability "ims" with DNN_1, S-NSSAI-c and multi-access connectivity.

It enforces the following routing policy:
When the "App3" requests a network connection with Connection Capability "ims", the UE establishes (if not already established) a MA PDU Session with DNN_1 and S-NSSAI-c. After that, the UE routes the traffic of "App3" over this MA PDU Session by using the received ATSSS rules.



3.2		Network Slice Template (NEST)
With a large variety of emerging B2B & B2B2C customers in the market, including enterprise customers, verticals, hyperscalers and application service providers, it is fundamental for the operator to define a unified ability to interpret service requirements from different customers, and to represent them in a common language. In this regard, the GSMA has promoted the idea of having a reference slice blueprint called Generic network Slice Template (GST). The GST contains a set of attributes that allow the characterization of any network slice. A complete description of GST attributes is provided in GSMA PRD NG.116 [3]. 
A Network Slice Type (NEST) is the result of filling GST attributes with values according to service requirements. In essence, a NESTA is a filled-in version of a GST, and can be used for SLS definition. Different NESTs allow the description of different network slices. In [3], GSMA defines NESTs that address common use cases in the industry, and which are candidates for their availability on a global footprint (and therefore subjected to roaming). Table 3 provides a simplified comparative analysis of the GSMA-defined NESTs. The focus is on the following attributes: 
i. SST value: for a slice specified by “NEST=X”, which is the standardized S-NSSAI associated to this slice?
ii. SSC mode: for a slice specified by “NEST=X”, which is the SSC mode that this slice must support? 
iii. Supported data network: for a slice specified by “NEST=X”, which is the data network list that this slice must support? 
iv. Slice quality of service. For a slice specified by “NEST=X”, which is the 3GPP 5QI list that this slice must support? 

	NEST (section in [1])
	SST value
	SSC mode
	Supported data network
	Slice quality of service

	Enhanced Mobile Broadband with IMS support (4.1)
	1 (eMBB)
	1
	Internet DNN, 
IMS
	3GPP 5QI = {1, 2, 5, 6, 7, 8, 9} 

	Ultra-reliable and ultra-low latency communication (4.2)
	2 (uRLLC)
	1
	Not specified
	3GPP 5QI = 82

	Massive IoT (4.3)
	3 (mIoT)
	Not specified
	Not specified
	3GPP 5QI = 9

	High-Performance Machine-Type
Communication (4.4)
	5 (HMTC)
	Not specified
	Not specified
	3GPP 5QI = 83



3.3 On the relationship of URSP rule with NEST
Observation 1
Upon receiving the connection request from a client application, an applicable URSP rule could be found (via its TD) that would then indicate (via its RSD) the connectivity parameters to be used for the PDU session for that connection. Examples of these connectivity include SSC mode, DNN and S-NSSAI (see Table 2 and 3). 
When the RSD of the applicable rule does not specify the S-NSSAI, then it means that the target PDU session is not allocated to a slice. 
When the RSD of the applicable rule specifies a S-NSSAI, then it means that the target PDU session is allocated to a 3GPP 5G slice. The characteristics of this slice can be represented using a NEST, either as a GSMA-defined NEST (see Table 4) or as an operator-specific NEST.
NOTE 1: The target PDU session represents the PDU session onto which the application traffic is routed.
NOTE 2: As defined in clause 3.1, the target PDU session can be an already established PDU session or a new PDU session. 
Observation 2
If the RSD of the matching rule specifies the S-NSSAI that is compliant with the GSMA-defined NEST, then it is obvious that the target PDU session can be associated to any of the 5QIs supported by that NEST (see Table 4). When the application gets executed, a QoS Flow using an appropriate 5QI would have to be established on that PDU session. When the application completes execution, the QoS Flow would have to be removed. There are various signalling mecahnisms in 3GPP to indicate to the network when to establish or remove a QoS Flow. Examples: 
· If the RSD of the matching rule specifies a S-NSSAI with SST=2, then the slice can be represented with NEST for “Ultra-reliable and ultra-low latency communication”. In such a case, the target PDU session can establish a QoS Flow with 5QI = 82. 
· If the RSD of the matching rule specifies a S-NSSAI with SST=1, then the slice can be represented with NEST for “enhanced Mobile Broadband with IMS support”. In such a case, the target PDU session can establish a QoS Flow with any of the following 5QI values: 1, 2, 5, 6, 7, 8 or 9.  

If the RSD specifies S-NSSAI of a slice not specified by the GSMA-defined NEST, then only the operator knows what are the possible 5QIs the target PDU session can be associated with. The operator will specify these possible 5QIs in the operator-defined NEST. 

3.4 On the relationship with ServiceProfile with NEST
Clause L.2 from 3GPP TS 28.541 [4] notes the following: “the GST parameters are used as input to ServiceProfile. The ServiceProfile which defines the service requirements related to a particular Network Slice Customer (NSC), is translated into the SliceProfile”. These ideas are pictured in the figure below, which corresponds to Figure L.2.1 in [4]. 



Observation 1
If we take a close look at the ServiceProfile attributes (see clause 6.3.3 in [4]), we can realize that most of them map 1:1 with GST pararameters. This, together with the fact that NEST is a filled-in version of a GST, makes it easy to infere that ServiceProfile is the 3GPP representation of a NEST. 
Observation 2
A network slice can be uniquely identified by {PLMNId, S-NSSAI} tuple. This tuple can be represented with the PLMNInfo <<datatype>> (see clause 4.3.41 in [4]). 
NEST allows representing the characteristics of a network slice. Therefore, NEST can be associated to one and only one PLMNInfo. 
Observation 3
The PDU session connectivity parameters include SSC, DNN and S-NSSAI, among others (see clause 3.1). If a PDU session has S-NSSAI = X, then it shall be allocated to a slice whose PLMNInfo = = {PLMNId, S-NSSAI = X}. The 5QIs available for selection on this PDU session will be the ones supported by the NEST associated to this PLMNInfo. 
Observation 4
The ServiceProfile can include one or more PLMNInfo.However, as per observation 1 (ServiceProfile is the a mirror of NEST) and observation 2 (a NEST can be associated to one and only one PLMNInfo),this seems to be contradiction.
4	Recommendations
According to the points clarified and elaborated in clause 3, it is clear that NEST (GSMA NG) links to both URSP rule (3GPP SA2) and ServiceProfile (3GPP SA5). However, there is still mistmatch on slicing interpretations between 3GPP SA2 and SA5, as noted in [5].
4.1  	Conclusions
From the first analysis, the following conclusions can be drawn: 
· Conclusion #1: ServiceProfile is the 3GPP representation of a NEST, which specifies the SLS for a slice between a network slice provider (NSP) and network slice customer (NSC). 
· When slices are for operator internal use (B2C market), the NSP and NSC are both played by the operator.
· When slices are delivered as a specialized service to 3rd parties (B2B & B2B2C market), the operator acts as NSP, while the 3rd party (enterprise customer, application service provider, etc.) acts as NSC. 
· Conclusion #2: ServiceProfile is a collection of a PDU sessions associated to the same NSC. 
· All the PDU sessions will have the same S-NSSAI. This S-NSSAI is the one specified in the PLMNInfo that the NEST is associated with. 
· Each PDU session will have one or more QoS Flows, each conveying the user data traffic from a particular client application (according to RSD of matching URSP rule). Each QoS flow will be associated to a 5QI. The 5QIs available for selection on a QoS flow will be the ones supported by the corresponding NEST. 
· Conclusion #3: NetworkSlice <<IOC>> can accommodate one or more ServiceProfile. 
· Two ServiceProfile represent SLS with two different NSCs. In other words, two ServiceProfile correspond to slice requests from two different NSCs.  
· The concept ServiceProfile fits well with the concept of communication service that was introduced in TS 28.530 [6]. From a management viewpoint, one network slice (represented with NetworkSlice) can host one or more communication services (each represented with a ServiceProfile).

4.2  	Open issues
There are still open topics  that need to be clarified: 
· ServiceProfile has  PLMNInfoList, which includes one or more PLMNInfo. However, conclusion #2 draws that ServiceProfile is to be associated to one S-NSSAI. In this regard, it seems that all    constituent PLMNInfo in the PLMNInfoList need to share the same S-NSSAI. 
· If a NetworkSlice hosts two (or more) ServiceProfile it is because that these ServiceProfile demand similar performance and functional requirements. The most likely situation is that these ServiceProfile represent slice requests issued by different NSCs, but pointing to the same NEST. For example, NSC-A and NSC-B can both issue requests to the same NEST, and therefore generate two separate ServiceProfile. If we impose the constraint that ServiceProfile allocated into the same NetworkSlice must be associated to the same NEST, then we can ensure that all ServiceProfile contained in a NetworkSlice will have the same S-NSSAI. This would allow SA5 to claim that one NetworkSlice represents the management construction associated to one SA2: slice. 
· Study the impact on multi-operator slicing scenarios in the Network Slice NRM fragment. As per [5], there are still much work to be done ahead. 


5	Detailed proposal
The group is asked to endorse the conclusions reported on clause 4.1.
The group is asked to discuss, clarify and document (if needed) the open issues listed in clause 4.2. 
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