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4.9.x.1.3	 Identity to roles association
The identity or user of the system needs to be assigned the responsibilities to carry out the management operations. A set of fine-grained responsibilities is defined as a role. An efficient and flexible means is to define in a first step various roles by an administrator. In a second step, association of the roles to an identity is required. This shields the administrator from getting into the details of the know-how of granular resources and operations relevant to it.
4.9.x.1.3.1 	Role creation
The roles are typically created according to the convenience and hierarchy of the organisation structure. The flexibility in the roles helps the administrator to define the roles according to the need of the organization. Coarse grained or fine-grained permissions can be created with the help of roles
The table below shows some examples of coarse-grained management roles and their definition.
[image: ]
Figure 4.9.x.1.3.1 - 1 - table containing example roles

	4.9.x.1.2 Identity to Roles
This usecase requires that the operator who is typically an administrator will assign various roles to every identity created. The sequence below shows the association of the roles to every identity.

[image: ]
Figure 4.9.x.1.3.1 - 2 - Sequence of associating the roles to identity
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	Second change



	4.9.x.2    Requirements	
· -    UC-MSAC-0x - 3GPPP management system shall support role based access control for the resources represented by the MnS component A, B and C.
· -    UC-MSAC-0x.02 - 3GPP management system shall support identity to role assignment.


	End of second change
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Installation Support the installation of equipment

Network Planning and Engineering Determining the need for growth in capacity and the introduction of new technologies.

Provisioning Procedures which are necessary to bring an equipment into service

Service Planning and Negotiation Planning of introduction of new services.

Status and Control Monitor and control certain aspects of the Managed Entity on demand

Template Management Management of templates.

Configuration Management 

Administration

Configuration management core administrator.

Alarm Surveillance Monitors network element failures

Fault Correction Controls repair of a fault.

Fault Localization collects information obtained by additional failure localization routines.

Fault Management Admin Administer fault management core operations.

Testing Analyzes the faults.

Trouble Administration

Transfers trouble reports originated by customers and trouble tickets originated by proactive failure detection 

checks.

Configuration management (CM) roles

Fault management (FM) roles
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