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1	Decision/action requested
Discuss and approve on the proposal.
2	References
[1]	TR 28.907 Study on enhancement of management of non-public networks v1.1.0

3	Rationale
Some clean-up proposals for the draft TR 28.907 [1] are proposed from Rapporteur point of view.

4	Detailed proposal
This document proposes the following changes in TR 28.907 [1].

	[bookmark: _Toc384916784][bookmark: _Toc384916783]1st Change



[bookmark: _Toc120042741]1	Scope
3GPP Rel-17 introduced management support for non-public networks in TS 28.557 [2] based on stage 1 service requirements in TS 22.261 [3]. The present document is to study further enhancements to management of non-public networks including the following aspects:
· Study enhanced management of SNPN and PNI-NPN. For example, study new requirements and potential solutions of management capability exposure for SNPN and PNI-NPN, and how the mobile network operator and vertical customer cooperate to realize management and orchestration of network in MNO-Vertical Managed Mode in TS 28.557 [2].
· Study management of vertical as an authorized NPN service customer, e.g. the management of authorized capability of utilizing management services and management data.
· Study requirements and potential solutions to support end to end network management (including RAN domain and CN domain) in NPN scenarios.
· Study on potential solutions for cooperation between 3GPP and non-3GPP management systems to coordinate the execution of activities across them, for example, by sending one management system notifications about the state of the activities carried out in other management system if necessary.


	Next Change



[bookmark: _Toc120042755]5.1.2.1.2	Description
In order to provide fault management capabilities scoping NPN and UEs representing 5G industry terminals, an NPN management system should monitor the fault of NPN and large quantity of 5G industry terminals which may be deployed in an enterprise:
-	For the fault management of NPN, the network alarm can be discovered by analysing performance data or network alarm event reporting. In this case, the generic fault supervision management service and performance assurance management service in section 11 of TS 28.532 [7] can be re-used to collect the network performance data and alarm data. For network failure prediction, the MDA capability described in clause 7.2.3.1 of TS 28.104 [13] can be reused.
-	For the fault management of 5G industry terminals deployed in an enterprise, the NPN management system should support to performance monitoring and fault diagnosis for 5G industry terminals. NPN management system can collect the performance data and then execute data analysis for alarm detection, localization and/or resolution. The performance data collected from industry terminal may include UL/DL throughput volume, UL/DL throughput time used for calculation of UL/DL throughput, UL/DL packet delay per QoS level, UL/DL packet loss rate per QoS level, etc., defined in clause 4.34.1 of TS 32.423 [14]. The trace control and configuration of MDT in clauses 4.1, 4.2 and 6 of TS 32.422 [9] can be reused for trace/UE measurements activation/deactivation and MDT report to collect MDT data from 5G industry terminals.


	Next Change



[bookmark: _Toc120042762]5.2.2.1.2	Description
An NPN is provided to a vertical (playing the role of NPN-SC) for private use. Before an NPN is created, an MNO (playing the role of NPN-SP/NPN-OP) needs to authenticate the vertical. If the authentication is passed, the MNO management system should manage the related information for NPN service customer, for example, allocating a new identity of the vertical which can be used in MNO management system and creating the context of the vertical to keep the new identity, authorized available management capabilities, required coverage area and so on. 
The procedure of management of the related information for NPN service customer is following. The pre-condition of the procedure is the business agreements between MNO and NPN-SC is reached.
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Figure 5.2.2.1.2-1: Procedure of management of the related information for NPN service customer
1)	NPN-SC provides the vertical information (e.g. human readable name of vertical, subscribed management capabilities exposed to vertical, etc.) to register a vertical to NPN-SP/NPN-OP through an NPN-SC registration request message. This message may be interacted with BSS layer. But the BSS layer should forward the subscription data to OSS layer to authorize the exposure of management capabilities and corresponding managed resources to NPN-SC. 
[bookmark: _Hlk125987590]2)	NPN-SP/NPN-OP receives the vertical information from NPN-SC and executes the authentication and authorization for a vertical. The NPN-SP/NPN-OP allocates a new identity which is associated with the vertical identity and creates the context information of the vertical in local. The context information can be managed in form of NRM IOCs. The NPN-SP/NPN-OP uses the allocated new identity in MNO management system to identify the corresponding vertical.
The details of the context information, as example, are: 
· consumerID: It is used to identify the MnS consumer (e.g. NPN-SC).
· authorizedMnS: It gives a list of management services that are allowed to be exposed to the NPN-SC. The MnS components Type A, Type B and/or Type C should be specified in this attribute. The attribute authorizedMnS defined in Table 7.1.4-1 of TR 28.817 [17x], which gives list of management services and its capabilities the consumer is authorized to access, can be used to for holding this information.
· [bookmark: _Hlk118277318]validDuration: It specifies a time period during which the NPN-SC can consume the exposed management capabilities. The NPN-SC is banned to consume exposed management capabilities when it is out of the valid duration. The attribute Validity defined in Table 7.1.4-1 of TR 28.817 [17] can be used to for holding this information.
3)	The NPN-SP/NPN-OP sends NPN-SC registration response message to the NPN-SC including the authentication result (e.g. success or failure), the new identity, authorized available management capabilities information and other attributes which are part of the context information of the vertical.
Editor's note: The outcome of management capability exposure governance in FS_NSCE study item will be taken into consideration for identifying the authorized available management capabilities information in step 3).
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[bookmark: _Toc120042771]5.4.1	Description
A Service-Level Agreement (SLA) consists of a technical part and a non-technical part (i.e., pricing and billing conditions, penalties, etc.). The technical part, referred to as SLS, capture service requirements which are input to 3GPP management system. For example, 3GPP TS 22.104 [6] presents service requirements of cyber-physical control applications (e.g. motion control, process automation, etc.) in vertical domains, which require very high levels of communication service availability and/or very low end-to-end latencies. The end-to-end latency is also very important for the applications of smart Grid, e.g. differential protection in power distribution grid.
From network management perspective, the network management service provider allocates network resource to provide communication service based on related service requirements, monitoring the network performance to evaluate and assurance the SLA fulfilment. Therefore, the NPN management system may need to study how to assure whether the service and network requirements are achieved. Some related KPIs/KQIs like communication service availability, communication service reliability, end-to-end latency, UE speed, are clarified to continually monitoring the network performance to evaluate the assurance of the SLA. If the SLA is not fulfilled, the network optimization contributing to SLS assurance, e.g. reconfigure the resources should be adopted to resolve the performance degradation.
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[bookmark: _Toc100742190][bookmark: _Toc120042775]5.4.2.1.2	Description
The high-level process for NPN SLA management in figure 5.4.2.1.2-1.
[image: ]
Figure 5.4.2.1.2-1: high level process for NPN SLA management
In figure 5.4.2.1.2-1, steps 1 to 3 describe the workflows of NPN creation or update which is specified as NPN provisioning procedures in 3GPP TS 28.557 [2] in detail. The steps 4, 5 and 6 are the NPN SLS monitoring and SLA assurance loop. 
The NPN management system (e.g. NPN-SP/NPN-OP/NEP) collects performance data (e.g. packet delay in 3GPP TS 28.552 [10] and reliability in 3GPP TS 28.541 [11]) to monitor the NPN status through performance assurance MnS. The typical categories of KPI include Accessibility, Integrity, Utilization, Retainability, Mobility, Energy Efficiency and Reliability as defined in 3GPP TS 28.554 [16].
[bookmark: _Hlk106041203]Based on the network KPIs, the NPN management system evaluates the network availability and reliability to assure the SLA fulfilment. If the SLA is not fulfilled, the NPN management system adopts some optimization methods to promote the network performance, such as SLA parameter coordination among RAN NEs, RAN resource and priority scheduling adjustment. For SLS fulfilment information monitoring, assurance closed control loop introduced in 3GPP TS 28.536 [15] may be applied to achieve the SLS assurance control.
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[bookmark: _Toc120042782]5.Y	Key Issue #<No.>: <Key Issue Title> 
[bookmark: _Toc500949092][bookmark: _Toc16839377][bookmark: _Toc21087539][bookmark: _Toc120042783][bookmark: _Hlk500943653]5.Y.1	Description
Editor’s note: This clause provides a description of the key issue.
[bookmark: _Toc16839381][bookmark: _Toc21087540][bookmark: _Toc120042784]5.Y.2	Potential solutions
[bookmark: _Toc16839382][bookmark: _Toc21087541][bookmark: _Toc120042785]5.Y.2.a	Potential solution #<a>: <Potential Solution a Title> 
[bookmark: _Toc16839383][bookmark: _Toc21087542][bookmark: _Toc120042786]5.Y.2.a.1	Introduction
Editor's Note:	This clause briefly describes the potential solution at a high-level.
[bookmark: _Toc16839384][bookmark: _Toc21087543][bookmark: _Toc120042787]5.Y.2.a.2	Description
Editor's Note:	This clause further details the potential solution and any assumptions made.
[bookmark: _Toc89691274][bookmark: _Toc120042788]5.Y.3	Conclusion - Impact on normative work
Editor's Note:	This clause provides the conclusion from the aspect of impact on normative work.
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