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1	Decision/action requested
Approval
2	References
[1]	3GPP TR 28.824 V0.9.0 Study on network slice management capability exposure
3	Rationale
The use cases introduced in clause 5.1 and clause 5.7 of [1] are both related to network slice management capability exposure. The use case network slice management capability exposure (clause 5.1) focuses on the exposed MnS preparation and NSC authentication and authorization, while the use case network slice management capability consumption (clause 5.7) emphasizes the business contract negotiation between NSP and NSC, NSC authentication and authorization, and exposed management capabilities consumption via BSS. 
It is proposed to give an overall use case to cover these two use cases as they are highly duplicated.
4	Detailed proposal
This contribution proposes to make the following changes in [1].
	1st change


[bookmark: _Toc107775453]5.1	Exposed Nnetwork slice management capability exposure consumption
[bookmark: _Toc107775454]5.1.1	Description
A use case of exposed network slice management capability exposure consumption can be described as follows:
[bookmark: _Toc101173205]1. In order to enable the consumption of network slice related exposed MnS, an NSC firstly makes a contract with the NSP, which contains the agreement and conditions for consuming an exposed MnS. The condition can be a certain constraint of exposed MnS consumption based on the contract, e.g. the usage quota of certain exposed MnS, the usage frequency of certain exposed MnS, etc. The NSC negotiates its specific requirements for the network slice management capability consumption with the NSP. Based on the contract, NSP selects the MnS that can be exposed externally and decides on exposure policies that shall be applied to the MnS when it is exposed externally. For example, NSP may decide to disallow certain operations, limit the Managed Object Instances that may be managed, or aggregate/anonymize sensitive data. The negotiation can be done via the following ways:
a) For NSC which is small enterprise, it can directly have a view on the network slice related management capability through the BSS (e.g. by using Product Catalog). Based on that, the NSC can select the network slice related exposed MnSs which will be covered by the contract.
b) For NSC which is large enterprise (i.e. Internet giants that have their own service customer), it can select the network slice related exposed MnSs that are available to be exposed offline (e.g. through a F2F meeting). The NSP can proceed with the service ordering through BSS based on the contract.

2. NSP decides on exposure policies that shall be applied to the MnS when it is exposed externally. For example, NSP may decide to disallow certain operations, limit the Managed Object Instances that may be managed, or aggregate/anonymize sensitive data.
2. The BSS may interact with the OSS in order to complete certain configuration (i.e. permission regarding what exposed MnS, optionally under what condition, can be consumed) regarding the consumption of exposed MnS based on the customized requirement from the NSC.
3. The MnS can be exposed directly or NSP applies any policies before exposing the resulting functionality as an MnS.
4. NSP publishes the MnS in a service directory so that the NSC is able to discover the exposed MnS.
5. NSC authenticates itself, discovers the available MnSes and request for authorization to access a particular MnS. NSP authenticates NSC to consume the exposed MnS as defined in the contract, and provides the relevant authorization keys to NSC.
6. After getting propersuccessful authorization verification, NSC requests to accesses the exposed MnS. The MnS can be exposed originally as it is for internal consumption or NSP applies any constrains before exposing the limited functionality as a MnS. The access may need the interaction with BSS (e.g. through Service Catalogue) or the access can directly go through OSS.
7. NSP validates the authorization and decide to allow or not to allow access.

[bookmark: _Toc107775455]5.1.2	Issue and gaps
5.1.2.1 Issues
How to publish MnS which can be exposed to BSS to a suitable MnS producer for network management capability exposure is not specified in existing 3GPP management system.
NSC needs to apply for the access of network slice management capability through BSS. However, there is no discussion and agreement on whether an exposed MnS is exposed transparently through the BSS or being processed through a dedicated exposure platform before exposing to the NSC. 
The definition and the format of permission (authorization) for the consumption of network slice related exposed MnS and its potential impact on internal interface with BSS is not discussed in current SA5 work.

5.1.2.1 Gaps
1. How to publish a MnS.
2. How an external consumer can discover the available MnS;
3. And, how to define exposure policies that shall be applied when an MnS is accessed by an external consumer  is not specified in existing 3GPP management standards.
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[bookmark: _Toc107775471]5.7	Network slice management capability consumption 
[bookmark: _Toc107775472]5.7.1	Description
A use case of network slice management capability consumption can be described as follows:
1. In order to enable the consumption of network slice related exposed MnS, a NSC firstly makes a contract with the NSP, which contains the agreement and conditions for consuming an exposed MnS. The condition can be a certain constraint of exposed MnS consumption based on the contract, e.g. the usage quota of certain exposed MnS, the usage frequency of certain exposed MnS, etc. The NSC negotiates its specific requirements for the network slice management capability consumption with the NSP. The negotiation can be done via the following ways:
a) For NSC which is small enterprise, it can directly have a view on the network slice related management capability through the BSS (e.g. by using Product Catalog). Based on that, the NSC can select the network slice related exposed MnSs which will be covered by the contract.
b) For NSC which is large enterprise (i.e. Internet giants that have their own service customer), it can select the network slice related exposed MnSs that are available to be exposed offline (e.g. through a F2F meeting). The NSP can proceed with the service ordering through BSS based on the contract.
2. The BSS may interact with the OSS in order to complete certain configuration (i.e. permission regarding what exposed MnS, optionally under what condition, can be consumed) regarding the consumption of exposed MnS based on the customized requirement from the NSC.
3. NSP authorizes NSC to consume the exposed MnS as defined in the contract, and provides the relevant authentication keys to NSC.
4. The NSC can get access to the network slice related management capability offered by exposed MnS producer within 3GPP management system. The access may need the interaction with BSS (e.g. through Service Catalog).
[bookmark: _Toc107775473]5.7.2	Potential issues and gaps
5.7.2.1	Issues
NSC needs to apply for the access of network slice management capability through BSS. However, there is no discussion and agreement on whether an exposed MnS is exposed transparently through the BSS or being processed through a dedicated exposure platform before exposing to the NSC. 
The definition and the format of permission (authorization) for the consumption of network slice related exposed MnS and its potential impact on internal interface with BSS is not discussed in current SA5 work.
5.7.2.2		Gaps 
The discussion of service exposed by BSS is outside scope of SA5. The discussion referred to could be held in other fora e.g. TM Forum. No gaps in SA5 specifications have been identified.
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