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1. Overall Description:

3GPP SA5 has initiated a study on network slice management capability exposure (FS_NSCE) with the following objectives:

· Identify use cases and requirements regarding exposure of management capabilities and management services to externals, e.g. verticals and service providers

· Conduct an analysis to determine gaps in existing specifications and studies based on the identified requirements

· Propose mechanisms needed for specifying and handling rules for exposure of management capabilities and management services to external MnS consumer, if not covered by existing specification and studies.
SA5 has identified four possible levels of exposure of the 5G network:
1. Exposure at BSS level: it refers to the exposure of 5G related products. This is not in 3GPP scope;
2. Exposure at OSS level: it refers to the exposure of Management Services (MnS) such as e.g. Provisioning MnS, Fault Supervsion MnS, Performance Assurance MnS, etc. In SA5 terminology, MnS producers make their capabilities available to potential MnS consumers via APIs. This is in 3GPP SA5 scope;
3. Exposure at Network Function level: it refers to the exposure of capabilities of Network Functions, via NEF (Network Exposure Function). This is in 3GPP SA2 scope;
4. Exposure at Application level: it refers to the exposure of application layer capabilities. This is in 3GPP SA6 scope.
SA5 thinks that a 3GPP wide approach for the exposure of 5G networks at all aforementioned levels (except BSS level) would be beneficial for the industry and, therefore, has started investigating if, and to which extent, CAPIF is suitable to address 5G (including network slice) management capabilities exposure.
Three potential deployment models are being investigated:

· Deployment model No. 1: a SA5-defined Management Function (MF) implements the CAPIF Core Function (CCF) + API provider domain functions. This MF may be the Exposure Governance Management Function (EGMF), but this is still FFS.
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· Deployment model No. 2: EGMF implements the CAPIF Core Function (CCF) - Separate MF(s) implement MnS producer(s) and CCF consumer(s).
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· Deployment model No. 3: a SA5-defined MF implements the API Provider domain functions (this MF may be the Exposure Governance Management Function (EGMF), but this is still FFS), whereas the CCF is implemented separately.
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In deployment model No. 3, as the CCF is a separate entity and therefore not dedicated to the exposure of management capabilities, it could be shared with other 5G exposure levels. For instance, the diagram below illustrates how the CCF could be shared between the NEF (to expose capabilities of 5G Core Network Functions) and a Management Function (possibly the EGMF) (to expose management capabilities).
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It should be noted that, whatever the deployment model, SA5 may have special requirements with regard to access control to MnS APIs. SA5 expects guidance from SA6 on if and how related special access control functionalities can be integrated in the CAPIF architecture.
SA5 kindly requests feedback from SA6 about:
a) The overall approach, consisting in using CAPIF for the exposure of management capabilities. In particular, SA5 would like to know if CAPIF Core Function and API Provider domain functions are agnostic to the type of APIs to be exposed. It should be noted that SA5-defined MnSs expose RESTful HTTP-based APIs;

b) The potential deployment models described above. In particular, SA5 would like to get feedback on what are the pros and cons of each potential deployment model, and whether there are other potential deployment models;
c) Whether and how the CAPIF architecture and SA5 requirements for access control are compatible and, in particular, how SA5 defined access control functionalities can be integrated within CAPIF.
2. Actions:

To 3GPP SA6: SA5 kindly requests feedback from SA6 on the above questions.
3. Date of Next TSG-SA WG5 Meetings:

SA5#143e
9-17 May 2022
e-meeting

SA5#144e
27 June-6 July 2022
e-meeting
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