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# 5 Business level use cases and requirements

## 5.1 Use cases

### 5.1.1 Communication service assurance

The CSP needs to meet the CSC expectations on automation as well as internal goals on CAPEX and OPEX efficiency.

The CSP has access to capabilities, procedures and tools that can address both CAPEX and OPEX in the provisioning and management of communication services to their customers (CSC). The CSC expects the CSP to offer a variety of communication services including business critical communication services that allow the CSC (e.g. Enterprise) to run their applications in a predictable manner [2]. Hence automation of the onboarding of the CSC application, which will use communication services provided by the CSP, on a 5GS, is a requirement to meet the following needs:

- reduce the complexity for a CSC application to be on-boarded on a 5GS

- improve the network performance over time, based on predicting communication service behaviour

- assure the target goals for a CSC.

- reduce the cost ownership through automation.

During the operation of the communication service the CSP provides assurance of service quality requirements and CSP meets the CSC expectations on automation as well as internal goals on CAPEX and OPEX efficiency.

**REQ-CSA\_NSA-FUN-01** The 3GPP management system shall have capabilities to receive communication service requirements from its authorized consumers.

.

**REQ-CSA\_NSA-FUN-02** The 3GPP management system shall have capabilities to monitor, and report to its authorized consumers the degree of fulfilment of committed communication service requirements of authorized consumers.

**REQ-CSA\_NSA-FUN-03** The 3GPP management system shall have capabilities to take actions to adjust the necessary resources and supporting services to meet the communication service requirements of authorized consumers.

**REQ-CSA\_NSA-FUN-04** The 3GPP management system shall have capabilities to act to fulfil the service quality requirements of authorized consumers.
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