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1
Decision/action requested

In this box give a very clear / short /concise statement of what is wanted.
2
References

[1]
SP-210132 Enhancements of Management Data Analytics Service
[2]
3GPP TS 28.104-000 Management and orchestration; Management Data Analytics (MDA)
[3]
3GPP TS 28.554: "5G end to end Key Performance Indicators (KPI)".

3
Rationale

KPI(s) are of great importance for network operators to monitor the key performance of the network. For 5G and beyond, a large amount of KPIs are defined. The correlations between different KPIs are complicated and it is hard to monitor the KPI(s) manually. Besides, how to assign each KPI threshold is a big challenge for network operators.
According to the approved WI [1], the objectives include defining the use case of SLS analysis, of which KPI anomaly analysis is a typical scenario. This contribution is proposed to define KPI anomaly analysis use case and requirements for MDAS in [2].
4
Detailed proposal
It is proposed to add the following chapter in TS 28.104[2].

	1st modified section


2
References

 [x]
3GPP TS 28.541: "Management and orchestration; 5G Network Resource Model (NRM); Stage 2 and stage 3".
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7
MDA scenarios 
7.2
MDA capabilities 
7.2.X
KPI anomaly analysis (UC-KPI_ANOMALY)
7.2.X.1
Discription
This management capability allows the MDAS producer to analyze KPI anomaly related issues and provide the analytics report that describes the KPI anomaly to MDAS consumer.
7.2.X.2
Use cases
KPI(s) are of great importance for network operators to monitor the key performance of the network. For 5G and beyond, a large amount of KPIs are defined in TS 28.554 [y]. The correlations between different KPIs are complicated and it is hard to monitor the KPI(s) manually. Also, how to assign each KPI threshold is a big challenge for network operators, since each KPI threshold should not be a fixed value considering many factors such as network capacity, service types, end user's experiences, etc. In addition, the criteria to determine whether a KPI is anomalous also depends on a variety of requirements.
The MDAS can be utilized to correlate and analyse the KPI related management data. The MDAS producer provides a KPI anomaly analysis report which contains the information of detection and/or prediction of KPI(s), including the anomalous KPI(s) and the corresponding root cause(s). Anomalous KPI may be caused by multiple causes. The detection and prediction of single KPI anomaly and in relation with multiple correlated KPIs anomaly may be involved.
7.2.X.3
Requirements
	Requirement label
	Description
	Related use case(s)

	REQ-KPI_ANOMALY-CON-1
	3GPP management system shall be able to provide the KPI anomaly intelligent analysis to improve the efficiency and accuracy of KPI monitoring.
	(UC-KPI_ANOMALY) KPI anomaly analysis

	REQ- KPI_ANOMALY -CON-2
	3GPP management system shall be able to identify the anomalous KPI and the related managed object instances.
	(UC-KPI_ANOMALY) KPI anomaly analysis

	REQ- KPI_ANOMALY -CON-3
	3GPP management system shall be able to analyze the root cause of the KPI anomaly to assist the rectification of anomalous KPI related faults.
	(UC-KPI_ANOMALY) KPI anomaly analysis
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8.X
MDA reporting management service 
8.X.3
MnS component type C

	Attribute name
	Support qualifier
	Properties

	KPI anomaly analysis report
	O
	


8.Y.3.x
KPI anomaly analysis
Table 8.Y.3.x-1:  KPI anomaly analysis report

	Information
	Description
	Support qualifier
	Properties

	List of anomalous KPI
	
	
	

	>Anomalous KPI Name
	The name of the KPI which is identified or predicted as anomalous, the KPI name refers to the definition in TS 28.554[x];
	M
	type: string

multiplicity: 1

isOrdered: N/A

isUnique: N/A

defaultValue: None

isNullable: False

	>Anomalous KPI Value
	The value of the KPI which is identified or predicted as anomalous.
	M
	type: integer
multiplicity: 1

isOrdered: N/A

isUnique: N/A

defaultValue: None

isNullable: False

	>Managed Objects of anomalous KPI
	The object instances where the anomalous KPI is applicable, e.g., SubNetwork Instance, NetworkSlice Instance
	M
	type: DN

multiplicity: 1

isOrdered: N/A

isUnique: N/A

defaultValue: None

isNullable: False

	>List of Root Cause
	The root cause of the KPI anomaly.


	O
	type: string

multiplicity: 1

isOrdered: N/A

isUnique: N/A

defaultValue: None

isNullable: False
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9
Workflow for MDA management 

9.X
KPI anomaly analysis 
9.X.1
General
The MDA management services as defined in clause 8.X and 8.Y are used to expose KPI anomaly analytics from the MDAS producer to the MDAS consumer.

The MDAS consumer of these analytics shall indicate in the MDA request control:

-
Analytics Type set to "KPI anomaly analysis"

-
Reporting Method
-
Analysis Profile which indicate the specific control parameter related to KPI anomaly analysis, containing:


-
KPI Name, which indicates the name of KPI to be analyzed
The MDAS producer shall be able to provide the following analytics (see clause 8.Y.3.x), which can be included in the MDA report:
· Anomalous KPI Name
· Anomalous KPI Value
· Managed Objects of anomalous KPI 
· Root cause(s)

Annex B (informative): Analytics Input data example
B.1
Analytics Input data example

B.1.X KPI anomaly analysis analytics inputs
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