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1
Decision/action requested




The group is asked to discuss and agree on the proposal.
2
References

[1]
3GPP TR 28.809 Management and orchestration; Study on enhancement of Management Data Analytics (MDA)
[2]
3GPP TS 28.104-000 “Management and orchestration; Management Data Analytics”
3
Rationale
This contribution is proposed to add MnS component for alarm incident analysis capability of MDAS in [2].
4
Detailed proposal
It is proposed to apply following changes in [2].
	1st modified section


8.Y
MDA reporting management service 

8.Y.3
MnS component type C

	Attribute name
	Support qualifier
	Properties

	Alarm Incident Analysis report
	O
	


8.Y.3.1
Alarm Incident analysis

Table 8.Y.3.1-1: Alarm incident analysis report
	Information
	Description
	Support qualifier
	Properties

	Incident ID
	Indicates the identifier of incident.
	M
	type: DN
multiplicity: 1

isOrdered: N/A

isUnique: N/A

defaultValue: None

isNullable: False

	Affected Objects
	The affected objects (e.g., the MOIs of cells affected by the alarm incident)
	O
	type: DN
multiplicity: 1

isOrdered: N/A

isUnique: N/A

defaultValue: None

isNullable: False

	Incident Raisedtime
	Indicates the date and time when the incident is first raised.
	M
	type: string
multiplicity: 1

isOrdered: N/A

isUnique: N/A

defaultValue: None

isNullable: False

	Incident Clearedtime
	Indicates the date and time when the incident is cleared.
	M
	type: string
multiplicity: 1

isOrdered: N/A

isUnique: N/A

defaultValue: None

isNullable: False

	Root Cause
	Indicates the root cause of incident.
	O
	type: string
multiplicity: 1

isOrdered: N/A

isUnique: N/A

defaultValue: None

isNullable: False

	Severity Level
	It indicates the severity level of the alarm incident.

Values: Critical, Major, Minor, Warning, Indeterminate, Cleared
	O
	type: string
multiplicity: 1

isOrdered: N/A

isUnique: N/A

defaultValue: None

isNullable: False
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9
Workflow for MDA management 

9.X
Alarm Incident Analysis
9.X.1
General

The MDA management services as defined in 8.2 and 8.3 are used to expose Alarm Incident analytics from the MDAS producer to the MDAS consumer.

The MDAS consumer of these analytics shall indicate in the MDA request control:

-
Analytics Type set to "Alarm Incident analysis";

-
Analysis Profile set to “Alarm Incident Analysis profile”, containing:

-
Alarm Incident analysis Category: indicates the DNs for alarm incident to be subscribed to.

-
Area of Interest 


-
list of TA or Geographical location
-
Report method


-
file reporting or streaming based reporting
The MDAS producer shall be able to provide the following analytics (see clause 8.Y.3.1), which can be included in the MDA report:
-
Incident ID 
-
Affected Objects 
-
Incident Raisedtime and Clearedtime 
-
Root Cause

Annex B (informative):
Analytics Input data example
B.1
Analytics Input data example

B.1.X Alarm incident Analytics inputs
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