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1
Decision/action requested




The group is asked to discuss and agree on the proposal.
2
References

[1]
3GPP TR 28.809 Management and orchestration; Study on enhancement of Management Data Analytics (MDA)
[2]
3GPP TS 28.104-000 “Management and orchestration; Management Data Analytics”
3
Rationale
In 5G system, millions of alarms are generated due to the more complex network with high density of network functions and end users. Huge amount of alarms brings difficulties in network operation and maintenance. Therefore, the alarms and deteriorated performance measurements of same root cause should be correlated and analysed to relieve the stess of manually alarm handling.

This contribution is proposed to add alarm incident analysis capability of MDAS in [2].
4
Detailed proposal
It is proposed to apply following changes in [2].
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2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[x]
3GPP TS 28.541: "Management and orchestration; 5G Network Resource Model (NRM); Stage 2 and stage 3".

3
Definitions of terms, symbols and abbreviations
3.1
Terms

For the purposes of the present document, the terms given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

3.2
Symbols

Void.
3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

MDA
Management Data Analytics

MDAS
Management Data Analytics Service
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7
MDA Scenarios 

7.X
Alarm Incident analysis (UC-ALARM_MDA)
7.X.1
Discription

This management capability allows the MDAS producer analysis alarm incident and provides the analytics report that describes the alarm incident analysis to MDAS consumer.
7.X.2
Use cases
In 5G network, millions of alarms are generated due to the network complexity. Since the topological relations between different network elements and logical relations between different generated alarms, a series of alarms caused by a same root cause should be correlated with each other. In addition, network performance deterioration can be caused by several potential causes. An incident is identified by numbers of alarms, performance measurements and etc. Therefore, correlations of alarms and deteriorated performance measurements should be analysed by MDA so that the output can be leveraged to relax the stess of manually alarm handling.
7.X.3
Requirements

	Requirement label
	Description
	Related use case(s)

	REQ-ALARM_MDA-1
	The MDAS producer should have a capability allowing the authorized consumer to request alarm incident analysis.
	(UC-ALARM_MDA) Alarm Incident Analysis

	REQ-ALARM_MDA-2
	The MDA MnS producer shall have a capability allowing the consumer to indicate the interet area to send the alarm incident analysis report.
	(UC-ALARM_MDA) Alarm Incident Analysis

	REQ-ALARM_MDA-3
	The MDA MnS producer shall have a capability allowing the consumer to indicate the alarm incident analysis profile to send the alarm incident analysis report.
	(UC-ALARM_MDA) Alarm Incident Analysis

	REQ-ALARM_MDA-4
	The MDA MnS producer shall have a capability to provide MDA reports to an MDA MnS consumer according to the alarm incident analysis profile indicated in the analysis profile.
	(UC-ALARM_MDA) Alarm Incident Analysis
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8.X.2.1
<<Datatype>> alarmIncidentAnalysisProfile
8.X.2.x.1
Descriptions
This Data type defines the alarm incident anlaysis related attibute to support the alarm incident analysis capability.
This DataType is used for MDA Analysis Report Control IOC.

Editor's Note: the IOC reference will be added later when the MDA Analysis Report Control IOC is defined.
8.X.2.x.2
Attributes
	Attribute name
	Support Qualifier
	isReadable
	isWritable
	isInvariant
	isNotifyable

	areaInterest
	O
	T
	T
	F
	T

	alarmIncidentAnalysisCategory
	O
	T
	T
	F
	T


8.X.2.x.3
Attribute constraints

None.

8.X.2.x.4
Notifications

The subclause 4.5 as defined in TS 28.541[x] of the <<IOC>> using this <<dataType>> as one of its attributes, shall be applicable.

8.X.2.y
Attribute definitions
8.X.2.y.1
Attribute properties
	Attribute Name
	Documentation and Allowed Values
	Properties

	areaInterest
	It indicates the area scope to be applied to the alarm incident analysis report control.

AllowedValues:
Editor’s Note: The areainterest can be TA or Geographical location.The detail allowedvalues is FFS.
	type: String
multiplicity: 1

isOrdered: N/A

isUnique: N/A

defaultValue: None

isNullable: False

	alarmIncidentAnalysisCategory
	It indicates the DNs for alarm incident to be subscribed.
AllowedValues: 
Editor’s Note: The detail allowedvalues is FFS.

	type: DN
multiplicity: 1

isOrdered: N/A

isUnique: N/A

defaultValue: None

isNullable: False


8.Y
MDA reporting management service 

8.Y.3
MnS component type C

	Attribute name
	Support qualifier
	Properties

	Alarm Incident Analysis report
	O
	


8.Y.3.1
Alarm Incident analysis

Table 8.Y.3.1-1: Alarm incident analysis report
	Information
	Description
	Support qualifier
	Properties

	Incident ID
	Indicates the identifier of incident.
	M
	type: DN
multiplicity: 1

isOrdered: N/A

isUnique: N/A

defaultValue: None

isNullable: False

	Incident name
	Incident name
	M
	type: integer
multiplicity: 1

isOrdered: N/A

isUnique: N/A

defaultValue: None

isNullable: False

	Affected Objects
	The affected objects (e.g., the MOIs of cells affected by the alarm incident)
	O
	type: DN
multiplicity: 1

isOrdered: N/A

isUnique: N/A

defaultValue: None

isNullable: False

	Incident Raisedtime and Clearedtime
	Indicates the date and time when the incident is first raised.It indicates the date and time when the incident is cleared.
	M
	type: string
multiplicity: 1

isOrdered: N/A

isUnique: N/A

defaultValue: None

isNullable: False

	List of Root Cause
	Indicates the root cause of incident.
	O
	type: string
multiplicity: 1

isOrdered: N/A

isUnique: N/A

defaultValue: None

isNullable: False

	Severity Level
	It indicates the severity level (e.g.,Critical, Major, Minor, Warning, Indeterminate, Cleared) of the alarm incident
	O
	type: string
multiplicity: 1

isOrdered: N/A

isUnique: N/A

defaultValue: None

isNullable: False
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9
Workflow for MDA management 

9.X
Alarm Incident Analysis
9.X.1
General

The MDA management services as defined in 8.2 and 8.3 are used to expose Alarm Incident analytics from the MDAS producer to the MDAS consumer.

The MDAS consumer of these analytics shall indicate in the MDA request control:

-
Analytics Type set to "Alarm Incident analysis";

-
Analysis Profile set to “Alarm Incident Analysis profile”, containing:

-
Alarm Incident analysis Category: indicates the DNs for alarm incident to be subscribed to.

-
Area of Interest 


-
list of TA or Geographical location
-
Report method


-
file reporting or streaming based reporting
The MDAS producer shall be able to provide the following analytics (see clause 8.Y.3.1), which can be included in the MDA report:
-
Incident ID 
-
Incident name 
-
Affected Objects 
-
Incident Raisedtime and Clearedtime 
-
Root Cause, containing:

-
-
Root Cause Name, Detail information, Root Cause object 
-
SeverityLevel 
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