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## 4.2 Management control loops

### 4.2.0 Goals and SLS

A CSP provides communication services to its CSCs (e.g. Enterprises) according to an SLS. The SLS may include detailed requirements on the network slice capabilities to be provided and the associated goals to be achieved.

Similarly, an NSP provides network slice to CSP according to a SLS. The SLS may include detailed requirements on the network slice subnet capabilities to be provided and the associated goals to be achieved.

An SLS is a formal specification of an agreement between two parties which can be documented as declaritive statement or as an imparitive statement. The requirements for assurance of a specific instance of a communication service are derived from either a declaritive statement or an imparitive statement, whichever is applicable.

### 4.2.1 Overview

For communication service assurance one can identify two interactions of management control loops:

1) Between the CSC and the CSP: In this case, the CSC provides the requirements for an assured communication service to the CSP, the CSP provides the corresponding communication service, the CSP also provides feedback to the CSC. The CSP adjusts the resources used by a communication service or the CSC adjusts the SLS continuously to achieve the assured requirements.

2) Between the CSP and the NSP: the communication service provided by CSP requires the network capabilities. For example, the CSP requires a certain network latency. The NSP management system adjusts the network or CSP adjusts the latency requirement continuously to satisfy the latency requirement.



Figure 4.2.1.1: Communication service closed control loop assurance

Figure 4.2.1.1 gives a high-level description of interaction process involved in the management closed control loop.

Generally, the management control loop for CSA consists of the steps Monitoring, Analysis, Decision and Execution. The adjustment of the resources used for the communication service is completed by the continuous iteration of the steps in a management control loop. As described in clause 4.1, the management closed control loop for the resources used for the communication service is deployed in the preparation phase and takes effect during the preparation phase and operation phase.

Figure 4.2.1.2 shows the overall process of communication service assurance using a management control loop.



Figure 4.2.1.2: Management Control Loop

### 4.2.2 Control loops

A control loop is a building block for management of networks and services. The basic principle of any control loop is to adjust the value of a measured or observed variable (expressed as for example an attribute) to equal the value of a desired goal (expressed as for example an attribute). The producer of the measurements or observations, the control service, and the controlled entity are all required to create a control loop.

For the control loop to act on input in the context of the set goal, the control loop provided through following four steps that continuously consume and produce information from each other in a loop in the following sequence monitor, analyse, decide and execute.

A control loop can be an open control loop in which case a human operator or other management entity intervenes inside the loop A control loop can be closed and operates without human operator or other management entity involvement inside the loop other than possibly the initial configuration of the measurement producer and configuration of control loop.
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