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Decision/action requested

The group is asked to discuss and agree on the proposal.
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Rationale

In the last meeting, some characteristics, applicability and NRM aspects of assurance policy for assurance closed control loop (ACCL) are discussed [5]. In this contribution the attributes of AssurancePolicy are further discussed based on the progress from the email discussion and rapporteur call 20210422, especially on the following aspects.
In clause 9.3.1.2 in TS 28.311 [3], a generic policy IOC is defined as follows, it could be referenced and redefined for AssurancePolicy for eCOSLA [1, 2], the properties of policyType and policyContent needs to be redefined.
	Attribute name
	Support Qualifier
	isReadble
	isWriteble
	isInvariant
	isNotifyable

	policyId
	M
	T
	F
	T
	T

	policyPriority
	M
	T
	T
	 F
	T

	policyStatus
	M
	T
	T
	 F
	T

	policyType
	M
	T
	T
	 F
	T

	policyContent
	M
	T
	T
	 F
	T


In clause 9.5.1 in TS 28.311 [3], the definitions and legal values are defined in the following table.
	Attribute Name
	Definition
	Legal Values

	policyId
	It identifies the Policy instance (and distinguishes it from all other existing and stopped Policy instances of the PolicyManagementIRP Agent).
	Any identifier. Value type is string.

	policyPriority
	It specifies the priority of Policy
	Its value should be one of the following:

Low,

Medium,

High

	policyStatus
	It specifies the status of Policy. If a policy is activated, and then its status is active. If it is deactivated ,then its status is deactivated
	Its value should be one of the following: 

Activated, 

Deactivated

	policyType
	It identifies a name of one policy type
	Its value is network operator specific. Value type is string.

	policyContent
	It identifies the content of a network policy
	Its value is network operator specific. Value type is string.


Proposal 1: It is proposed to introduce AssurancePolicy IOC for ACCL, some of its attributes are policyId <<string>>, policyPriority<<ENUM>>, policyStatus<<ENUM>>, policyType<<ENUM>>, and policyContent<<dataType>>. 
1. Priority 

In subclause “6.1.6 Limiting the actions of an assurance closed loop” in TS 28.535 [2], an example of conflicts between two or more assurance closed loops is described.
Assurance closed loops have a defined assurance goal related to a communication service SLS may execute various actions in the deployed operator network. There may be cases in which two or more assurance closed loops can execute the same or related set of actions on a managed entity.
……

If conflicts are found, and the MnS consumer determines a possible resolution by limiting the action capabilities of a set of assurance closed loops, then it requests the MnS producer to limit the set of action capabilities, for example: by configuring new operational policies.
Observation 1: Conflict between ACCLs or policies of an ACCL may occur. To avoid confliction, MnS consumer (e.g. Cross domain ACCL MnS producer or Human operators) may have the capability to configure different priorities for AssurancePolicy. The “priority” attribute is needed.
2. PolicyType

Currently, the PolicyType may be defined as ENUM for some selected scenarios, e.g. policy type for ACCL state governance (activation and deactivation), policy type for ACCL coordination, e.g. escalation and delegation (refer to ETSI ZSM009-1 [6]) etc.
According to discussions in [5], some policy types may be defined according to different ACCL governance purposes. It may be difficult to define all the policy types according to actual use cases because there would be too many. Currently, the PolicyType may be defined as ENUM for some selected scenarios. Some examples could be like the following:

- PolicyType for ACCLStateChange, e.g. to define the conditions and actions for the ACCL to automatically change its operational state: activation and deactivation of an ACCL.

- PolicyType for ACCLCoordination, e.g. to define the conditions and coordination operations for the ACCL. For example, a domain ACCL MnS producer may request the cross-domain ACCL MnS producer to adjust the assurance goal if it cannot fulfil it, refer to coordination operation of escalation and delegation (ETSI ZSM009-1 [6]) etc, the texts are extracted as the follows: 
8.2.3
Coordination between hierarchical closed loops
The subordinate CLs deployed in the E2ES MDs or in the MDs perform local optimizations which might not result in a global, end-to-end optimum or which might even be in conflict to each other. To this end the superior CLs shall be able to coordinate the decisions of subordinate CLs. Such coordination can happen in the following, not exclusive ways:

· Delegation - The superior CLs delegates respective goal(s) to the subordinate CLs, e.g. by setting the policies and/or the intents in a way that allow the subordinate CL to act autonomously. 

Editor’s note: Add reference to 9-2 example. 
· Escalation - If a subordinate CL is not able to achieve the goal(s) assigned to it, it escalates the situation to the superior CL in the E2ES MD.

Editor’s note: Add reference to 9-2 example. 
Depending on the actual interaction coordination scenario, different combinations of the above approaches in a hybrid mode are possible.

Delegation and escalation coordination may be based on capabilities provided by the Closed loop governance service (clause 9.2.1) and the Closed loop information reporting service (clause 9.2.2).

PolicyType <<dataType>>
	policyType
	It identifies policy types for specific purposes or scenarios for ACCL operations.

Example of allowedValues:"ACCLStateChange", "ACCLCoordination"
	type: ENUM
multiplicity: 1

isOrdered: N/A

isUnique: N/A

defaultValue: None

isNullable: True


Proposal 2: The policyType could be defined as ENUM for some selected scenarios, and the allowed values could be gradually added with the introduction of new capabilities or use cases.
3. PolicyContent
According to discussions in [5], some examples of the PolicyContent are described. For different PolicyTypes, the PolicyContent may be different. A common framework could be a general definition of “condition” and the corresponding “action”. The “action” would be performed by the managedObject of the ACCL. Take the policyType of ACCLCoordination as an example, the condition could be defined as string, which allow the MnS consumer to customize different conditions to trigger the corresponding actions. The actions could be defined as ENUM, e.g. escalation, delegation operation [ETSI ZSM009-1 [6]]. 
The PolicyContent may be defined as the following:
PolicyContent <<dataType>>
	Attribute name
	Support Qualifier
	isReadable
	isWritable
	isInvariant
	isNotifyable

	condition
	M
	T
	T
	F
	T

	action
	M
	T
	T
	F
	T

	targetACCLId
	O
	T
	T
	F
	T


An example of attribute properties for policyType ACCLCoordination is as follows, there may be different definitions for other policyTypes, which are FFS depending on more discussions.
	condition
	It specifies the condition which will trigger the related ACCL actions.
	type: string
multiplicity: 1

isOrdered: N/A

isUnique: N/A

defaultValue: None

isNullable: True

	action
	It specifies the ACCL assurance related actions.
For example, for the policyType of ACCLCoordination, example of allowedValues: "escalation", "delegation".
	type: ENUM
multiplicity: 1

isOrdered: N/A

isUnique: N/A

defaultValue: None

isNullable: True

	targetACCLId
	The identification of the target ACCL which is to be coordinated.
	type: string
multiplicity: 1

isOrdered: N/A

isUnique: N/A

defaultValue: None

isNullable: True


Proposal 3: The policyContent could be defined as condition and action for some selected scenarios, the property of condition and action could be defined as string and ENUM respectively, and the allowed values could be gradually added with the introduction of new capabilities or use cases.
4
Detailed proposal

In this contribution, the following proposals are made:

Proposal 1: It is proposed to introduce AssurancePolicy IOC for ACCL, some of its attributes are policyId <<string>>, policyPriority<<ENUM>>, policyStatus<<ENUM>>, policyType<<ENUM>>, and policyContent<<dataType>>. 
Proposal 2: The policyType could be defined as ENUM for some selected scenarios, and the allowed values could be gradually added with the introduction of new capabilities or use cases.
Proposal 3: The policyContent could be defined as condition and action for some selected scenarios, the property of condition and action could be defined as string and ENUM respectively, and the allowed values could be gradually added with the introduction of new capabilities or use cases.
