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Detailed proposals for Alarm IRP

Taking as base the document "Alarm IRP : Information Model" (S5-9900302) and the discussions during the FM session in Lulea, this paper proposes some details information and additional extensions to be discussed / agreed in the FM ad-hoc meeting in Montreal.

1.
Generic items
· Use of the terms Manager (for Actor) and Agent (for System).

· Following definitions are missing (see requirements in TS 32.111, chapter 8)

-
Definition of state change notifications (as significant FM-related event reports)

-
Logging / retrieval not possible (Log IRP not available)

· Bulk data transfer procedure not defined (retrieval/synchronisation of FM-related information).

· For all input information used in both solution sets, the possible values shall be defined in the same way (same value range)!

· Naming items:

· start with small letter needed for operations / notifications?

· notification names without using "notify".

2.
Definition of Operations
2.1
setAckStatus
(NM => EM, OPTIONAL operation)

Manager invokes this operation to acknowledge / unacknowledge one or more alarms.

Proposals :

-
List of Input & Output information with possible values. Point 14 of agreement in Lulea changed (extended Output information <errorAlarmList>).

-
Add new output information <errorAlarmList>.

Input information
*
alarmIdList:
SEQUENCE OF alarmIds (which unambiguously defines an alarm on the EM-NM interface)

*
ackStatus:
INTEGER (possible values: ack (0) / notAck (1)).

*
ackTime:
GeneralizedTime (indicates the time of acknowledgement operation)

*
ackSystemId:
GraphicString (indicates the management system on which the acknowledgement took place)

*
ackUser:
GraphicString (indicates the operator, maybe "encrypted")

Output information
*
status:
(OPTIONAL) INTEGER

Possible values:-
successful (0, all alarms found, may be omitted).

-
partlySuccessful (1, some alarms not found, see next output information)

-
error (2, all indicated alarms not found, see next output information).

*
errorAlarmList:
(OPTIONAL) SEQUENCE OF (for every alarm not acknowledged by EM)

-
alarmId (which alarm could not be acknowledged by EM)

-
reason (e.g. alarm not found, alarm already acknowledged etc.)

2.2
setComment
(NM => EM, OPTIONAL operation)

Manager invokes this operation to record Manager's comments in the current alarm entry of the alarm list.

The decision in Lulea was that this operation needs more discussion and therefore will not be introduced in Release 99.

2.3
getAlarmList
(NM => EM, MANDATORY operation)

Manager requests Agent to provide a list of alarms from the alarm list.

Proposals:

-
In the Alarm IRP it should be stated that if the OPTIONAL input information <filter> is NOT used, the current filter settings (used for the real-time forwarding of alarms) will apply.

-
Benefits & drawbacks: one reply (containing all alarms) or sequence of single alarms (maybe different approaches for different solution sets)?

-
List of Input & Output information with possible values. Points 5 and 17 of agreement in Lulea changed (extended Input information <alarmAckStatus>).

-
Add as Input information <networkEntities> (to allow an alarm alignment for a sub-network of the whole network) and <requestNumber> (useful for aborting of an alignment in processing, may be matter of RELEASE 2000).

Input information
*
alarmAckStatus:
(OPTIONAL)

Possible values: all (0), allActiveAlarms (1), activeAndAckAlarms (2), activeNotAckAlarms (3), ceasedNotAckAlarms (4).

If not used, the value all applies.

*
filter:
(OPTIONAL)

It indicates the filter constraint that Agent shall use to apply on the alarms in alarm list.

*
networkEntities:
(OPTIONAL) SET OF ObjectClassAndInstance

Useful for an alarm alignment related only to a sub-network). If not used, all alarms from the Agent's alarm list shall be returned.

*
requestNumber:
(OPTIONAL) INTEGER

May be useful for aborting of an alignment in processing (matter of RELEASE 2000 ?).

Output information
*
alarmList:
(for every alarm the complete alarm information is returned)

*
status:
(OPTIONAL) INTEGER

Possible values: successful (0), errorCause (1..n). If successful, this information may be omitted.

2.4
getAlarmCount
(NM => EM, OPTIONAL operation)

Manager invokes this operation to receive the number of alarms kept in Agent.

Proposals:

-
In the Alarm IRP it should be stated that if the optional input information <filter> is NOT used, the current filter settings (used for the real-time forwarding of alarms) will apply.

-
List of Input & Output information with possible values. Point 18 of agreement in Lulea changed (not needed, all numbers are according to the value of the input information <alarmAckStatus>)!

-
Add as Input information <networkEntities> (to get the number of alarms related to a sub-network of the whole network).

Input information
*
alarmAckStatus:
(OPTIONAL) INTEGER

Possible values: all (0), allActiveAlarms(1), activeAndAckAlarms(2), activeNotAckAlarms(3), ceasedNotAckAlarms(4). If not used, the value all applies.

*
networkEntities:
(OPTIONAL) SET OF ObjectClassAndInstance

It specifies from which NEs the requested alarms should be originated. If not used, the number of all alarms from the Agent's alarm list shall be returned.

Output information
*
criticalCount:
INTEGER (according to the alarm type specified in the input)

*
majorCount:
INTEGER (according to the alarm type specified in the input)

*
minorCount:
INTEGER (according to the alarm type specified in the input)

*
warningCount:
INTEGER (according to the alarm type specified in the input)

*
indeterminateCount:
INTEGER (according to the alarm type specified in the input)

*
status:
(OPTIONAL) INTEGER

Possible values: successful (0), errorCause (1..n). If successful, this information may be omitted.

2.5
setAlarmIRPVersion
(NM => EM, MANDATORY operation)

Manager invokes this operation to communicate with Agent using a particular Alarm IRP version.

Input information
*
versionNumber:
INTEGER (?), GraphicString (?).

Output information
*
versionNoList:
SEQUENCE OF INTEGERS ? (for every version supported by the Agent)

*
status:
(OPTIONAL) INTEGER

Possible values: successful (0), errorCause (1..n). If successful, this information may be omitted.

3.
Definition of Notifications
3.1
notifyNewAlarm
(EM => NM, MANDATORY notification)

Agent notifies Manager that a new alarm has been added into the alarm list.

Input information

*
Event information:
See structure alarmInfo as defined in ITU-T X.721.

Add note:
For particular solution sets some additional data (e.g. systemDN etc). - if needed - will be mapped into the additionalInformation field.

3.2
notifyChangeAlarm
(EM => NM, OPTIONAL notification)

Agent notifies Manager that an alarm in the alarm list changed.

Proposal:

-
This notification type is not in accordance with TMN / ITU-T principles (the old alarm must be cleared and the new alarm must be notified). In the CMIP solution set this optional notification will not be supported, thus the description shall be moved from the (technology-independent!) Alarm IRP document into the CORBA solution set.

3.3
notifyClearedAlarm
(EM => NM, MANDATORY notification)

Agent notifies Manager that an active alarm has been cleared.

Input information

*
Event information:
See structure alarmInfo as defined in ITU-T X.721, in particular:

-
field perceivedSeverity is <cleared>

-
field correlatedNotifications contains the notificationIdentifier values (assigned by EM, not the original values generated in NEs!) of the alarms now cleared.

Add note:
For particular solution sets some additional data (e.g. systemDN etc). - if needed - will be mapped into the additionalInformation field.

3.4
notifyAckStatus
(EM => NM, MANDATORY notification)

Agent notifies Manager that an alarm has been acknowledged / unacknowledged.

Proposals:

-
This notification type shall be introduced in the Alarm IRP document (only in this case the co-operative alarm acknowledgement requirement can be fulfilled).

-
This notification can not be merged with notifyAlarmListRebuilt (point 20 in Lulea)!

-


Input information

*
Event information:
See structure alarmInfo as defined in ITU-T X.721, in particular:

-
field correlatedNotifications contains the notificationIdentifier value of the SINGLE alarm now acknowledged.

-
field additionalInformation contains the "acknowledgment history" data (ackStatus, ackTime, ackSystemId, ackUser) in addition to other information (e.g. original notificationIdentifier, systemDN etc.).

-
all other fields have the same values as in the alarm now acknowledged (important for filtering!).

3.5
notifyAlarmListRebuilt
(EM => NM, MANDATORY !!! notification)

Agent notifies Manager that the Agent's alarm list has been rebuilt.

Proposals:

-
In the IRP document this notification should be defined as OPTIONAL. In the CMIP solution set for some implementations (alarm list rebuilt is "transparent" for Itf-N) this optional notification is not needed.

-
This notification can not be merged with notifyAckStatus (point 20 in Lulea)!

-
Important matter: the acknowledgment status will be lost, if the alarm list in Agent is rebuilt? In such a case the operator is obliged to acknowledge again an alarm ???

Input information

*
Event information:
Contains (in addition to the usual fields like Event time) only:

- field notificationIdentifier
- field reason (OPTIONAL) (EM may indicate the reason of rebuilding of the alarm list)

- field additionalInformation.

Add note:
For particular solution sets some additional data (e.g. systemDN etc). - if needed - will be mapped into the additionalInformation field.
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