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1 Summary
In this document the sources propose items to be addressed during the Verification Phase of the EVS Codec and the approaches to be adopted. 
The sources would like to encourage independent members of SA4 not associated with the codec proponents to consider volunteering for tasks related to the Verification Phase.

A draft Software Evaluation Agreement is provided for prospective volunteers to consider as the Verification Phase will be conducted on software prior to completion and approval of the standard.
2 Introduction

In addition to the extensive independent subjective testing which the EVS codec will undergo during the Selection Phase, other objective evaluations of the EVS codec will be performed and the results made available by the proponents at the SA4#80-bis Selection meeting. These objective requirements and design constraints were developed during the definition phase and documented in EVS-4.

The reason for the Verification Phase is to confirm independently that the objective evaluations of the codec against the requirements and design constraints are valid and are met by the EVS codec software. Such a phase is well established in SA4 and has been used in several speech and audio codec development exercises.

Ideally this verification should be performed by independent volunteer(s) and the sources would like to take the opportunity to encourage members of SA4 to volunteer for the tasks described below.

3 Design Constraints

The Design Constraints are detailed in EVS Permanent Document EVS-4.
The table below represents a proposal from the codec proponents how they plan to establish that the Design Constraints are met and invite volunteers to cross-check the results and their methods.

	Parameter
	Design Constraint
	Proposed Method

	Sampling Frequency and Audio Bandwidth
	The encoder shall support 8, 16, 32, and 48 kHz sampling rates in all operation modes. 

The decoder shall support 8, 16, 32, and 48 kHz sampling rates in all operation modes. 

Note: Functions that are necessary only for achieving the arbitrary selection of encoder / decoder input / output sampling rate are envisioned to be an informative part of the EVS standard. 
The encoder shall support input signals with different input signal bandwidth (NB, WB, SWB, and optionally FB) with frequency masks to be defined in the test plan.

For a given input sampling rate, the encoder shall support an input indicating the maximum audio bandwidth (NB, WB, SWB, and optionally FB) to be encoded. This input may not be provided in all cases.
	Objective Test scripts, using common source material, provided by the proponents and input/output inspection.


	Number of audio channels
	The EVS candidate codecs shall support mono coding with one channel input and one channel output.

The EVS candidate codecs may support stereo coding with two channels input and two channels output.

If stereo capability is provided the decoder shall offer the possibility to render a mono compatible signal from the received stereo bit stream.

Note: The quality of the mono compatible signal shall be verified.
	Objective Test scripts, using common source material, provided by the proponents and input/output inspection.


	Bit Rates
	For non-interoperable modes of EVS:

In the single frame case the net source coding bit rates (EVS payload) shall be derived from the gross bit rates (EVS payload and payload header) by subtracting non-negative integer multiples of 0.4 kb/s to account for the RTP payload header.

In the single frame case the EVS candidate codecs shall support fixed rate source coding at gross bit rates of 7.2 kb/s, 8, 9.6, 13.2, 16.4, and 24.4 kb/s. Further the EVS candidate codecs shall support fixed rate source coding at net source coding bit rates of 32, 48, 64, 96, 128 kb/s.

The EVS candidate codecs should support source controlled variable bit rate (VBR) coding at 5.9 kb/s average gross bit rate over active speech as determined by the candidate codec’s VAD. The average gross bit rate over active speech shall not exceed 5.9 kb/s by more than 5% on the speech database used for selection testing. VBR coding of active speech shall be composed of frames from a subset of the following per-frame gross bit rates:  2.0, 2.8, 4.0, 5.6, 7.2, 8.0 kb/s.  

EVS candidate codecs may support source controlled variable bit rate (VBR) coding at higher average bit rates; the peak per-frame gross bit rate shall not exceed 150 percent of the average bit rate. For average rates below 32 kb/s, VBR coding shall be composed of frames that are transported efficiently using LTE Transport Block Sizes (TBSs) defined in TS 36.213.

SID frames shall not exceed a gross bit rate of 56 bits per frame.

For interoperable modes of EVS:

The candidate codecs shall offer AMR-WB interoperable modes with the following bit rates:

6.6, 8.85, 12.65, 14,25, 15.85, 18.25, 19.85, 23.05, 23.85 kb/s 

For AMR-WB interoperable operation the candidate codecs shall provide AMR-WB interoperable SID frames of 40 bits (net source size) during DTX operation. 
	Recommendation ITU-T G.192 bitstream format inspection.

	Algorithmic Delay
	The algorithmic delay shall be less than or equal to 32 ms, with the following exceptions:

· For optional stereo the algorithmic delay shall be less than or equal to 50 ms.

Note: The algorithmic delay for EVS is defined as the frame size buffering delay plus any other delays inherent in the codec algorithm (e.g., look-ahead, sample-rate conversion, and decoder post-processing).

The algorithmic delay of the EVS candidate codecs excludes processing delay (e.g., runtime of the DSP to process the speech frame at encoder and decoder), and channel transmission delays.
	Source code inspection with guidance/assistance from proponents.

	Complexity
	Complexity limits are applied according to the following categories. The computational complexity and program ROM (PROM) of the candidate codecs for each category shall be measured with ITU-T STL2009 [1] as the observed worst-case encoder + observed worst-case decoder complexity within the same category.
Required operation modes (up to SWB, mono)  including 

· support for all mandatory bit rates

· support for all mandatory sampling rates

· support for rate switching

· VAD/DTX/CNG

· PLC

· RTP packaging

· AMR-WB interoperable modes

and the recommended /optional source-controlled VBR operation modes excluding JBM

Computational:

wMOPS
(  88 wMOPS, approximately 2 x wMOPS complexity of AMR-WB estimated with ITU-T STL2009.

Memory:
RAM
( 100 kwords ((  16 ( RAM of AMR-WB speech codec: 6.5 kwords)

ROM
( 100 kwords ((  10 x ROM of AMR-WB speech codec: 9.9 kwords)

Program ROM ( 10*Program ROM of AMR-WB speech codec (The AMR-WB PROM estimated with ITU-T STL2009 equals 5426 STL2009 operators)

All other operation modes excluding JBM

Computational:

wMOPS
( 135 wMOPS, approximately 3.1 x wMOPS complexity of AMR-WB estimated with ITU-T STL2009

Memory

RAM
(  200 kwords ((  31 ( RAM of AMR-WB speech codec: 6.5 kwords)

ROM
( 200 kwords ((  20 x ROM of AMR-WB speech codec: 9.9 kwords)

Program ROM ( 10*Program ROM of AMR-WB speech codec (The AMR-WB PROM estimated with ITU-T STL2009 equals 5426 STL2009 operators)

Note: The computational complexity and memory usage of the JBM must be reported.

Note: Estimation of AMR-WB complexity using ITU-T STL2009 was done in [2] and [3]. Estimation of PROM using ITU-T STL2009 was done in [4].
	Code instrumentation to the checked by source code inspection. 

Objective Test scripts and reporting, using common source material, provided by the proponents.


	Backward Interoperability
	The candidate codecs shall provide all AMR-WB codec formats used in 3GPP conversational speech telephony services, including CS.
	Subjective Test Results and Inspection

	Frame length
	The candidate codecs shall operate with a frame size of 20 ms.
	Source code inspection

	Jitter Buffer Management (JBM)
	A JBM solution conforming to the requirements in TS 26.114, except for the functional requirement in sub-clause 8.2.2 of TS 26.114: “Speech JBM used in MTSI shall support all the codecs as defined in clause 5.2.1”, shall be provided with the candidate codecs. 
	Subjective Test Results and Inspection

	Rate switching
	The candidate codecs shall perform rate switching upon command to the encoder throughout the entire bit rate range at arbitrary frame boundaries. The switching capability shall include switching between AMR-WB IO. modes and non-IO. modes. The rate switching may imply switching between different bandwidths and between mono and stereo if stereo is supported
	Objective Test scripts and common source material provided by the proponents.

	Packet loss concealment (PLC)
	A PLC solution shall be provided by the EVS candidate codecs.
	Subjective Test Results and Inspection

	RTP payload format
	Candidate codecs shall provide an RTP payload format specification supporting the full set of features and functionality of the EVS candidate codecs.
	Inspection

	DTX
	The candidate codecs shall provide a complete VAD/DTX/CNG framework. It shall be possible to operate the codec with DTX on or DTX off.

In the AMR-WB interoperable modes, the source controlled rate operation shall be interoperable with AMR-WB according to TS 26.193. Otherwise the following applies:

· DTX operation shall be supported for all operation modes with gross-rates ≤ 24.4 kb/s with a SID frame size not exceeding the limit defined in the bit rate section.

· DTX operation may be supported for all operation modes with rates > 24.4 kb/s with a SID frame size not exceeding the limit defined in the bit rate section.

· SID update frames shall be sent with a frequency not exceeding once per 8 frames 
	Subjective Test Results and Inspection

	Output gain limitation
	The EVS candidate codecs shall not amplify the output signal relative to the input signal beyond limits. 

The limits and methodology to measure the amplification is described in the EVS-7a,b processing plan permanent document.
	Objective Test scripts and common source material provided by the proponents.


4 Timing

As defined in The EVS Project Plan (EVS-2), it is proposed that the EVS Codec Verification Phase is conducted between codec executable submission to the Host Lab (27th June 2014 in EVS-2 v0.6.0) with results of the verification being provided as TDocs as contributions to the SA4#80-bis no later than 22nd August 2014.
5 Confidentiality

Given that the Verification Phase is conducted on software prior to completion and approval of the standard, the codec proponents require that verification should be conducted under a Software Evaluation Agreement (NDA). This arrangement has become well established during previous codec development exercises in SA4. A draft Software Evaluation Agreement is provided in the Annex to this document. 

________________________

Annex: EVS Codec Software Evaluation Agreement

This Agreement is made by…
(1) _____________________________________________________________________________________________________________________________________________________________________________________________________________________

hereinafter, referred to as the "Licensee" with…

(2) ERICSSON AB, reg. no. 556056-6258, a company duly incorporated under the laws of Sweden, with its principal office at Torshamnsgatan 23, SE-164 80 Stockholm, Sweden (“Ericsson”); 

(3) Fraunhofer-Gesellschaft zur Förderung der angewandten Forschung e. V., reg. no. München VR 4461, an organization duly incorporated under the laws of Germany,  as legal entity for Fraunhofer-Institut für Integrierte Schaltungen IIS, Am Wolfsmantel 33, 91058 Erlangen, with its principal office at Hansastrasse 27 c, 80686 Munich, Germany, (“Fraunhofer IIS”); 

(4) HUAWEI TECHNOLOGIES CO., LTD, a company duly incorporated under the laws of the People’s Republic of China,, with its principal office at Administration Building Huawei Technologies Co., Ltd. Bantian, Longgang District, Shenzhen, 518129, P. R. China (“Huawei”); 

(5) NOKIA CORPORATION,with a trade register business identity code 0112038-9, a company duly incorporated under the laws of Finland, with its registered office at Keilalahdentie 2, FIN-02150 Espoo (P.O.Box 100, FIN-00045 NOKIA Group), Finland (“Nokia”);

(6) NIPPON TELEGRAPH AND TELEPHONE CORPORATION, a company duly incorporated under the laws of Japan, with its principal office at 5-1, Otemachi 1-chome, Chiyoda-ku, Tokyo 100-8116, Japan (“NTT”);

(7) NTT DOCOMO, INC., a company duly incorporated under the laws of Japan, with its principal office at Sanno Park Tower 2-11-1, Nagata-cho, Chiyoda-ku, Tokyo 100-6150, Japan (“NTT DOCOMO”);

(8) ORANGE, reg. no. RCS: PARIS B 380 129 866, a company duly incorporated under the laws of France in the form of a Société  Anonyme with capital of 10,595,434,424 € , with its principal office at 78 rue Olivier de Serres, 75015 Paris, France, electing for the purposes hereof the following place of business: Orange Labs, 38-40 rue du Général Leclerc, 92794 Issy Moulineaux Cedex 9, France  (“Orange”);

(9) Panasonic Corporation, a company duly incorporated under the laws of Japan, with its principal office at 600 Saedo-cho, Tsuzuki-ku, Yokohama, Kanagawa 224-8539, Japan (“Panasonic”);

(10) QUALCOMM Incorporated, a Delaware Corporation with offices located at 5775 Morehouse Drive, San Diego, California 92121 (“Qualcomm”);

(11) Samsung Electronics Co., Ltd., a company duly incorporated under the laws of Republic of Korea, with its principal office at Maetan 3dong 129, Samsung-ro Yeongtong-gu, Suwon-si,Gyeonggi-do 443-742, Korea  (“Samsung”);

(12) VOICEAGE CORPORATION, reg. no. 1148760144, a company duly incorporated under the laws of the province of Quebec, Canada, with its principal office at 750 Lucerne Road, Suite 250, Montreal, Quebec, H3R 2H6, Canada (“Voiceage”); and

(13) ZTE Corporation, reg. no. 440301103852869, a company duly incorporated under the laws of the People’s Republic of China , with its principal office at NO. 55, Hi-tech Road South, ShenZhen, 518057, China (“ZTE”).

hereinafter, individually referred to as a "Licensor", or, jointly as the "Licensors".
Background:

(A) The Licensors have initiated actions in the course of the Verification Phase of the 3GPP EVS Codec Standardization (as defined below) (the "Project").
(B) The Licensors agree as part of the Project to provide Confidential Software, either executable or source code, to the Licensee to evaluate the Confidential Software as part of the Project. 

(C) The Licensee agrees that disclosure of Confidential Information and the use of the Confidential Software shall be made on the terms and conditions of this Agreement.

Therefore, the Parties hereby agree as follows:

1 Definitions

In this Agreement, the following definitions shall apply:

“3GPP” means Third Generation Partnership Project. 

“3GPP Decision” means a formal decision by a 3GPP technical subgroup such as SA4.

“Agreement” means this Software Evaluation Agreement.

“Confidential Software” means any software, such as but not limited to source codes, configuration files, makefiles and executables which is: disclosed or made available by to the Licensors to the Licensee.

“Confidential Information” means any information, such as but not limited to the Confidential Software or processed audio test material, subjective and objective test results obtained through execution of the Confidential Software or results of analysis and evaluation performed by the Licensee on the Confidential Software. 

However, the term Confidential Information shall not include any information disclosed hereunder by the Licensors to the Licensee if:

(i)
it was already publicly known at the time of its disclosure hereunder, or becomes thereafter publicly known otherwise than through an act of negligence of the Licensee;

(ii)
it is demonstrably developed at any time by the Licensee without any connection with the information received hereunder;

(iii)
it is rightfully obtained at any time by the Licensee from a third party without restrictions in respect of disclosure or use.

The term Confidential Information shall furthermore not include test reports that the Licensee derives as part of its Evaluation of the received Confidential Software and which will be disclosed to 3GPP as a part of the Project in accordance with its commitments to 3GPP TSG SA4.
“EVS Codec” means Enhanced Voice Service Codec. 

“Project” means the project defined under Article (A) in "Background".

“Purpose” is to govern the exchange of Confidential Information between the Parties during the Project (See Articles (B) & (C) in "Background")..

“Selection Meeting” means the 3GPP meeting at which 3GPP SA4 determines the final result of the Selection Phase of the 3GPP EVS Codec Standardization.

“Verification Phase of the 3GPP EVS Codec Standardization” means the activities and actions within the 3GPP SA4 to assess and evaluate the codec candidate from the Parties in accordance with the verification phase defined by the 3GPP SA4. The details of these activities and actions are found in the EVS permanent documents. 
2 Non-disclosure of Confidential Information

2.1 The Licensee undertakes not to disclose to any third party any Confidential Information, not to disclose to any Party any Confidential Information unless required for the Purpose, nor to use the Confidential Information other than for the Purpose. The Licensee undertakes to notify the Licensors immediately upon becoming aware of any breach of this Agreement by the Licensee or by anybody to whom the Licensee has disclosed the Confidential Information and to give all necessary assistance in connection with any steps which the Licensors may wish to take to prevent or stop such breach or threatened breach.

2.2 The Licensee shall be liable for:

2.2.1 its loss or its inadvertent disclosure of Confidential Information; and 

2.2.2 any unauthorized use or disclosure of Confidential Information by any person that the Licensee may disclose and has disclosed Confidential Information to under this Agreement.

3 No Warranty, No License

3.1 The Confidential Software is provided “as is” and “as available” without representation or warranty of any kind and Licensee agrees that the Licensors shall not be liable for any damages whatsoever relating to Licensee's use of Confidential Information.

3.2 Nothing contained in this Agreement shall be construed as granting or conferring upon the Licensee, whether expressly or impliedly, any right by license or otherwise under any proprietary or statutory right of the Licensee existing prior to or coming into existence after the effective date of this Agreement.

4 Permitted Disclosure of Confidential Information

4.1 The Licensee may only disclose Confidential Information to its employees, officers, directors, Consultants or Affiliates to the extent strictly required for the Purpose and provided each such employee, officer, director, Consultant or Affiliate is bound by obligations of confidentiality no less stringent than the provisions in this Agreement. In such event such employee, officer, director, Consultant or Affiliate may only use the Confidential Information to the same extent the Licensee is permitted to do so hereunder.  The Licensee assumes liability for its respective Affiliates and Consultants abidance by the terms of this Agreement.

4.2 The Licensee shall not be prevented to disclose Confidential Information if:

4.2.1 such disclosure is in response to a valid order of a court or any other governmental body having jurisdiction over this Agreement; or 

4.2.2 such disclosure is otherwise required by law;

provided that the Licensee, to the extent possible, has first given prior written notice to the Licensors and made reasonable effort to protect the Confidential Information in connection with such disclosure.

5 Title, copying and return of furnished instruments

5.1 All Confidential Information, all modifications, enhancements, changes, documentation, and derivative works of the same, and other information furnished hereunder shall remain the Licensors' property.

5.2 The Licensee undertakes not to copy Confidential Information furnished by a Licensors hereunder unless it is expressly permitted in writing prior to the copying by such Licensors or necessary for the Purpose.

5.3 All Confidential Information and copies thereof made by the Licensee pursuant to this Article 5 shall be destroyed or returned by the Licensee to the Licensors, at the earliest of (i) upon receipt of the Licensors’ request therefore; (ii) at the Licensee’s option; or (iii) within thirty (30) days from the expiration or termination of this Agreement. This shall not apply to copies of the electronically exchanged Confidential Information made as a matter of routine information technology back-up and to Confidential Information or copies thereof which must be stored by the Licensee according to mandatory law.

6 Term and effect of termination

6.1 This Agreement shall become effective in relation to each Party as of the day the Licensee signs the Agreement and shall expire without further notice at the earliest of (i) the day after the Selection Meeting or; (ii) December 31, 2014.

6.2 Notwithstanding termination or expiration of this Agreement, any and all Confidential Information disclosed under this Agreement shall remain confidential, and all obligations arising under this Agreement regarding Confidential Information shall remain in full force and effect for a period of five (5) years from the termination or expiration of this Agreement.

7 Amendments

No amendment or supplement to this Agreement shall be valid unless made in writing and duly executed on behalf of each of the Parties.

8 Governing law and arbitration

8.1 This Agreement shall be governed by the substantive law of Switzerland excluding its conflict of laws principles.

8.2 Any dispute, controversy or claim arising out of or in connection with this Agreement, or the breach, termination or invalidity thereof, shall be finally settled by arbitration in accordance with the Rules of Arbitration of the International Chamber of Commerce. The arbitral tribunal shall be composed of three arbitrators. The seat of arbitration shall be Zürich, Switzerland, and the language to be used in the arbitral proceedings shall be English.

8.3 Any arbitration award may be enforced by any court or authority having jurisdiction. All arbitral proceedings conducted under this Article 8 must be kept strictly confidential, and all information or instruments disclosed must only be used for those proceedings.

	Signed by Licensee:

__________________
	
	

	Place and date:
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	Organization:
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	By:

__________________

Title:
	
	


