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7.7
MBMS Services on Demand

7.7.1 
Introduction

The BM-SC may offer to offload traffic to MBMS in order to efficiently use network resources. The offloading maybe performed either as a UE elected procedure or by initially distributing content as MBMS services even if the broadcast channel is not yet activated. The offloading supports both HTTP and RTSP. In the former case, the file delivery method is used and in the latter, the streaming method is used for delivering the offloaded content.
7.7.2
UE-Elected Offloading

In the UE-elected offloading, the UE elects to use offloading and informs the BM-SC that it will be ready to switch to MBMS reception, whenever the requested content becomes available over broadcast. The BM-SC pre-configures the UE with the details of the on demand MBMS service. These details may include the location of the USD, the type of traffic for which offloading is offered, and the proxy server over which content requests have to be sent. 

Whenever the BM-SC wishes to offload a piece of content (or a session) to MBMS, e.g. because it detected that it is popular, the BM-SC redirects the UE through an HTTP or an RTSP redirection message. The redirection URL may contain a URL to launch the MBMS receiver, such as a URL to the USD. 

A UE that is not able to handle the redirection messages of the BM-SC appropriately shall not use the proxy server for the requests. As the availability of the requested resources may not be immediate, this might result in an increased startup delay.

7.7.2.1 MBMS Offloading Header Field

In order for a UE to differentiate between a regular redirection request and an offloading request, a new header field is defined. The MBMS offloading header field applies both to RTSP and HTTP redirections. If the UE detects the presence of the MBMS offloading header, it shall assume that this is an offloading request to an MBMS session. The MBMS offloading header field shall contain the URL to the MBMS USD that describes the MBMS session. The UE should check if the USD URL corresponds to a USD that has already been downloaded, otherwise it shall use HTTP to fetch the USD. 
The ABNF syntax for the MBMS offloading header field is provided as follows:

MBMS-Offloading=”X-3gpp-mbms-offloading”  “:” (absoluteURI | relativeURI)

7.7.2.2
OMA-DM Configuration Message

OMA-DM should be used to specify the UE-elected offloading configuration. If such a DM configuration object exists on the UE, the UE shall use it whenever it elects to support content offloading. The OMA DM management object is used to configure offloading for any type of HTTP or RTSP traffic.

The Management Object Identifier shall be: urn:oma:mo:ext-3gpp-mbmsmood:1.0.
Protocol compatibility:  The MO is compatible with OMA Device Management protocol specifications, version 1.2 and upwards, and is defined using the OMA DM Device Description Framework as described in the Enabler Release Definition OMA-ERELD _DM-V1_2 [94].
The following nodes and leaf objects shall be contained under the 3GPP_MBMSMOOD node if the UE supports the feature described in this clause:
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Node: /<X>

This interior node specifies the unique object id of a MBMS MooD management object. The purpose of this interior node is to group together the parameters of a single object. 

-
Occurrence: ZeroOrOne

-
Format: node

-
Minimum Access Types: Get

The following interior nodes shall be contained if the UE supports the “MBMS MooD Management Object”. 

/<X>/Enabled

This leaf indicates if MooD is supported by the BM-SC.

-
Occurrence: One

-
Format: bool

-
Minimum Access Types: Get

/<X>/ProxyServer
This leaf contains the Proxy Server address that the UE shall use for all its HTTP or RTSP requests to resources that it elects to potentially receive over MBMS. When more than one proxy server URL is provided, the UE may randomly select one of them.

-
Occurrence: OneOrMore

-
Format: chr

-
Minimum Access Types: Get 

-
Values: the Access Point Name

/<X>/USD
This leaf provides a URL to the USD for the content offloading MBMS session, if that session is static. When a redirection messages provides an alternative redirection link to a USD, the one provided in the redirection message shall take precedence over the one provided by the MO.

-
Occurrence: ZeroOrOne

-
Format: chr

-
Minimum Access Types: Get

/<X>/TrafficFilter
This leaf provides a list of traffic filters for which the BM-SC is willing to offer offloading. The traffic filters are defined in annex X. A client that supports offloading to MBMS shall verify the filter for every request and if at least one of the filters matches, it should send the request using the HTTP proxy. The matching should first compare the traffic class and then the domain name if it exists.
-
Occurrence: OneOrMore
-
Format: chr

-
Minimum Access Types: Get 

-
Values: See clause Annex H.

/<X>/Ext

The Ext node is an interior node where the vendor specific information can be placed (vendor includes application vendor, device vendor etc.). Usually the vendor extension is identified by vendor specific name under the ext node. The tree structure under the vendor identified is not defined and can therefore include one or more un-standardized sub-trees.

-
Occurrence: ZeroOrOne

-
Format: node

-
Minimum Access Types: Get
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Annex X Traffic Filters
TS 23.107 defines 4 traffic classes for LTE: “conversational”, “streaming”, “interactive”, and “background”. In addition to the traffic class, a traffic filter contains a list of domain names and domain name templates that apply as filters. The syntax of the TrafficFilter is as follows:
traffic-filter = traffic-class [“:” 1*(domain-name)]
traffic-class = “conversational” / “streaming” / “interactive” / “background”
domain-name = 1*(1*(alphanum  /  “.” / “-“))
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