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The intention of this contribution is to discuss and proposes the usage of the identity of the MBMS session. The identity of the MBMS session has been the topic of a number of liaison statements. 

1
Liaison Statement overview

From S4-040611 “Reply to LS on Session Repetition”,

Source Sa2, To: GERAN2, RAN2, RAN3, SA4

TSG SA WG2 would like to thank TSG GERAN WG2 for their liaison on the repetition of MBMS sessions (G2-040491). 

TSG SA WG2 agreed with GERAN that the session identifier must be provided if available to prevent/avoid mobile stations from responding to session notification if it has already received the session.

TSG SA WG2 agreed with TSG GERAN that the MBMS Session Identifier is included in the MBMS SESSION START REQUEST message if available. The GERAN would pass the MBMS Session Identifier at notification to the mobile stations, allowing mobile stations to determine whether they need to acquire a session or not.

From G2-040491 “Reply to LS on Session Repetition”, 

Source GERAN2, To SA2, CC, RAN2, RAN3
TSG GERAN WG2 understands the repetition of any given session is performed by the BM-SC and assumes that the same mechanisms are used to transmit or to repeat a session: hence the session repetition is transparent to the GERAN. 

However, means must be available to prevent/avoid mobile stations that have already acquired a session, from acquiring the same data again if the session is repeated. The reason for this is two-fold:

· In a given cell, the establishment of the bearer used to transmit the session data can be based on the number of mobile stations interested in a session. Therefore, a non radio-efficient bearer could be established in the case where mobile stations that have already acquired the session are not excluded (with the probable worst case of a bearer being established in a cell only for these mobiles).

· It wastes the mobile station’s battery life to acquire data that has already been acquired.

2
Concept description of the identity of the MBMS session.
The intention of the concept is to increase transmission efficiency (and UE per cell counting correctness) in case of re-broadcast of content. Whenever the BM-SC decides to retransmit a certain session, this mechanism allows the Ues to determine whether the content of the upcoming MBMS transmission was already received. The MBMS UE takes that decision based on information (i.e. the identity of the MBMS session) from the paging message. If the MBMS UE is not anymore interested in the notified MBMS session, it would not reply to the paging message. 

The identity of the MBMS session increases the system efficiently in case of MBMS transmissions, which are not of interest anymore for the entire MBMS group (i.e. group of MBMS Ues, which have activate the reception for the same IP multicast address / MBMS Bearer). The radio network uses the paging also to determine the correct radio resource usage. In case a large number of MBMS Ues are present in a cell, the radio resource control would allocate point-to-multipoint transmission resources (i.e. common resources like FACH channel). In case of a small number of MBMS Ues in a cell, the radio resource control would uses point-to-point transmission resources (dedicated resources). 

The identity of the MBMS session will help the operator/system to avoid situations, where the radio resource allocation is not anymore efficient, since a large share of MBMS Ues have disabled the MBMS reception, because the content was already received before.

TS 23.246 V6.5.0 (SA2 TS) sub-clause 5.1.2, defines the identity of the MBMS session as following:

Each transmission and subsequent retransmission(s) of a specific MBMS session are identifiable by a common MBMS Session Identifier (2-3 Octets) passed at the application layer in the content, and also passed in a shortened form (i.e. the least significant octet) in the MBMS Session Start Request message to the RNCs/BSCs. The full MBMS Session Identifier should be used by the UE to identify an MBMS session when completing point-to-point repair, while the shortened MBMS Session Identifier is included by the RANs in the notification messages for MBMS

SA2 defines the identity of the MBMS session as a 2 to 3 octet identifier, but only the radio network uses the least significant octet.

3
Proposal

The identity of the MBMS session concept is only applicable to MBMS transmissions, which uses the MBMS download delivery method. The use of the identity of the MBMS session concept is optionally. 

The MBMS Session Identity information element is provided from the BM-SC with the “MBMS SESSION START REQUEST” Message. This message initiates the paging process on the radio interface and establishes the MBMS transmission tree throughout the network. An MBMS bearer must be released via the “MBMS SESSION STOP REQUEST” message, before sending a new “MBMS SESSION START REQUEST” message and changing the value of the identity of the MBMS session. It is therefore proposed, that the identity of the MBMS session describes one MBMS download delivery session. A number of files may be distributed during one MBMS download delivery session. 

The identity of the MBMS session describes the transmission session. Transmissions with the same content use the same identity values. A MBMS UE must keep state of already received identities. 

So far, the RAN and GERAN groups have only considered the use-case of complete re-broadcasts of the same transmission. Only those Ues, who have not received anything from the previous transmissions, are considered. Of course also those MBMS Ues, who have not correctly received a MBMS download delivery transmission can benefit from re-broadcast of content. In particular in case of File-Repair operations using the MBMS bearer, the identity of the MBMS session can be used to keep those MBMS UE out, who have already received sufficient data to reconstruct the file.

It is therefore proposed to specify also the MBMS session id usage for File-Repair operations via the MBMS bearer. Using the MBMS session id, it is not necessary to establish another MBMS bearer for the file repair operation. The File Repair server may establish the same MBMS bearer again. The value of the identity of the MBMS session must be set to the value of the MBMS download session to which the file repair data belong.

It is proposed that the identity of the MBMS session is only one octet. It is further proposed to ask SA2 for confirmation via a liaison statement.

Since the MBMS session identity has only a limited value range, the MBMS session identity values shall have a limited lifetime. It is proposed, that the values shall be valid for 24h. 

It if further proposed to include a description of the MBMS Session id concept into the new section 4.5 “Usage of identity of MBMS session” in TS 26.346 v1.5.0. See proposal below.

4.5 
Usage of identity of MBMS session
The identity of the MBMS session is provided with the MBMS session start procedure from the BM-SC to the GGSN via the Gmb protocol in the MBMS Session Identity information Element. The “MBMS Session Identity information element is specified in [ref to 29.061]. The MBMS Session Identity is forwarded with the MBMS SESSION START REQUEST message through the system and received by the MBMS UE with the paging message. The MBMS session identity value shall be valid for 24h.

The usage of the MBMS Session Identity is optional. The MBMS Session Identity is only applicable to MBMS download delivery sessions. The MBMS UE determines, based on the MBMS Session Identity value, whether the content of the upcoming MBMS download session was already received. 

In case of re-transmissions of the same content, the BM-SC shall use the same MBMS Session Identity value as for the previous transmission. The MBMS transmission resources are activated as described in clause 5.4. Each MBMS bearer of the MBMS User Service may be activated use a different MBMS session identifier. 

In case the MBMS Session Identity is used for file repair operations using an MBMS bearer, the BM_SC shall set the value for the MBMS Session Identity of the file-repair session to the same value as used for the initial MBMS data transmission. The file repair procedure using MBMS bearers is described in clause 9.x. The MBMS bearer must be released using the MBMS session stop procedure (as described in clause 5.4) before establishing the MBMS bearer for the File repair operation.








































