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## 6.X Solution X: RTP Header Extension for Dynamic Traffic Characteristics

### 6.X.1 Key Issue Mapping

### 6.X.2 Description

A data burst indicates a set of multiple PDUs generated and sent in a short period of time as defined in clause 3.1 of TS 23.501 [3]. Data burst is a common transmission characteristic in communication networks.

The traffic characteristics regarding the data burst transmission could be beneficial for the 5GS network, e.g., power saving and efficient radio resource management. In Release 18, the End of Data Burst indication has been introduced to enable the UE power saving in the 5GS, i.e., the NG-RAN node can configure to move a UE into CDRX for power saving after transmitting the end PDU of the data burst. In Release 19, the data burst size has been concluded to enable the RAN radio resource management as described in clause 8.5 of TR 23.700-70 [6].

For marking dynamic traffic characteristics, the RTP HE for Dynamic Traffic Characteristics is defined in this clause.

A new RTP HE is proposed for the following reasons:

1. Avoiding compatibility issues with release 18 Header Extension for PDU Set marking
2. Avoiding overhead, RTP HE need not be present in each RTP packet, but for Release 18 Header Extension it is common understanding that usually each RTP packet is marked. The information for dynamic traffic characteristics on the other hand is specifically useful in specific packets at the beginning of a traffic pattern.

Dynamic Traffic Characteristics marking can be performed by an RTP sender, such as an Application Server (e.g., MRF), a sender UE that sends media to an RTP receiver, such as a UE, or other 5G network components.

Endpoints that support the RTP HE for Dynamic Traffic Characteristics can support both RTP HE formats (i.e., the one-byte and the two-byte formats) according to RFC 8285 [ZZ].

If the RTP HE for Dynamic Traffic Characteristics is the only RTP HE used, the endpoints can use the 1-byte header format. If other 2-byte RTP HE elements are used in the same RTP stream, then the 2-byte header can be used, unless the "a=extmap-allow-mixed" is successfully negotiated through SDP offer/answer, as described by RFC 8285 [11].

NOTE 2: The headers are not shown with padding as this depends on other prospective extension elements in use, as per RFC 8285 [11] alignment specifications.

The IANA registration information for the RTP HE for RTP HE for Dynamic Traffic Characteristics in 6.X.8.

#### 6.X.2.1 Intended Usage in 5GS

The solution of adding dynamic traffic characteristics serves the following key use case:

1. Based on the SDP negotiation, the RTP HE for Dynamic Traffic Characteristics is enabled. The RTP Sender or Application Server adds header extension of a dynamic traffic characteristic in the first few packets of a data burst.
2. The dynamic traffic characteristics header is added by the packet sender potentially for groups of packets to be sent, this may include multiplexed RTP or Multiplexed RTP/RTCP traffic. The sender, may add information such as the Burst Size of the group of packets to be transmitted, or based on its own internal scheduling the time until the next burst can be sent.
3. The UPF detects packets that include the Header Extension for Dynamic traffic characteristics and marks the dynamic traffic characteristics into the GTP-U header of downlink packets, including the End of Data Burst indication and data burst size.
4. As concluded in clause 8.5 of TR 23.700-70 [6], the data burst size carried in the RTP HE can be identified by the UPF and then further sent to the NG-RAN via the GTP-U header to assist the radio resource management. The procedure is as follows:
   1. The (RTC-)AF may provision the Protocol Description to PCF directly over N5 interface or via NEF over N33. The Protocol Description indicates that the RTP HE for Dynamic Traffic Characteristics is enabled.
   2. PCF may provision the Protocol Description within the PCC rules based on the information provided by the AF and/or the local operator policies.
   3. SMF requests the UPF to detect and mark the burst size of the data burst and mark itin the GTP-U header of the first few PDUs in downlink, according to the PCC rule and/or the local operator policies.
   4. UPF identifies the burst size of a data burst in the downlink traffic based on the RTP HE according to the Protocol Description and provides the data burst size to the RAN in the GTP-U header of the first few PDUs of a data burst to assist radio resource management.
   5. RAN efficiently optimizes the radio resource for the timely data burst transmission based on the data burst size in the GTP-U header.

Editor’s Note: Whether other dynamic traffic characteristics are needed depends on further conclusion of SA2 and RAN WGs.

#### 6.X.2.3 One-byte RTP Header Extension Format

The one-byte RTP HE for the marking of PDU Sets and End of Bursts is defined as follows:

0 1 2 3

0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

| 0xBE | 0xDE | length |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

| ID | len | R |D| RR | [TCIN] |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

| BSSize | TTNB

+.+.+.+.+.+.+.+.+.+.+.+.+.+.+.+.+.+.+.+.+.+.+.+.+.+.+.+.+.+.+.+.+

|

+.+.+.+.+.+.+.+.+

#### 6.X.2.4 Two-byte RTP Header Extension Format

The two-byte RTP HE for the marking of PDU Sets and End of Bursts is defined as follows:

0 1 2 3

0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

| 0x100 |appbits| length |

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

| ID | len | R |**D**| RR | [TCIN]

+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+

| BSSize |

+-+-+-+-+-+-+-+-+.+.+.+.+.+.+.+.+.+.+.+.+.+.+.+.+.+.+.+.+.+.+.+.+

| TTNB |

+.+.+.+.+.+.+.+.+.+.+.+.+.+.+.+.+

#### 6.X.2.5 Semantics

The semantics of the fields of the RTP HE for PDU Set marking are defined as follows:

- **End of Data Burst [D] (1 bit):** This field is a flag that can be set to 1 for the last PDU of a Data Burst. It can be set to 0 for all other PDUs. A Data Burst may consist of one or more PDU Sets.

- **Reserved [R] 3 bits):** This field is reserved for future usage (e.g., dynamic burst indication). It can be set to 0 by the RTP sender and can be ignored by the RTP receiver.

- **Reserved [RR] 4 bits):** This field is reserved for future usage (e.g., dynamic burst indication). It can be set to 0 by the RTP sender and can be ignored by the RTP receiver.

- [**Traffic Characteristics Identifier Number [TCIN] (16 bits):** A pseudo random number or a monotonously increasing number to indicate the Traffic characteristics signalling, this enables the receiver to distinguish different traffic characteristics signalling and identify repeated dynamic traffic identification signalling (if present). The main goal of this identifier is to enable identification of different traffic characteristics signalings.

[NOTE: TCIN may be helpful to enable identification of packets belonging to a burst in case of out of order delivery on N6. Its utility and applicability are FFS.]

- **Burst Size [BSSize] (24 bits):** The Burst Size indicates the total size of the burst to be transmitted. The burst size corresponds to the size of the data burst corresponding to the [TCIN] If the burst size is not known it is set to 0.

NOTE: If a packager generates all packets of the burst at once, no additional delay is introduced when setting the burst size, as the packets can be marked with the complete burst size. If this is not the case a delay as large as the burst duration could be introduced by marking the entire burst. Therefore, this approach may not be suitable for all types of packagers/encoders, especially those that gradually produce packets additional latency may be introduced if the size is not known in advance.

- **Time To Next Burst [TTNB] (16 bits):** Indicates the approximate time (within a 1-5 millisecond range) to the next burst in milliseconds. If the time to next burst is not known it is set to 0. This time is relative to the time of the current burst that is the send time in milliseconds of the current burst, taking the packet in the middle of the burst as reference.

NOTE: Inaccuracy on the TTNB may occur due to different reasons such as re-ordering or unknown, this number is indicative and can be accurate within 1-5 ms range. An addition solution will be provided to show some typical XR traffic and related burst showing that for Real Time A/V traffic bursts of 1-2 milliseconds can be common.

NOTE: This solution has some overlap with the solution for Data burst marking in R18 and PDU Set marking, more discussion is needed on the benefits. As PDU Set marking requires marking each packet while traffic characteristics marking does not, this separate solution is proposed.

NOTE: The introduction of this header extension may need some alignement with other working groups such as SA2 and/or RAN2. Specifically, it should be checked with SA2 and RAN2 if the timing information should be in the first or last packet.

NOTE: The anchor time of the Time to Next burst is expected to be for further study in case the solution is adopted as a basis for normative work.

NOTE: additional optional fields of this Header Extension are for further study

NOTE: The layout of the dynamic traffic characteristics header extension mimics the RTP Header for PDU set marking enabling re-using of parsing mechanisms.

#### 6.X.2.6 SDP Signaling

An RTP sender capable of sending RTP HE for Dynamic Traffic Characteristics can use the SDP extmap attribute for RTP HE for RTP HE for Dynamic Traffic Characteristics in the media description of the RTP stream(s) carrying the RTP HE for RTP HE for Dynamic Traffic Characteristics. An RTP receiver that does not support RTP HE for Dynamic Traffic Characteristics can ignore that RTP HE when included. The signaling of the Dynamic Traffic Characteristics RTP HE can follow the SDP signaling design and the syntax and semantics of the "extmap" attribute as outlined in RFC8285.The URN for the PDU Set marking can be set to "**urn:3gpp:dynamic-traffic-characteristics:rel-19**".

The ABNF syntax for the extmap attribute for the signaling of RTP HE for PDU Set marking is defined as follows, extending the ABNF in RFC 8285:

*extensionname = "urn:3gpp:dynamic-traffic-characteristics:rel-19"*

*format = "short" / "long"*

The extension attributes have the following semantics:

- format: indicates if the RTP HE for Dynamic Traffic Characteristics uses the 1-byte (short) or the 2-byte (long) format. This extension attribute can not be included more than once.

NOTE: Regardless if this extension attribute is present or not, the use of long or short format is determined as described by section 4.1.2 of RFC 8285, i.e., based on what format other RTP HEs use in the same RTP session, unless both endpoints announced support for handling mixed format with "a=extmap-allow-mixed" as described by section 6 of RFC 8285[ZZ].

Below is an example:

a=extmap:7 dynamic-traffic-characteristics:rel-19 long

#### 6.X.2.7 Guidelines ForDynamic Traffic Characteristics Signaling

It is recommended that the first several RTP packets and the last packets contain the the dynamic traffic characteristics traffic signalling. In addition some additional RTP packets may contain the RTP Header Extension for dynamic traffic characteristics.

It is recommended that the application signals the presence of RTP HE for dynamic traffic characteristics out of band using SDP signalling as defined in 6.X.2.6.

In addition, dynamic traffic characteristics can only be used if the generated data can be marked for such characterstics, i.e. it contains burst and potentially some periodicity information or it knows the timing to a next data burst.

A sender, that is scheduling to send out a group of packets, may calculate the size of the group of the packets, and then add the overhead of adding the RTP Header and then update the packets to include the RTP Header Extension for dynamic traffic characteristics.

#### 6.X.2.8 Proposed Annex D.3

The desired extension naming URI:

urn:3gpp:dynamic-traffic-characteristics:rel-19

A formal reference to the publicly available specification:

[TS 26.522]

A short phrase describing the function of the extension:

Marking of dynamic traffic characteristics such as burst size and time to next burst

Contact information for the organization or person making the registration:

3GPP Specifications Manager

3gppContact@etsi.org

+33 (0)492944200

#### 6.X.2.9 Discussion of the solution

This solution presents a way forward to enable dynamic traffic characteristics signalling in release 19. The main advantages are that:

1. Backward compatibility is achieved by not changing the Release 18 HE for PDU Set marking. The default behaviour is to ignore unknown RTP headers. By not changing the release 18 RTP HE for PDU Set marking this can still be used the same way. In case efficient data burst marking is needed in the first packet as requested by RAN2 the current solution can be used.
2. Sparsity and reduced overhead is achieved as recommended in RFC 8285. Not every RTP packet has to carry the Header Extension for Dynamic Traffic Characteristics.
3. Can be implemented separately and independently from the PDU Set marking Header Extension, a sender or scheduler that sends out a group of packets in a burst such as multiple pdu sets, can apply marking for the traffic characterstics.
4. Well defined usage within the 5G System context is documented.

NOTE: How to combine bursts sent over different IP Tuples is for Further Study.
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