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1 Introduction
During the discussion in iRTCW, the potential problem was raised that RTP Header Extension for PDU Set Marking cannot be identified by the UPF when TURN server is involved, so that the accurate PDU Set Size (PSSize) cannot be acquired because of encapsulation in STUN or ChannelData messages. This problem and potential solution was addressed in S4-231782 [1] and agreed to put in iRTCW PD. But, iRTCW does not have further study nor discussion due to lack of time and scope change and this issue is now invited to Key Issue #1 (Inaccuracy of the PDU Set Size (PSSize) information). 
This input is carrying forward the context of S4-231782 to provide KI#1 description (raised from TURN server involvement) and the potential solutions, discussed before. 
2 TURN data delivery
WebRTC uses ICE (Interactive Connectivity Check) [x1] to establish connectivity between two endpoints. ICE also makes use of TURN (Traversal Using Relays around NAT) [x2] when a direct communication path between two endpoints cannot be found. TURN is an extension to the STUN (Session Traversal Utilities for NAT) [x3] which allows a host behind a NAT to request that another host act as a relay. There are two mechanism for the TURN client and its peer to exchange application data using the TURN server. The first mechanism uses the Send and Data methods, the second mechanism uses channels.
The Send and Data mechanism uses Data indications to send application data from the server to the client. In a Data indication, the value portion of the Data attribute contains the application data (e.g., a RTP packet sent from Peer A) as shown in the Figure 1.
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Figure 1. TURN data delivery using Send/Data indications
The second mechanism uses an alternate packet format known as the "ChannelData message". The ChannelData message does not use the STUN header used by other TURN messages, but instead has a 4-byte header that includes a number known as a "channel number". Each channel number in use is bound to a specific peer; thus, it serves as a shorthand for the peer's host transport address. If a TURN server receives a UDP datagram from a peer which has a channel number assigned to it, the server encapsulates the data (e.g., a RTP packet) into a ChannelData message and forward it to the client as shown in the Figure 2.
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Figure 2. TURN data delivery using ChanelData Messages
3 A typical deployment scenario
As discussed in the previous section, a TURN server encapsulate the RTP packet sent from a peer into a STUN message or a ChannelData message and then forward it to a TURN client. If the RTP packet contains an RTP HE for PDU Set Marking, UPF needs to identity the delivery mechanism used by a TURN server and extract the RTP packet from Data Indication or ChannelData message containing it. 
Figure 3 shows a deployment example. In this figure UE (TURN client) and TURN server is separated by a NAT. The UE sends TURN messages from its host transport address (198.51.100.2:49721) to the TURN server transport address (192.0.2.15:3478). The UE can learn the TURN server transport address from RTC AF though RTC-5 interface.
The UE uses TURN commends to create and manipulate an ALLOCATION on the server. An allocation is a data structure which consists of 
· the relayed transport address or addresses (for IPv4/IPv6 dual stack)
· the 5-tuple: (client’s IP address & port, server IP address & port, transport protocol)
· a list of permissions for each relayed transport address
· a list of channel-to-peer binding for each relayed transport address
· the authentication information and the time-to-expiry for each relayed transport address
The relayed transport address is the transport address allocated by the server for communicating with RTC AS, while the 5-tuple describes the communication path between the client and the server. On the client, the 5-tuple uses the client's host transport address; on the server, the 5-tuple uses the client's server-reflexive transport address. 
Each permission consists of an IP address and a lifetime. If the source IP address of the received UDP datagram matches a permission, the TURN server relays the application data to the client; otherwise, the TURN server discards the UDP datagram silently.
In the example in figure 3, a downlink traffic from the TURN server to the UE can be described by a 5-tuple ({scrIP, srcPort} = TURN server transport address, {dstIP, dstPort} = Host transport address, protocol = UDP). The relayed transport address can be used to uniquely identify the allocation, we can assume that there is a one-to-one correspondence between a DL service data flow and an allocation (i.e., relayed transport address).
On the other hands, the SDP for a WebRTC service describes the communication session between the TURN server and the RTC AS. Under the assumption that a single instance of RTC AS is involved in the WebRTC service, there is a single media transport between the TURN Server and the RTC AS. It means that there is also a one-to-one correspondence between a DL service data flow and a media transport. As the semantics of multiple "m=" lines using the same transport address are undefined, we can assume that the SDP for the WebRTC service contains a single media description or bundled media descriptions. In both cases, a single local ID value is used for identifying PDU Set Marking RTP HE in the media transport, then that local ID value can identify PDU Set Marking RTP HE in the DL service data flow. 
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Figure 3. A deployment example
4 Potential solutions
Note that potential solutions in this clause assume that a single instance of RTC AS is involved in the WebRTC service as discussed in the previous section, i.e., there is a single media transport associated to an allocation. 
4.1 PDU Set Marking signalling for Dynamic Policy API
The DynamicPolicy resource for RTC can contain PDUSetMarking object to describe PDU Set Marking applied to a specific service data flow. Compared to the case when the service data flow carries RTP stream(s) in UDP datagrams, the following properties can be added to the PDUSetMarking object to support PDU Set Marking when a TURN server is used: 
· identification of the application layer protocol: RTP or TURN/RTP
· format of the message sent from a TURN server: Data Indication or ChannelData message
4.2 Extension of STUN attributes for PDU Set Marking
A trusted TURN server can extract the PDU Marking RTP HE form the received UDP datagrams and add it to a Data indication as a dedicated STUN attribute. In order to support this scenario, we can consider the following extension to STUN attributes:
· 3GPP-PDU-SET-MARKING: It can be included in a Data indication to provide PDU Set Marking information. The value of this attributes is same as the value of PDU Set Marking HE in the DATA attribute of the Data indication.
· 3GPP-PDU-SET-INFO: It can be included in an allocation request to provide the local ID value of the PDU Set Marking RTP HE. 
5 Proposal
We propose to include the text as follows:
 - Clause 2 & 3 (Key Issue description)  clause 5.1.1 of TR 26.822
 - Clause 4 (Solution)  clause 6.x (new) of TR 26.822	
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