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=====  CHANGE =====
[bookmark: sec_references][bookmark: _Toc26283611][bookmark: _Toc161843929]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[bookmark: ref_gsm_rel][bookmark: ref_ts22233][1]	3GPP TS 22.233: "Transparent End-to-End Packet-switched Streaming Service; Stage 1".
[bookmark: ref_streaming_gen_desc][bookmark: ref_ts26233][2]	3GPP TS 26.233: "Transparent end-to-end Packet-switched Streaming service (PSS); General description".
[bookmark: ref_ts26234][3]	3GPP TS 26.234: "Transparent end-to-end packet switched streaming service (PSS); Protocols and codecs".
[bookmark: ref_ts26244][4]	3GPP TS 26.244: "Transparent end-to-end packet switched streaming service (PSS); 3GPP file format (3GP)".
[bookmark: ref_ts26245][5]	3GPP TS 26.245: "Transparent end-to-end packet switched streaming service (PSS); Timed text format".
[bookmark: ref_ts26246][6]	3GPP TS 26.246: "Transparent end-to-end packet switched streaming service (PSS); 3GPP SMIL Language Profile".
[bookmark: ref_tr21905][7]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[bookmark: ref_tcp][8]	IETF STD 0007: "Transmission Control Protocol", Postel J., September 1981.
[bookmark: ref_rfc2616][9]	IETF RFC 9112: "HTTP/1.1", June 2022.IETF RFC 2616: "Hypertext Transfer Protocol – HTTP/1.1", Fielding R. et al., June 1999.
[bookmark: ref_oma10_scp][10]	Open Mobile Alliance, Service and Content Protection for Mobile Broadcast Services, Approved Version 1.0, February 2009.
[bookmark: ref_iso_iec_14496_12][11]	ISO/IEC 14496-12:2012 | 15444-12:2012 "Information technology - Coding of audio-visual objects - Part 12: ISO base media file format" | "Information technology - JPEG 2000 image coding system - Part 12: ISO base media file format".
[bookmark: ref_rfc2818][12]	IETF RFC 2818: "HTTP Over TLS", E. Rescorla, May 2000. 
[bookmark: ref_rfc5646][13]	IETF RFC 5646: "Tags for Identifying Languages", A. Phillips, M. Davis, September 2009.
[14]	(void) 
[bookmark: ref_oma20_drm_cf][15]	Open Mobile Alliance: "DRM Content Format V 2.0".
[bookmark: ref_oma21_drm_cf][16]	Open Mobile Alliance: "DRM Content Format V 2.1".
[bookmark: ref_rfc3986][17]	IETF RFC 3986: "Uniform Resource Identifiers (URI): Generic Syntax", Berners-Lee T., Fielding R. and Masinter L., January 2005.
[bookmark: ref_rfc1952][18]	IETF RFC 1952: "GZIP file format specification" version 4.3, P. Deutsch, May 1996.
[bookmark: ref_rfc1738][19]	IETF RFC 1738: "Uniform Resource Locators (URL)", December 1994.
[bookmark: ref_w3c_xlink][20]	(void) 
[bookmark: ref_rfc3406][21]	(void)
[22]	OMA-ERELD-DM-V1_2-20070209-A: "Enabler Release Definition for OMA Device 
+Management, Approved Version 1.2"
[bookmark: ref_ts33310][23]	3GPP TS 33.310: "Network Domain Security (NDS); Authentication Framework (AF)".
[24]	IETF RFC 2045: "Multipurpose Internet Mail Extensions (MIME) Part One: Format of Internet Message Bodies".
[25]	IETF RFC 2231: "MIME Parameter Value and Encoded Word Extensions: Character Sets, Languages, and Continuations".
[26]	IETF RFC 6381: "The 'Codecs' and 'Profiles' Parameters for "Bucket" Media Types," August 2011.
[27]	Void.
[28]	IEEE 1003.1-2008, IEEE Standard for Information Technology - Portable Operating System Interface (POSIX), Base Specifications, Issue 7
[29]	IETF RFC 4337, "MIME Type Registration for MPEG-4," March 2006
[30]	IETF RFC 3023, "XML Media Types," January 2001.
[31]	3GPP TS 23.203: "Policy and charging control architecture".
[32]	3GPP TS 29.213: "Policy and Charging Control signalling flows and Quality of Service (QoS) parameter mapping".
[33]	3GPP TS 29.214: "Policy and Charging Control over Rx reference point".
[34]	void
[35]	ITU-T Recommendation H.264 (04/2013): "Advanced video coding for generic audiovisual services".
[36]	3GPP TR 26.946: "Multimedia Broadcast/Multicast Service (MBMS); User service guidelines".
[37]	IETF RFC 3629: "UTF-8, a transformation format of ISO 10646," November 2003.
[38]	IETF RFC 4288: "Media Type Specifications and Registration Procedures," December 2005.
[39]	IETF RFC 4648: "The Base16, Base32, and Base64 Data Encodings," October 2006.
[40]	IETF RFC 5234: "Augmented BNF for Syntax Specifications: ABNF", Crocker D. and Overell P., January 2008.
[41]	3GPP TR 26.905: "Mobile stereoscopic 3D video".
[42]	3GPP TS 26.346: " Multimedia Broadcast/Multicast Service (MBMS);Protocols and codecs"
[43]	ISO/IEC 23009-1:2020/Amd. 1" Information technology -- Dynamic adaptive streaming over HTTP (DASH) -- Part 1: Media presentation description and segment formats".
[44]	ISO/IEC 23009-3 "Information technology -- Dynamic adaptive streaming over HTTP (DASH) -- Part 3: Implementation and Deployment Guidelines".
[45]	ISO/IEC 23009-2 " Information technology -- Dynamic adaptive streaming over HTTP (DASH) -- Part 2: Conformance and Reference Software".
[46]	3GPP TR 26.938: "Packet-switched Streaming Service (PSS); Improved support for dynamic adaptive streaming over HTTP in 3GPP".
[47]	ISO/IEC 23001-7:2015: "Information technology -- MPEG systems technologies -- Part 7: Common encryption in ISO base media file format files".
[48]	IETF RFC 7164, "RTP and Leap Seconds", March 2014.
[49]	ITU-T P.1203 (11/2016), "Parametric bitstream-based quality assessment of progressive download and adaptive audiovisual streaming services over reliable transport".
[50]	ITU-T P.910 (04/2008), "Subjective video quality assessment methods for multimedia applications".
[51]	"Mobile Location Protocol (MLP) ", Open Mobile Alliance, OMA-LIF-MLP-V3_1, Approved Version 3.1 – 20 Sep 2011.
[52]	IEEE 1003.1-2008 "IEEE Standard for Information Technology - Portable Operating System Interface (POSIX(R))".
[53]	3GPP TS 25.331 "Radio Resource Control (RRC); Protocol specification".
[54]	ISO/IEC 23009-5:2017: "Information Technology — Dynamic adaptive streaming over HTTP (DASH) — Part 5: Server and network assisted DASH (SAND)".
[55]	3GPP TR 26.957: "Study on Server And Network-assisted DASH (SAND) for 3GPP Multimedia Services".
[56]	IETF RFC 6455: "The WebSocket Protocol".
[57]	3GPP TS 23.003: "Numbering, addressing and identification".
[58]	3GPP TS 26.116: "Television (TV) over 3GPP services; Video profiles".
[59]	3GPP TS 36.331: "Evolved Universal Terrestrial Radio Access (E-UTRA); Radio Resource Control (RRC); Protocol specification".
[60]	3GPP TS 26.347: " Multimedia Broadcast/Multicast Service (MBMS); Application Programming Interface and URL".
[61]	3GPP TS 27.007: " Technical Specification Group Core Network and Terminals; AT command set for User Equipment (UE)".
[62]	DASH Industry Forum: "DASH Player’s Application Events and Timed Metadata Processing Model and APIs", see under https://dashif.org/guidelines/.
[63]	3GPP TS 28.405; "Management of Quality of Experience (QoE) measurement collection; Control and configuration"
[64]	3GPP TS 26.501: "5G Media Streaming (5GMS); General description and architecture".
[65]	3GPP TS 26.511: "5G Media Streaming (5GMS); Profiles, codecs and formats".
[66]	3GPP TS 26.512: " 5G Media Streaming (5GMS); Protocols".
[67]	ISO/IEC 23000-19: "Information Technology Multimedia Application Format (MPEG-A) – Part 19: Common Media Application Format (CMAF) for segmented media".
[68]	DASH Industry Forum – Guidelines for Interoperability: "DASH Low Latency Modes", see https://dashif.org/guidelines/.
[69]	3GPP TS 24.526: " User Equipment (UE) policies for 5G System (5GS); Stage 3".
[bookmark: sec_definitions_and_abbreviations][bookmark: _Toc26283612][70]	3GPP TS 38.331: "NR; Radio Resource Control (RRC); Protocol specification".3	Definitions, abbreviations and conventions
=====  CHANGE =====
[bookmark: sec_system_description_overview][bookmark: _Toc26283618][bookmark: _Toc161843936]5.1	Overview
Progressive Download and Dynamic Adaptive Streaming over HTTP (3GP-DASH) enables to provide services to deliver continuous media content over Hypertext Transfer Protocol (HTTP) in a sense that all resources that compose the service are accessible through HTTP-URLs and the HTTP/1.1 protocol as specified in RFC 26169112 [9] may be used to deliver the metadata and media data composing the service. This enables that standard HTTP servers and standard HTTP caches can be used for hosting and distributing continuous media content. Figure 1 shows the architecture for services using progressive download and Figure 2 shows the architecture for services using 3GP-DASH. 
The present document deals with the specification of interfaces between the Client and the Server. Specifically, it defines the formats that may be delivered exclusively over the HTTP interface to enable progressive download and streaming services.
[image: A diagram of a computer

Description automatically generated]
[bookmark: fig_architecture_pd]Figure 1: Architecture for Progressive Download over HTTP
Services using the features described in this specification may be deployed within PSS as specified in TS 26.233 [2] and TS 26.234 [3]. In this case the Progressive Download/3GP-DASH Server may be a sub-function of the PSS server and the Progressive Download/3GP-DASH client may be a sub-function of the PSS client.
[image: A black arrow pointing to a white square with black text

Description automatically generated]
[bookmark: fig_architecture_dash]Figure 2: Architecture for 3GP-DASH
Services using the features defined in this specification may also be deployed independent of the PSS servers and 
clients. In this case the Progressive Download/3GP-DASH client shall support the formats and codecs according to this specification.
Access to services based on the features defined in the present document is introduced in clause 5.2.
The protocol support for services using the features defined in this specification is provided in clause 5.3.
Clients supporting progressive download-based services shall support the features and formats as specified in clause 6 of this specification.
Clients supporting 3GP-DASH shall support the features and formats as specified in clause 7 of this specification.
Clients supporting QoE Metrics and Reporting shall support the features as specified in clause 10 of this specification.
Clients supporting SAND functionality shall support the features as specified in clause 13 of this specification. Figure 2a shows the extended architecture for services for 3GP-DASH using SAND. The new interface between the DASH-Aware Network Element (DANE) and 3GP-DASH enables the SAND functionality.
[image: ]
Figure 2a: Extended architecture for 3GP-DASH using SAND functionality
=====  CHANGE =====
[bookmark: _Toc26283621][bookmark: _Toc161843939]5.3.1	General
Progressive Download and 3GP-DASH clients shall comply with a client as specified in RFC 26169112 [9]. The resource hosting the 3GP files and DASH Segments shall comply with a server as specified in RFC 26169112 [9].
Progressive Download and 3GP-DASH clients should use the HTTP GET method or the HTTP partial GET method, as specified in RFC 26169112 [9], clause 9.3, to access media offered at HTTP-URLs.
Figure 3 shows a protocol stack for services in the context of this specification. 3GP Files in progressive download as well as Segments based on the 3GPP File Format shall be accessible through HTTP. 
[image: A black background with a black square

Description automatically generated with medium confidence]
[bookmark: fig_protocol_stack]Figure 3: Overview of the protocols stack
Transport security in Progressive Download and Dynamic Adaptive Streaming over HTTP (3GP-DASH) is achieved using the HTTPS (Hypertext Transfer Protocol Secure) specified in RFC 2818 [12] and TLS as specified in TLS profile of Annex E in TS 33.310 [23]. In case secure delivery is desired, HTTPS should be used to authenticate the server and to ensure secure transport of the content from server to client.
NOTE 1:	The use of HTTPS for delivering Media Segments may inhibit caching at proxies and add overhead at the server and the client.
=====  CHANGE =====
[bookmark: _Toc26283628][bookmark: _Toc161843946]7.1	System Description
The 3GPP Dynamic Adaptive Streaming over HTTP (3GP-DASH) specified in this specification provides streaming services over HTTP. 3GP-DASH is a set of profiles of ISO/IEC 23009-1 [43], also known as MPEG-DASH, with some extensions. For this it specifies XML and binary formats that enable delivering content from standard HTTP servers to an HTTP-Streaming client and enables caching content by standard HTTP caches.
The specification for 3GP-DASH primarily defines two formats:
1) The Media Presentation Description (MPD) describes a Media Presentation, i.e. a bounded or unbounded presentation of media content. In particular, it defines formats to announce resource identifiers for Segments and to provide the context for these identified resources within a Media Presentation. For 3GP-DASH, the resource identifiers are exclusively HTTP-URLs possibly combined with a byte range.
2) The Segment formats specify the formats of the entity body of the HTTP response to an HTTP GET request or an HTTP partial GET request with the indicated byte range through HTTP/1.1 as defined in RFC 26169112 [9] to a resource identified in the MPD. Segments typically contain efficiently coded media data and metadata according to or aligned with common media formats.
The MPD provides sufficient information for a client to provide a streaming service to the user by accessing the Segments through the protocol specified in the scheme of the defined resources, in the context of this specification exclusively HTTP/1.1. Such a client is referred to as a 3GP-DASH client in the remainder of the present document. However, this specification does not provide a normative definition for such a client. An informative client model to illustrate the formats defined in this specification is provided in clause 7.2. An informative example client behaviour description is provided in Annex A of ISO/IEC 23009-1 [43].
Figure 7-1 shows an architecture in which the formats defined in this specification are typically used. Boxes with solid lines indicate devices that are mentioned in this specification as they host or process the formats defined in this specification whereas dashed boxes are conceptual or transparent. This specification deals with the definition of formats that are accessible on the interface to the 3GP-DASH client, indicated by the solid lines. Any other formats or interfaces are not in scope of this specification. In the considered deployment scenario, it is assumed that the 3GP-DASH client has access to an MPD. The MPD provides sufficient information for the 3GP-DASH client to provide a streaming service to the user by requesting Segments from an HTTP server and demultiplexing, decoding and rendering the included media streams. 
[image: A diagram of a computer hardware system

Description automatically generated with medium confidence]
Figure 7-1: System Architecture for 3GP-DASH
The normative aspects of 3GP-DASH formats are defined by
-	the profiles defined in clause 7.3.
-	the DASH Media Presentation as defined in clause 8.
-	the usage of the 3GPP file format for DASH as defined in clause 9.
The clauses mentioned above may refer to normative aspects in clause 10 on Quality-of-Experience, normative Annexes B and H as well as ISO/IEC 23009-1 [43].
=====  CHANGE =====
[bookmark: _Toc26283643][bookmark: _Toc161843962]8.1	Introduction
MPEG had initiated a standardization process to provide specifications to enable scalable and flexible video distribution that addresses fixed and mobile networks. The work had been in close coordination with a parallel effort in 3GPP such that the two standards are aligned for broad industry support across different access networks. 3GPP's Release-9 specification on Adaptive HTTP Streaming (AHS) [3], clause 12 completed in 2010 served as a baseline for MPEG's DASH [43] (MPEG-DASH) as well as for 3GP DASH specification in this document.
In addition to the format specification, MPEG provides additional supporting material as part of MPEG-DASH, namely:
-	ISO/IEC 23009-2: Conformance and Reference software [44]
-	ISO/IEC 23009-3: Implementation and Deployment Guidelines [45] 
Due to the close coordination in the development, 3GP-DASH can be viewed as a set of profiles of MPEG-DASH, MPEG DASH for the segment format uses the ISO base media file format [7]. In 3GPP, compatibility is achieved with the 3GP file format [5].Dynamic Adaptive Streaming over HTTP (DASH) [43] specifies XML and binary formats that enable delivery of media content from standard HTTP servers to HTTP clients and enable caching of content by standard HTTP caches. 
ISO/IEC 23009-1 [43] primarily defines two formats:
-	The Media Presentation Description (MPD) describes a Media Presentation, i.e. a bounded or unbounded presentation of media content. In particular, it defines formats to announce resource identifiers for Segments and to provide the context for these identified resources within a Media Presentation. These resource identifiers are HTTP-URLs possibly combined with a byte range.
-	The Segment formats specify the formats of the entity body of the HTTP response to an HTTP GET request or a partial HTTP GET with the indicated byte range using HTTP/1.1 as defined in RFC 26169112 to a resource identified in the MPD. Segments typically contain efficiently coded media data and metadata conforming to or at least closely aligned with common media formats.
For more details on DASH System description, please refer to ISO/IEC 23009-1 [43], clause 4.1.
For more details on DASH Client model, please refer to ISO/IEC 23009-1 [43], clause 4.2.
For more details on DASH Data model overview, please refer to ISO/IEC 23009-1 [43], clause 4.3.
For more details on DASH Media Stream and Representation properties, please refer to ISO/IEC 23009-1 [43], clause 4.5.
The format of the Media Presentation Description in 3GP-DASH is defined in clause 8.2.
The format of the Segments in 3GP-DASH is defined in clause 9.
Figure 8.1: Void
=====  CHANGE =====
[bookmark: _Toc26283715][bookmark: _Toc161844034]10.6.3	Reporting protocol
For configuration done via the QMC functionality (see annex L), the client shall also send QoE reports via the QMC functionality. For MPD or OMA-DM configuration, if a specific metrics server has been configured, the client shall send QoE reports using the HTTP (RFC 26169112) [9] POST request carrying XML-formatted metadata in its body.
An example QoE reporting based on HTTP POST request signalling is shown below:
Listing 10.6.3‑1: Example QoE reporting request
	POST http://www.exampleserver.com HTTP/1.1
Host: 192.68.1.1
User-Agent: Mozilla/4.0 (compatible; MSIE 8.0; Windows NT 6.1; Trident/4.0)
Content-Type: text/xml; charset=utf-8
Content-Length: 4408

	<?xml version="1.0"?>
<ReceptionReport contentURI="http://www.example.com/content/content.mpd" clientID="35848574673" xmlns="urn:3gpp:metadata:2011:HSD:receptionreport"	xsi:schemaLocation="urn:3gpp:metadata:2011:HSD:receptionreport DASH-QoE-Report.xsd" 
    xmlns:xsi="http://www.w3.org/2001/XMLSchema-instance">
    <QoeReport recordingSessionId="7a25" periodID="Period1" reportTime="2011-02-16T09:00:00" reportPeriod="500">
        <QoeMetric>
            <HttpList>
                <HttpListEntry type="MPD" url="http://www.example.com/content/content.mpd" trequest="2011-02-16T08:59:30" tresponse="2011-02-16T08:59:31" interval="50"> 
                   <Trace s="2011-02-16T08:59:30Z" d="171" b="2367 1990 2463 1254"/>
                </HttpListEntry> 
                <HttpListEntry type="InitializationSegment" url="http://www.example.com/content/initRep1.3gp" trequest="2011-02-16T08:59:40" tresponse="2011-02-16T08:59:41" interval="200"> 
                   <Trace s="2011-02-16T08:59:40.5Z" d="159" b="9345"/>
                </HttpListEntry> 
                <HttpListEntry type="InitializationSegment" url="http://www.example.com/content/initRep2.3gp" trequest="2011-02-16T08:59:41" tresponse="2011-02-16T08:59:42" interval="200">  
                   <Trace s="2011-02-16T08:59:41.5Z" d="123" b="6723"/>
                </HttpListEntry> 
                <HttpListEntry type="InitializationSegment" url="http://www.example.com/content/initRep3.3gp" trequest="2011-02-16T08:59:42" tresponse="2011-02-16T08:59:43" interval="200">  
                   <Trace s="2011-02-16T08:59:42.5Z" d="195" b="9786"/>
                </HttpListEntry> 
            </HttpList>
        </QoeMetric>
        <QoeMetric>
            <InitialPlayoutDelay>10000</InitialPlayoutDelay> 
        </QoeMetric>
    </QoeReport>
    <QoeReport periodID="Period1" reportTime="2011-02-16T09:08:20" reportPeriod="500">
        <QoeMetric>
            <BufferLevel>
                <BufferLevelEntry t="2011-02-16T09:08:19" level="84673"/>
                <BufferLevelEntry t="2011-02-16T09:08:20" level="93874"/>
            </BufferLevel> 
        </QoeMetric>
        <QoeMetric>
            <RepSwitchList>  
                <RepSwitchEvent to="Rep2"/> 
                <RepSwitchEvent to="Rep3"/> 
            </RepSwitchList>
        </QoeMetric>
    </QoeReport>
</ReceptionReport>

	[bookmark: MCCQCTEMPBM_00000559]



=====  CHANGE =====
[bookmark: _Toc26283755][bookmark: _Toc161844074]11.3.4	MPD-based Live Client Operation based on MPD
[bookmark: MCCQCTEMPBM_00000408]In an extension to the description in clause 11.2.4, the client now has access to an MPD and the MPD contains the MPD@minimumUpdatePeriod, for example following the parameters in Table 11-5. The start time of each Period is computed as period start time PSwc[i] and the MPD-URL does not include any fragment parameters.
[bookmark: MCCQCTEMPBM_00000409][bookmark: MCCQCTEMPBM_00000410][bookmark: MCCQCTEMPBM_00000411][bookmark: MCCQCTEMPBM_00000412]The client fetches an MPD with parameters in Table 11-5 at time FetchTime, at its initial location if no MPD.Location element is present, or at a location specified in any present MPD.Location element. FetchTime is defined as the time at which the server processes the request for the MPD from the client. The client typically should not use the time at which it actually successfully received the MPD, but is expected to take into account delay due to MPD delivery and processing. The fetch is considered successful either if the client obtains an updated MPD or the client verifies that the MPD has not been updated since the previous fetching.
If the client fetches the MPD using HTTP, the client is expected to use conditional GET methods as specified in RFC 26169112 [9] to reduce unnecessary network usage in the downlink.
In an extension of bullet 3 in clause 11.2.4.1
[bookmark: MCCQCTEMPBM_00000413]-	the client creates a list of accessible Segments at least for each selected Representation taking into account the information in the MPD as documented in Table 11-5 and the current time NOW by using the Period end time of the last Period as FetchTime +  MUP. 
In an extension of bullet 9 in clause 11.2.4.1,
[bookmark: MCCQCTEMPBM_00000414][bookmark: MCCQCTEMPBM_00000415][bookmark: MCCQCTEMPBM_00000416]-	the client consumes media in last announced Period. Once the client is consuming media contained in the Segments towards the end of the announced Period, i.e. requesting segments with segment availability start time close to the validity time of the MPD defined as FetchTime + MUP, them, then the DASH client needs to fetch an MPD at its initial location if no MPD.Location element is present, or at a location specified in any present MPD.Location element.
-	If the client fetches the updated MPD using HTTP, the client is expected to use conditional GET methods to reduce unnecessary network usage in the downlink.
[bookmark: MCCQCTEMPBM_00000417][bookmark: MCCQCTEMPBM_00000418]-	The client parses the MPD and generates a new segment list based on the new FetchTime and MUP of the updated MPD. The client searches for the currently consumed Adaptation Sets and Representations and continues the process of downloading segments based on the updated Segment List.

=====  CHANGE =====
[bookmark: _Toc26283844][bookmark: _Toc161844163]15	Service Interactivity Support via Event Signaling and DASH APIs
The notification of upcoming occurrences of events pertaining to service interactivity, in the context of a DASH streaming service, and regardless of whether that service is delivered via unicast or broadcast, is provided by the signaling of interactivity-specific event information. Such interactivity event signaling may be instantiated as a DASH Event Stream, in the form of MPD Events or inband event messages (i.e., "“emsg”) ") as defined in ISO/IEC 23009-1 [43], or as samples in an ISOBMFF timed metadata track as defined in ISO/IEC 14496-12 [11].
As described in clause 8.8, interactivity-related events are identified by the appropriate scheme identifier such that the DASH client can forward the event metadata to the subscribing interactivity application.
The 3GP-DASH client should support the event and timed metadata processing model and the WebIDL API as specified in [62]. If supported, then:
1.	The processing of interactivity event signaling, and subsequent delivery of event metadata to the interactivity application shall comply with the DASH-IF’s "“DASH Player’s Application Events and Timed Metadata Processing Model and APIs” " specification [62]. 
2.	The API between the 3GP-DASH client and consuming interactivity application, pertaining to the subscription and notification delivery of such interactivity event signaling information, shall comply with the WebIDL API as specified in [62]. 
The service interactivity application could be implemented as either a native application or a Web application.

=====  CHANGE =====
[bookmark: _Toc532320006][bookmark: _Toc75605871][bookmark: _Toc161844218]M.1	3GPP Registered URIs
The clause documents the registered URIs in this specification following the process in https://www.3gpp.org/3gpp-groups/core-network-terminals-ct/ct-wg1/uniform-resource-identifier-uri-list http://www.3gpp.org/specifications-groups/34-uniform-resource-name-urn-list
Table A-1 lists all registered URN values as well as 
-	a brief description of its functionality;
-	a reference to the specification or other publicly available document (if any) containing the definition;
-	the name and email address of the person making the application; and
-	any supplementary information considered necessary to support the application.
Table M-1: 3GPP Registered URNs
	URN
	Description
	Reference
	Contact
	Remarks

	[bookmark: MCCQCTEMPBM_00000558]urn:3GPP:ns:PSS:
AdaptiveHTTPStreamingMPD:2009
	DASH profile identifier for 3GPP Adaptive HTTP Streaming (Release-9 AHS)
clause 7.3.2
	TS 26.247
	Thomas Stockhammer
tsto@qti.qualcomm.com
	none

	urn:3GPP:PSS:profile:DASH10
	DASH profile identifier for 3GP-DASH Release-10 Profile
clause 7.3.3.1
	TS 26.247
	Thomas Stockhammer
tsto@qti.qualcomm.com
	none

	urn:3GPP:PSS:profile:DASH11:MS3D
	DASH profile identifier for 3GP-DASH Release 11 multiview stereoscopic 3D video profile
clause 7.3.4
	TS 26.247
	Thomas Stockhammer
tsto@qti.qualcomm.com
	none

	urn:3GPP:PSS:iop:DASH-enhanced
	DASH profile identifier for 3GP-DASH Enhanced Interoperability Point
clause 7.3.9
	TS 26.247
	Thomas Stockhammer
tsto@qti.qualcomm.com
	none

	urn:3GPP:5GMS:iop:DASH
	DASH profile identifier for 3GP-DASH Enhanced Interoperability Point
clause 7.3.11
	TS 26.247
	Thomas Stockhammer
tsto@qti.qualcomm.com
	none

	urn:3GPP:ns:DASH:MPD-ext:2011
	DASH profile identifier for 3GP-DASH Enhanced Interoperability Point
Clause 8.2.2
	TS 26.247
	Thomas Stockhammer
tsto@qti.qualcomm.com
	none

	urn:3GPP:ns:PSS:DASH:QM10
	quality reporting scheme identifier for 3GPP DASH
clause 10.5
	TS 26.247
	Thomas Stockhammer
tsto@qti.qualcomm.com
	none

	urn:3gpp:dash:sand:
messageset:pc:2016
	SAND mode identifier for ‘Proxy Caching’
Clause 13.4
	TS 26.247
	Thomas Stockhammer
tsto@qti.qualcomm.com
	none

	urn:3gpp:dash:sand:
messageset:na:2016
	SAND mode identifier for ‘Network Assistance’
Clause 13.4
	TS 26.247
	Thomas Stockhammer
tsto@qti.qualcomm.com
	none

	urn:3gpp:dash:sand:
messageset:qoe:2016
	SAND mode identifier for ‘Consistent QoE/QoS’
Clause 13.4
	TS 26.247
	Thomas Stockhammer
tsto@qti.qualcomm.com
	none

	urn:3gpp:dash:sand:
messageset:sand4m:2018
	SAND mode identifier for ‘SAND for Multi-Network Access’
Clause 13.4
	TS 26.247
	Thomas Stockhammer
tsto@qti.qualcomm.com
	none

	urn:3gpp:dash: schema:sandmessageextension:2017
	SAND mode identifier for ‘SAND Message Extensions’
Clause 13.6
	TS 26.247
	Thomas Stockhammer
tsto@qti.qualcomm.com
	none

	urn:3GPP:ns:PSS:DASH:IU15
	Interactivity Usage reporting scheme identifier for 3GPP DASH
clause 10.5
	TS 26.247
	Thomas Stockhammer
tsto@qti.qualcomm.com
	none

	urn:3GPP:dash:
3dVideoDisparityRange:2013
	3D Video Disparity Range Descriptor Scheme Identifier
Clause C.4
	TS 26.247
	Thomas Stockhammer
tsto@qti.qualcomm.com
	none

	urn:3GPP:dash:
3dVideoDisplayInformation:2013
	3D Video Disparity Range Descriptor Scheme Identifier
Clause C.5
	TS 26.247
	Thomas Stockhammer
tsto@qti.qualcomm.com
	none

	urn:3gpp:metadata:2011:
HSD:receptionreport
	Reception reporting scheme identifier for 3GPP DASH
clause J.1
	TS 26.247
	Thomas Stockhammer
tsto@qti.qualcomm.com
	none
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