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This paper proposes the architecture for collaboration scenario#4 of 5G Real-time Communication specified in 3GPP TS 26.506. In addition, the focused interfaces for FS_eiRTCW are clarified.
Collaboration scenario 4 and the related collaboration scenario 3 are specified in 3GPP TS 26.506 as follows.
-	Collaboration scenario 4:
Inter-operable WebRTC services: collaboration scenario 3 is extended with functions to support MNO to MNO inter-operability.
-	Collaboration scenario 3:
MNO-facilitated WebRTC services: the MNO may host and facilitate WebRTC sessions by providing a trusted WebRTC signalling server, which may also offer 5G network assistance.

2.	Proposed updates on the Permanent Document
[bookmark: references][bookmark: _Toc124216551]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[bookmark: _Hlk124173245][TR21.905]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[TS23.228]	3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2".
[TS23.501]	3GPP TS 23.501: "System architecture for the 5G System (5GS); Stage 2".
[bookmark: _Hlk133944398][TS26.506]	3GPP TS 26.506: "5G Real-time Media Communication Architecture (Stage 2)"
[TS33.501]	3GPP TS 33.501: "Security architecture and procedures for 5G system".
[TS24.371]	3GPP TS 24.371: "Web Real-Time Communications (WebRTC) access to the IP Multimedia (IM) Core Network (CN) subsystem (IMS); Stage 3; Protocol specification".
[W3C.WD-webrtc]	W3C Proposed Recommendation, "WebRTC 1.0: Real-time Communication Between Browsers", <https://www.w3.org/TR/webrtc/>.
[RFC791]	IETF RFC 791: "Internet Protocol".
[RFC793]	IETF RFC 793: "Transmission Control Protocol".
[RFC3261]	IETF RFC 3261: "SIP: Session Initiation Protocol".
[RFC3489]	IETF RFC 3489: "STUN – Simple Traversal of User Datagram Protocol (UDP) Through Network Address Translators (NATs)".
[RFC6120]	IETF RFC 6120: "Extensible Messaging and Presence Protocol (XMPP): Core".
[RFC6455]	IETF RFC 6455: "The WebSocket Protocol".
[RFC6598]	IETF RFC 6598: "IANA-Reserved IPv4 Prefix for Shared Address Space".
[RFC6749]	IETF RFC 6749: "The OAuth 2.0 Authorization Framework".
[RFC7230]	IETF RFC 7230: "Hypertext Transfer Protocol (HTTP/1.1): Message Syntax and Routing".
[RFC7231]	IETF RFC 7231: "Hypertext Transfer Protocol (HTTP/1.1): Semantics and Content"
[RFC7232]	IETF RFC 7232: "Hypertext Transfer Protocol (HTTP/1.1): Conditional Requests"
[RFC7233]	IETF RFC 7233: "Hypertext Transfer Protocol (HTTP/1.1): Range Requests"
[RFC7234]	IETF RFC 7234: "Hypertext Transfer Protocol (HTTP/1.1): Caching"
[RFC7235]	IETF RFC 7235: "Hypertext Transfer Protocol (HTTP/1.1): Authentication"
[RFC7362]	IETF RFC 7362: "Latching: Hosted NAT Traversal (HNT) for Media in Real-Time Communication"
[RFC7540]	IETF RFC 7540: "Hypertext Transfer Protocol Version 2 (HTTP/2)"
[RFC7635]	IETF RFC 7635: "Session Traversal Utilities for NAT (STUN) Extension for Third-Party Authorization"
[RFC8200]	IETF RFC 8200: "Internet Protocol, Version 6 (IPv6) Specification"
[RFC8259]	IETF RFC 8259: "The JavaScript Object Notation (JSON) Data Interchange Format"
[RFC8441]	IETF RFC 8441: "Bootstrapping WebSockets with HTTP/2"
[RFC8446]	IETF RFC 8446: "The Transport Layer Security (TLS) Protocol Version 1.3"
[RFC8825]	IETF RFC 8825: "Overview: Real-Time Protocols for Browser-Based Applications"
[RFC8829]	IETF RFC 8829: "JavaScript Session Establishment Protocol (JSEP)"
[RFC8445]	IETF RFC 8445: “Interactive Connectivity Establishment (ICE): A Protocol for Network Address Translator (NAT) Traversal”
[RFC8656]	IETF RFC 8656: "Traversal Using Relays around NAT (TURN): Relay Extensions to Session Traversal Utilities for NAT (STUN)"
[RFC9114]	IETF RFC 9114: "HTTP/3"
[RFC9220]	IETF RFC 9220: "Bootstrapping WebSockets with HTTP/3"
[OpenAPI]	OpenAPI Initiative "OpenAPI Specification v3.0.0" https://spec.openapis.org/oas/v3.0.0
[AsyncAPI]	AsyncAPI Initiative "AsyncAPI Specification v2.4.0" https://asyncapi.com/docs/specifications/v2/4/0
[bookmark: definitions]
[bookmark: _Toc101214392]6.2.x	Possible 5G Real-time Communication Architecture for collaboration scenario 4
This study identifies the possible architecture for collaboration scenario 4 of 5G Real-time Communication specified in 3GPP TS 26.506 [TS26.506]. Figure 6.2.x-1 shows the derivative 5G-RTC architecture for collaboration scenario 4.


Figure 6.2.x-1:	Possible derivative 5G-RTC architecture for collaboration scenario 4
NOTE 1:	Other Network includes Trusted 5G-RTC ASs in a different MNO, 5G-RTC ASs in a service provider and functions of an IMS network.
NOTE 2:	Trusted 5G-RTC AF and Trusted 5G-RTC AS are controlled by a single operator and located in the same operator network. Inter-working Function and Transport Gateway Function act as a border controller function at the boundary of the network.
The following interfaces is expected to be introduced for collaboration scenario 4.
-	RTC-9s: This interface is for C-Plane signalling between Inter-working Function and other network(s).
-	RTC-9m: This interface is for U-Plane media transport between Transport Gateway Function and other network(s).
-	RTC-2a: This interface exposes 5G-RTC AS functionalities to 5G RTC Application Provider. (e.g., subscription of media resource in 5G RTC Application Provider network to enable media session setup by WebRTC Signalling Function.)
The functions described in this study correspond to the functions in the architecture for collaboration scenario#4 of 5G Real-time Communication Architecture as follows.
-	WSF (WebRTC Signalling Function): WebRTC Signalling Function
-	WMCF (WebRTC Media Centre Function): Media Function
-	CSF (Conference Supporting Function): Application Supporting Web Function
-	WNSGF (WebRTC NNI Signalling Gateway Function): Inter-working Function
-	WNMGF (WebRTC NNI Media Gateway Function): Transport Gateway Function
NOTE 3:	As described in 3GPP TS 26.506 [TS26.506], the integration/collocation of 5G-RTC AF and WebRTC signalling server is possible. Co-located WebRTC signalling server is able to act as a 5G-RTC AF which is accessible to 5GC, and replace some of this 5G-RTC AF’s interfaces and APIs with WebRTC signalling. For example, interfaces and APIs between this 5G-RTC AF and UE will be replaced to avoid concurrent/redundant requests from UE.
The interfaces described in this study correspond to the interfaces in the architecture for collaboration scenario#4 of 5G Real-time Communication Architecture as follows.
-	Rs-u: RTC-4s
-	Rs-n: RTC-Xs
-	Rm-u: RTC-4u
-	Rm-n: RTC-Xm

For the study of C-Plane signalling aspects, this study focuses on RTC-4 based solutions as shown in Figure 6.2.x-2 to support the collaboration scenario 4 and the case for the application which is not able to use MSH (e.g., Web App).
-	Trusted 5G-RTC AF functionalities are integrated in WebRTC Signalling Function, since MSH is not used. Then, MSH related interfaces are omitted in Figure 6.2.x-2.
-	Functions of Trusted 5G-RTC AF are integrated within WebRTC Signalling Function, then RTC-3 is out of the scope.
-	The representation of RTC-4s and RTC-4m are simplified. Web App and Native WebRTC App are expected to use these interfaces as follows.
-	Web App utilizes the web browser’s JS API (including WebRTC API) to send/receive signalling message on RTC-4s and media on RTC-4m.
-	Native WebRTC App utilizes the SDK provided by the OS of the UE to send/receive signalling message on RTC-4s and media on RTC-4m.


Figure 6.2.x-2:	The focused interface of eiRTCW C-Plane signalling protocol
NOTE 4: RTC-4m is connected to ICE Function when TURN server needs to be used. Otherwise, RTC-4m is connected to Media Function.
NOTE 5: The interfaces and the functionalities related to MSH, NS-AF, Configuration Function and Provisioning Function are not in the focus.

3.	Proposal
The proposed description in clause 2 of this paper should be included into the Permanent Document of FS_eiRTCW.
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