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	First Change


[bookmark: _Toc133330184]6.2.4.4.1	Common message fields
[bookmark: _Toc133330185]6.2.4.4.1.1	Source (source)Id
Each message shall carry a unique source identifier that identifies the message source. The source identifier shall be a randomly generated string. The source identifier shall not be changed during the lifetime of a session. 
A SWAP server that detects a change in the source identifier from an endpoint over the same WebSocket connection shall ignore the corresponding message. The source identifier shall at least have 10 UTF-8 characters.
[bookmark: _Toc133330186]6.2.4.4.1.2	Message Identifier (message_id)
The message identifier shall be a sequence number for the message. The message identifier is scoped by the source identifier, i.e., it shall be uniquely assigned by the source of the message.
The message identifier shall be a positive monotonically increasing number. 
[bookmark: _Toc133330187]6.2.4.4.1.32	Message Type (message_type)
The message type identifies the type of the SWAP message. The supported message types in version 1 of the specification are:
· Register
· Response
· Connect
· Accept
· Reject
· Update
· Close
· Application.
The message type shall be considered as a case-insensitive string.

	Second Change




[bookmark: _Toc133330193]6.2.4.4.3.2 	Parameters
type: the type parameter may either be “ack” or “error”
sourcetarget: the source identifier of the target of this message, which originated the request message corresponding to this response source. 
rRequest: the message identifier of the request message that corresponds to this response.
description: in case of an error response, this field provides a description of the error message. In case of an acknowledgement, this description field is optional.

	Third Change



[bookmark: _Toc133330196]6.2.4.4.4.2 	Parameters
offer: a string that includes the SDP description for the offer.
matching_criteria: an array that contains the matching criteria for the target endpoint. Each object shall comply with the definition of a matching criteria as described in clause 6.2.4.4.2[as described in clause 5.4.2.4.2.1 of []].

	Fourth Change


[bookmark: _Toc133330197]6.2.4.4.5	Accept message
[bookmark: _Toc133330198]6.2.4.4.5.1		Description
If the connection request is accepted by the remote endpoint, it shall reply with an accept message. The accept message shall contain the answer SDP.
[bookmark: _Toc133330199]6.2.4.4.5.2 	Parameters
target: this parameter indicates the id of the target endpoint.
answer: This parameter shall contain the answer SDP.
[bookmark: _Toc133330200]6.2.4.4.6	Update message
[bookmark: _Toc133330201]6.2.4.4.6.1		Description
The update message may be sent by any of the endpoints of a WebRTC session. It contains the updated SDP, which may add, update, or remove one or more local media streams. If accepted, the remote endpoint shall reply with an accept message.
[bookmark: _Toc133330202]6.2.4.4.6.2 	Parameters
target: this parameter indicates the id of the target endpoint.

sdp: The updated local SDP that is transmitted to the remote endpoint.
[bookmark: _Toc133330203]6.2.4.4.7	Reject message
[bookmark: _Toc133330204]6.2.4.4.7.1		Description
In case the remote endpoint does not accept the offer or update message, it shall respond with the reject message. The message shall contain a reference to the corresponding offer or update message as well as a description of the reason why the message was rejected.
[bookmark: _Toc133330205]6.2.4.4.7.2	Parameters
source: the source identifier of the message source
target: this parameter indicates the id of the target endpoint.

request: the message identifier of the request
error_id: an identifier of the error message
description: a description of the error message.
[bookmark: _Toc133330206]6.2.4.4.8	Close message
[bookmark: _Toc133330207]6.2.4.4.8.1		Description
The close message may be triggered by any of the two endpoints of a WebRTC session. Upon reception, the endpoint shall respond with an accept message, after which the WebRTC session is torn down and the resources associated with the WebRTC session are released.
6.2.4.4.8.2 	Parameters
target: this parameter indicates the id of the target endpoint.

[bookmark: _Toc133330208]6.2.4.4.9	Application message
[bookmark: _Toc133330209]6.2.4.4.9.1		Description
Application-specific message may be defined by the application and exchanged between the endpoints of a WebRTC session. The message shall contain a type that uniquely identifies the type of the application message. If an application message type is not supported, it shall be rejected by the remote endpoint.
[bookmark: _Toc133330210]6.2.4.4.9.2 	Parameters
6.2.4.4.6.2 	Parameters
target: this parameter indicates the id of the target endpoint.
type: the type of the application message shall be a URN that uniquely identifies the application message type. 
value: an object that contains the application message content.

6.2.4.7	Protocol Operation
SWAP is an acknowledged signaling protocol for WebRTC. Each message that the WebRTC signaling server receives shall be acknowledged after proper processing. This is valid for the case where one of the endpoints acts as the signaling server. The Response message may also indicate an error, in case the received message can not be processed and forwarded properly. 
The error messages shall be formatted according to the Problem Details specification in RFC7807. The following error message types are defined in this specification:
	Error message type
	Error message title

	http://forge.3gpp.org/sa4/swap/message_unknown.html
	Message type unknown

	http://forge.3gpp.org/sa4/swap/message_malformatted.html
	Message malformatted

	http://forge.3gpp.org/sa4/swap/target_unknown.html
	Target cannot be located

	http://forge.3gpp.org/sa4/swap/unauthorized.html
	Unauthorized



The WebRTC Signaling Function uses the (source, target) identifier pairs of the communicating endpoints to identify the session and properly route the messages. Note that in the first connect message, the target identifier might not be known; in which case, the routing is done based on the matching criteria.
The source identifier shall be a string that uniquely identifies the source. An example of such identifier may be a randomly generated UUID.
Every message shall contain the common message fields: source, message_id, and message_type. The source field shall always indicate the originator of the current message. A WebRTC signaling server shall also generate and use a unique identifier.

