

	
[bookmark: OLE_LINK2]3GPP SA4 #123-e	S4-230458
17-21 April 2023	
	CR-Form-v12.0

	PSEUDO CHANGE REQUEST

	

	
	26.806
	CR
	pseudo
	rev
	-
	Current version:
	1.1.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	



	

	Title:	
	[FS_SmarTAR] RTP header extension for in-band delay measurement

	
	

	Source to WG:
	Qualcomm Incorporated

	Source to TSG:
	

	
	

	Work item code:
	FS_SmarTAR
	
	Date:
	17/04/2023

	
	
	
	
	

	Category:
	B
	
	Release:
	Rel-18 

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	[bookmark: OLE_LINK1]Use one of the following releases:
Rel-10	(Release 10)
Rel-11	(Release 11)
Rel-12	(Release 12)
Rel-13	(Release 13)
Rel-14	(Release 14)
Rel-15	(Release 15)
Rel-16	(Release 16)
     Rel-17	(Release 17)
     Rel-18	(Release 18)

	
	

	Reason for change:
	RTP header extension for supporting in-band delay measurement, as proposed in S4aI230087, was agreed at the post SA4 122 meeting MBS Telco on March 30th, 2023, but the proposal lacks important details.

	
	

	Summary of change:
	Addition of details on how to use RTP header extension to do in-band delay measurement.

	
	

	Consequences if not approved:
	

	
	

	Clauses affected:
	

	
	

	
	Y
	N
	
	

	Other specs
	
	
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	


Page 1


Add the following references to clause 2:
===== CHANGE #1  =====
[14] D. Singer, H. Desineni and R. Even, "RFC 8285: A General Mechanism for RTP Header Extensions", 2017.
[15] D. Mills, et al, “RFC5905: Network Time Protocol Version 4: Protocol and Algorithms Specification”, 2010.
===== END of CHANGE #1  =====

At the end of clause 6.2.3, add the following:
===== CHANGE #2  =====
RTP header extensions defined in RFC8285 [14] can be used to do timestamp piggybacking. There are two formats of RTP header extension, namely the one-byte and the two-byte formats [14].
Figure 6.2.3-3 shows the timestamp piggybacking in the RTP packet payload that allows for measuring the one-way delays in both directions as well as the round-trip time. 
[image: ]
Fig. 6.2.3-3 In-band end-to-end delay measurement by piggybacking timestamps to an RTP packet.

The one-byte RTP header extension for piggypacking timestamps is shown in Figure 6.2.3-4. The header extension consists of a single RTP header extension element, the ID of which is set to 1, and the length L field of which is set to 2 (which indicates 3 bytes rather than 2 bytes in the one-byte format according to RFC8285 [14]), and the data of which is labeld “#timestamps, start, size” occupying 24 bits. Specifically,
· The “#timestamps” field specifies the number of timestamps. In the case of piggybacking the originate timestamp (T1), this field is set to 1; in the case of piggybacking the originate timestamp (T1), the receive timestamp (T2) and the transmit timestamp (T3), this field is set to 3.
· The “start” field specifies whether the timestamps are at the beginning of the RTP payload or at the end of the RTP payload. 
· The “size” field specifies the size of the timestamps. The size depends on the timestamp formats. Considering the granularity and overhead, the 32-bit short NTP timestamp format [15] or a truncated version of it seems a good choice.
              0                   1                   2                   3
       0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1
      +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
      |       0xBE    |    0xDE       |           length=1            |
      +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
      |  ID=1 | L=2   |     #timestamps, start, size                  |
      +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
Fig. 6.2.3-4 The one-byte RTP header extension for piggybacking timestamps.
The two-byte RTP header extension for piggypacking timestamps is shown in Figure 6.2.3-5. The difference is that the ID and the L fields together occupy 2 bytes rather than 1 byte as in the one-byte format. Note that the value in the L field indicates the size of the data of the RTP header extension element literally, i.e., L=2 means 2 bytes.
              0                   1                   2                   3
       0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1 2 3 4 5 6 7 8 9 0 1
      +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
      |       0xBE    |    0xDE       |           length=1            |
      +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
      |  ID=1         |         L=2   | #timestamps, start, size      |
      +-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+-+
Fig. 6.2.3-5 The two-byte RTP header extension for piggybacking timestamps.
For both the one-byte format and the two-byte format, the timestamp(s) are put in the RTP payload according to the respective “#timestamps, start, size” fields. 
===== END OF CHANGE #2  =====
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