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## 5.1 General

The RTC procedures that are defined in this clause are classified based on the collaboration scenarios that are described in Annex A. Depending on the scenario, only a subset of the functions that are defined in 4.2 may be be involved.

In general, the 5G-RTC call flow may consist of the following procedures. Details per each collaboration scenario is specified in Annex B;

- Provisioning

- Configuration

- ICE candidates discovery

- Session establishment

- QoS request (either client-driven or WebRTC signalling function/server-driven)

- WebRTC traffic delivery

- QoS updates

- Session termination

## 5.2 Provisioning Procedure

An application provider may use the RTC-1 interface to provision network assistance and other resources for its RTC sessions.

This procedure is common to the different collaboration scenarios.

The following call flow describes the provisioning procedure:
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## 5.3 Configuration procedure

Editor’s Note: This sub-clause may not be required depending on whether we identify the common procedure or not…

## 5.4 XXX procedure….

|  |
| --- |
| 2nd Change |

Annex B (normative|informative):
Call flows for collaboration scenarios

## B.1 Call flow for Over-the-top (OTT) RTC sessions (CS#1)

The RTC session is established between two endpoints using external signaling mechanisms. Each endpoint of the connection that is using the 5G system may benefit from 5G network support for the network path within that 5G network.

The following call flow applies.
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The working assumptions are:

* The application on UE1 and the remote endpoint use an external WebRTC signaling server to establish the WebRTC session.
* Step 0: A provisioning session may have been created by the AP with the MNO.

Network assistance for the RTC session is achieved through the following steps:

1. The application on UE1 uses application-specific signaling functions to establish a WebRTC session with the remote endpoint.
2. The application informs the MSH about the new RTC session and shares information about the media streams and their associated 5-Tuples.
3. The MSH requests network assistance for the RTC session and provides the transport and bandwidth information to the Network Support AF.
4. The Network Support AF uses the N5 or N33 interface to request QoS allocation. It may request differential charging based on pre-existing provisioning for these sessions. The Network Support AF will also subscribe to events related to the QoS flows of the RTC session with the PCF and SMF.
5. The Network Support AF receives notifications about any changes to the QoS flows of the RTC session from the PCF or the SMF.
6. The Network Support AF sends notifications to the MSH about changes to the session. This information may for example be bitrate recommendations.
7. The MSH forwards the bitrate recommendation to the RTC application.
8. The application may act on the bitrate recommendation, e.g. by reducing the uplink media bitrate.
9. The application may request the remote endpoint to adjust the bitrate of the downlink media.

## B.2 Call flow for Network-supported RTC sessions (CS#2)

The MNO offers access to trusted ICE functionality to UEs that wish to participate in RTC sessions. The session establishment takes into account the configured trusted ICE functions.

The call flow is as follows.



The working assumptions are:

* The application on UE1 and the remote endpoint use an external WebRTC signaling server to establish the WebRTC session.
* Step 0: A provisioning session may have been created by the AP with the MNO.
1. The AF uses the RTC-5 interface to provide the MSH with a list of trusted STUN/TURN servers that the UE may use for establishing RTC sessions.
2. The application queries the MSH for the list of trusted ICE servers.
3. The UE discovers and tests the ICE candidates to validate that they are suitable for the connection.
4. The application on UE1 and the remote UE2 use an external RTC signaling server to exchange information about ICE candidates and to exchange the SDP offer/answer.
5. The WebRTC session is then established using the most suitable ICE candidate.
6. The STUN or TURN server in ICE function, upon reception of the allocation request by the application (or WebRTC framework) may extract the 5-Tuple information for each of the media sessions and convey the information to the Network Support AF in 5G-RTC AF.
7. The Network Support AF uses the N5 interface to request QoS allocation. It may request differential charging based on pre-existing provisioning for these sessions. The Network Support AF will also subscribe to events related to the QoS flows of the WebRTC session with the PCF and SMF.
8. The Network Support AF receives notifications about any changes to the QoS flows of the WebRTC session from the PCF or the SMF.
9. The Network Support AF sends notifications to the ICE function (STUN/TURN server).
10. The STUN/TURN server may forward the bitrate recommendation to the application, if the allocation session is still active.
11. The application may act on the bitrate recommendation, e.g. by reducing the uplink media bitrate.
12. Media traffic is delivered to the remote endpoint. If TURN server is present in the configuration, RTC-4m interface is involved.
13. The application may request the remote endpoint to adjust the bitrate of the downlink media.

## B.3 Call flow for MNO-Facilitated RTC sessions (CS#3)

In the collaboration scenario 3, the session is established through a trusted WebRTC signalling function. The MNO also provides trusted ICE functionality to assist the session. The call flow is as follows.



|  |
| --- |
| Second Change |

A.2 Collaboration scenario 1:

Editor’s NOTE: Detailed text to be added



Figure A.2-1: Derivative 5G-RTC architecture for collaboration scenario 1

Call flow for collaboration scenario 1 is as follows. Session setup part and QoS request part are separately performed.



Figure A.2-2: Session setup flow in Collaboration Scenario #1



Figure A.2-3: QoS request flow in Collaboration Scenario #1

Requests and responses in the sequence are as follows:

* 1 and 2. The session information is exchanged between the client application and WebRTC signalling server. It can be proprietary when the interoperability between operators is not necessary.
* 3 and 10. The application requests MSH the network assistance with iRTC session information. The response includes the result of the request and may include the bitrate recommendation.
* 4 and 5. MSH requests Network Support AF the service access information for following procedures. The response is the result of the request and may include the service access information.
* 6 and 9. MSH requests Network Support AF the network assistance. The response may include the bitrate recommendation.
* 7 and 8 Network Support AF requests PCF the QoS control through N5. The response is the result of the request success or failure. The QoS flow event subscription may be conducted.

##