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1. [bookmark: _Toc504713888]Introduction
As part of their FS_XRM study, SA2 has exchanged several LSs with SA4 on the support for PDU sets of XR traffic. Their intention is to provide the necessary support and network optimizations for the XR traffic. In TR 23.700-60, SA2 lists their potential architectural optimization areas as key issues, for which they are studying solutions. The questions that were sent to SA4 ponder the different realizations and their feasibility. A selected set of these topics that are of relevance to SA4 are:
· KI#4 and KI#5 on (differentiated) PDU Set integrated packet handling: this key issue studies the handling by the 5GS and RAN of packets that belong to the same PDU Set. In particular, it relies on the application to provide the necessary information to identify PDU Sets. That information is required to be accessible to the UPF for integrated packet handling. 
In this contribution, we discuss the aspects related to the PDU Set identification and the exposure by the application of relevant information to the UPF and RAN.
1. RTP Header Extensions
We argue that the most appropriate transport option for information related to PDU Sets are the RTP header extensions. These are fields that are selectively sent in the clear (RFC6904); thus, may be accessed by the UPF. A fixed location for these headers with a fixed size may facilitate the access to the information contained in them. 
WebRTC is the delivery mechanism of choice for XR traffic and we expect that it will be the only option specified for Rel-18 for non-IMS services. WebRTC uses DTLS-SRTP, where the encryption keys for the SRTP session are exchanged over DTLS. SRTP protects the confidentiality of the payload but leaves the RTP header in the clear. Header extensions are optionally encrypted by the endpoints but are by default not encrypted.
Header extensions are declared in the SDP using the “a=extmap” attribute as defined in RFC8285. The header extension is identified through an association between the URI of the header extension and an ID value that is contained as part of the extension. We suggest the usage of the one-byte header format of the header extension, in order to reduce the resulting overhead and penalty of not being able to compress the header extensions. As mentioned earlier, we suggest that the header extension for signaling the PDU Sets is of a fixed size. The one byte header allows for an extension header of up to 16 bytes. 
An alternative to defining our own RTP header extension would be to use an existing header extension that fulfills the purpose. The frame marking RTP header extension comes close but may lack some of the required functionality, such as signaling count of PDUs in a PDU Set or the FEC code rate. 
WebRTC endpoints may be native or web-based. For we-based endpoints, the W3C has defined an extension to the WebRTC APIs to allow for reading and writing RTP header extensions. The following WebRTC API method allows the applications on both endpoints to negotiate the header extensions:
	partial dictionary RTCRtpHeaderExtensionCapability {
  RTCRtpTransceiverDirection direction = "sendrecv";
};

partial interface RTCRtpTransceiver {
  undefined setOfferedRtpHeaderExtensions(
sequence<RTCRtpHeaderExtensionCapability> headerExtensionsToOffer);
  readonly attribute FrozenArray<RTCRtpHeaderExtensionCapability> headerExtensionsToOffer;
  readonly attribute FrozenArray<RTCRtpHeaderExtensionCapability> headerExtensionsNegotiated;
};



The actual generation and insertion of the RTP header extensions by the browser will then be done automatically if the header extension is supported. 
Native application using WebRTC can easily add support for the header extension and would not be constrained by what a third party browser developer provides. 
The same RTP header extension can then be used also for IMS-based AR services. 
The RTP header extension needs to provide at least the following information:
· PDU Set identifier
· Number of PDUs in PDU set
· Boundaries of the PDU set (i.e., End of PDU Set marking or PDU Set size in number of PDUs)
· If FEC is used, the FEC code rate for the FEC block that carries that PDU Set
· Error resilience information of the PDU Set
1. Proposal
We propose to work on defining RTP header extension to address the SA2 assumptions and requirements on PDU Sets. The RTP header extension must then be registered with IANA to expose it to browser vendors for a higher change of support by their WebRTC frameworks.
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