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1. Introduction
[bookmark: _Toc504713888]This contribution discusses how to respond to SA2’s LS on N6 PDU Set identification (S4-221244 / S2-2209905) and proposes actions that may be taken by SA4.
2. Discussion
SA2 is studying PDU Set integrated packet handling (Key Issue #4) and Differentiated PDU Set Handling (Key Issue #5) in their FS_XRM Study.

SA2’s conclusion on “User plane enhancements for supporting PDU Set in downlink” from TR 23.700-60 are relevant to this incoming LS and are shown in the text box below.

In their LS to SA4, SA2 described an option for identifying PDU Sets at the UPF by defining “new protocol (e.g., RTP/SRTP) header extensions by taking into account Network Abstraction Layer (NAL) units, RTP Payload type (e.g., H.264/5/6 and VP9/AV1), etc., to identify PDU Sets in DL, including, e.g., PDU set sequence number, PDU Set size in bits, PDU Set length in number of PDUs, PDU sequence number within the PDU set.”

In the same LS, SA2 further pointed out that the purpose of defining new protocol header extensions is to “simplify the extraction of PDU Set related information” and they pointed out that this falls under SA4’s responsibility. 

Observation #1: SA2 has already recognized that defining new protocol header extensions will simplify the extraction of PDU Set information in the UPF.

Proposal #1: Since SA2 is standardizing the PDU Set feature in Rel-18 and has indicated that new protocol header extensions will simplify the feature, it is proposed that SA4 respond with an indication that SA4 will work on standardizing new protocol header extensions to support the PDU Set feature in Rel-18 (i.e., will work on this in Q1/Q2 of 2023).

Observation #2a: In their LS, SA2 included PDU set sequence number, PDU Set size in bits, PDU Set length in number of PDUs, and PDU sequence number within the PDU set as examples of information that may be needed in a header.

Observation #2b: In their latest Key Issue #4 / Key Issue #5 conclusion, SA2 additionally lists PDU Set Identifier, Start and End PDU of the PDU Set, and PDU Set Importance as information that may be needed in a header.

Proposal #2: The information that is included in the new protocol header extensions should be based on the fields that SA2 indicates will be useful. Thus, the information that SA4 includes in any new header extensions should be based on what SA2 ultimately concludes will be useful (i.e., what is listed in section 8.4.2.1 of TR 23.700-60 when the study concludes). SA2 is expected to conclude FS_XRM this quarter (i.e., Q4 2022)

[bookmark: _Toc117496841]8.4.2	User plane enhancements for supporting PDU Set in downlink
[bookmark: _Toc117496842]8.4.2.1	PDU Set Information
The following PDU Set related information may be identified by UPF to support PDU Set based handling:
-	PDU Set Identifier.
NOTE 1:	Neighbor PDU Sets in sequence will use different PDU Set identifiers.
-	Optional, Start PDU and End PDU of the PDU Set.
-	PDU SN within a PDU Set.
-	Optional, PDU Set Size.
NOTE 2:	Either PDU Set Size expressed in bytes or PDU Set Size expressed as number of PDUs, needs further determined.
NOTE 3:	Either one among Start/End PDU of the PDU Set and Number of PDUs within a PDU Set needs to be supported.
-	PDU Set Importance.
Editor's note:	Which above PDU Set information parameters is optional is FFS.
[bookmark: _Toc117496843]8.4.2.2	PDU Set Information identification on UPF and supported N6 protocols
The detection and marking of the DL PDU Sets sent to the NG-RAN shall be done by the PSA UPF.
PSA UPF may identify the PDU Set based on instruction from SMF and packet header of N6 protocols:
-	by matching RTP/SRTP header and payload (RFC 3550/3711/6184/7798/draft-ietf-avtcore-rtp-vvc/draft-ietf-avtext-framemarking are supported).
Editor's note:	Whether support PDU Set identification information in new RTP is pending to SA WG4 5G_RTP WI.
NOTE:	In above cases, it is assumed that the RTP/SRTP header and/or payload necessary for the identification of PDU Set Information is not encrypted.
-	by UPF implementation, e.g. PDU Set detection based on traffic characteristics. IP header parameters DSCP/TOS, IP port, IPv6 flow label may be used to detect PDU set, however detailed mechanisms in UPF for PDU Set information identification will not be standardized.
Editor's note:	Other N6 protocols, i.e. HTTP/MASQUE, GTP-U, IP/TCP/UDP/QUIC options, carrying PDU Set information are FFS. (Potential SoH).
[bookmark: _Toc117496844]8.4.2.3	Delivering PDU Set Information to RAN
PDU Set Information (listed in clause 8.4.2.1) are informed by UPF to RAN via GTP-U header of user plane packet.
Editor's note:	Whether PDU Set importance is used for mapping different QoS Flows, sub-QoS Flows, or included in GTP-U header is FFS. (Potential SoH).



Observation #3: SA2 lists RTP/SRTP as an example of a protocol that might benefit from header extensions. However, which protocol headers should be extended is ultimately an SA4 decision.

Proposal #3a: Since RTP/SRTP has already been identified as a protocol that would be useful to extend, it is proposed that SA4 indicate that SA4 will work on new header extensions for RTP/SRTP to support the PDU Set feature in the Rel-18 timeframe (i.e., in Q1/Q2 2023).

Proposal #3b: Beyond the Rel-18 timeframe, it can be expected that other protocols will become popular for the exchange of media (e.g., MoQ). Therefore, it is proposed that SA4 also indicate that, beyond Rel-18, SA4 may work on new header extensions for other protocols (e.g., MoQ).

Observation #4: When an Application Server sends downlink data to a device (i.e., a UE), it cannot be assumed that the device is always communicating via a 3GPP network that supports the PDU Set feature, thus any protocol header extensions should be specified such that application layer connectivity works even if the new headers are ignored by the network and device.

Proposal #4: It is proposed that SA4 agree that the any protocol header extensions should be specified such that application layer connectivity works even if the new headers are ignored by the network and device.
 
3	Summary
It is proposed that SA4 agree to the proposals above and respond to SA2’s LS accordingly. A draft reply LS is proposed in S4-221432.
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