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# 2 References
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[8] IETF RFC 3500: "RTP: A Transport Protocol for Real-Time Applications".

[9] IETF RFC 2250: "RTP Payload Format for MPEG1/MPEG2 Video".
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# 3 Definitions of terms, symbols and abbreviations

## 3.1 Terms

**MBS Application Service**: An end-user service for which parts or all of the data are accessible by activating the reception of an MBS User Service.

**MBS User Service:** An abstract transport-level service configured by the MBSF and using one or more MBS Distribution Sessions, possibly in combination with unicast, for the purpose of supporting an MBS-Aware Application via a set of APIs that allows the MBS Client to activate and deactivate reception of the MBS Session.

**MBS User Data Ingest Session:** time, protocols and protocol state (i.e. parameters) provided by an MBS Application Provider for distribution over an MBS User Service, and provided to the MBS-Aware Application as an MBS Application Data Session.

**MBS Application Data Session:** time, protocols and protocol state (i.e. parameters) provided by the MBSTF Client to the MBS-Aware Application.

NEXT CHANGE

## 4.2 System description

Editor’s Note: Explanation of fundamental concepts in the MBS User Services architecture.

### 4.2.1 Network architecture

Figure 4.2.1-1 depicts the MBS network architecture defined in clause 5.1 of TS 23.247 [5] using the reference point representation.



Figure 4.2.1-1: Network Architecture for MBS User Service delivery and control

The functions and reference points involved in providing MBS User Services within the MBS System are highlighted in green, in particular:

- Reference point Nmb10, used by the AF/AS to provision MBS User Services in the MBSF by invoking the Nmbsf service.

- Reference point Nmb2, used by the MBSF to configurre and control MBS Distribution Methods in the MBSTF by invoking the Nmbstf service.

- Reference point Nmb8, used by the MBSTF to ingest content from the AF/AS.

### 4.2.2 User Service network architecture

MBS User Services enable high-level applications to make use of the low-level features of the MBS System. The MBS User Service is provided by the MBSF and MBSTF working in combination to support Configuration 2 and Configuration 3 defined in annex A of TS 23.247 [5]. It presents a complete service offering to an end-user, via a set of APIs that allows the MBS Client to activate or deactivate reception of the service.

The MBS User Service architecture depicted in Figure 4.2.2-1 shows the MBS-related entities involved in providing MBS User Service delivery and control. These are described in the following clauses. The MBS Application Provider plays the role of the AF/AS.

 

Figure 4.2.2-1: MBS User Service network architecture

### 4.2.3 MBS Distribution Methods

Editor’s Note: Explanation of what a distribution method is and what distribution methods are for.

Editor’s Note: Decide whether to refer at all to associated delivery procedures.

The MBS Distribution Methods defined in clause 6 of the present document make use of MBS Sessions (see clause 4.1 of TS 23.247 [5]) to deliver data to the MBS Client. A set of MBS Distribution Methods is provided by the MBSTF. These provide functionality such as security and key distribution, reliability control (by means of FEC techniques) and associated delivery procedures.

**- Object Distribution Method:** Delivers discrete binary objects over an MBS Session. This may be used to support real-time distribution of media segments (as special objects) including Low-Latency CMAF segments.

The use of MBS Sessions by the Object distribution method is specified in clause 6.1.

**- [Packet|PDU] Distribution Method:** Supports IP streaming use cases for which UDP payloads (also referred to as Service Data Unit) are distributed as part of UDP or IP flows carried to the UE over an MBS session. Examples of higher layer protocols are RTP [8] and packetized MPEG-2 Transport Stream [9].

The use of MBS Sessions by the [Packet|PDU] distribution method is specified in clause 6.2.

Editor’s Note: The name of this distribution method is pending further discussion. For example, transparent mode was suggested. The discussion was around whether to describe the MBS distribution function or the service that is supported to the outside by the distribution.

The above Distribution Methods may use either a multicast MBS Session or a broadcast MBS Session to distribute content to a MBS Client, and may also make use of a set of MBS associated delivery procedures.

NEXT CHANGE

## 4.3 Functional entities

Editor’s Note: Reference architecture for MBS User Services, including client functions.

Figure 4.3-1 shows the complete set of functional entities involved in supporting MBS User Services when the MBS Application Provider is deployed in the Trusted DN, including client functions in the UE.



NOTE: When the MBS Application Provider is deployed outside the Trusted DN, it interacts with the MBSF via the NEF at reference point N33, as descried in clause 4.2.2.1, instead of via Nmb10.

Figure 4.3-1 MBS User Service reference architecture

In the architecture above, MBS-specific functions such as the MBS AS and MBSF are shown as independent and standalone. In deployments, they may be co-located on physical devices with other functions. As an example, the MBS AS may be hosted in the MBS Application Provider domain, or it may be hosted in a 5GMS AS.

NEXT CHANGE

## 4.4 Reference points and interfaces

### 4.4.1 Overview

The following reference points defined in clause 5.1 of TS 23.247 [5] are relevant to MBS User Services architecture: Nmb1, Nmb2, Nmb5, Nmb8, Nmb9, Nmb10 and Nmb12.

The following additional reference points are defined by the present document:

**- MBS-4-MC:** Unidirectional multicast distribution of content from the MBSTF to the MBS Client.

**- MBS-4-UC:** File-based unicast repair between the MBS Client and the MBS AS.

**- MBS-5:** Interactions between the MBS Client and the MBSF for the purpose of MBS control plane and service handling.

**- MBS-6:** API exposed by the MBS Client and used by the MBS-Aware Application to manage and control MBS User Services.

**- MBS-7:** API exposed by the MBS Client and used by the MBS-Aware Application to receive user data information about MBS User Services.

**- MBS-8:** Announcement of MBS User Services to the MBS-Aware Appliction by the MBS Application Provider.

END OF CHANGES