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\*\*\*\* First Change \*\*\*\*

Annex B (informative):
Nmb8 User Plane ingest examples

## B.1 General

This annex provides an overview of the different Nmb8 User Plane protocol stacks for the Distribution Methods defined in clause 6. (The Nmb2 Control Plane is used to select the Distribution Method.)

## B.2 Object Distribution Method

### B.2.1 Object Distribution Method with pull-based ingest

Figure B.2.1-1 illustrates a setup in which the AF/AS provides an object manifest to the MBSF listing the URLs of objects to be ingested and distributed. This is passed to the MBSTF at reference point Nmb2, and the MBSTF then fetches these objects using HTTP. The MBSTF handles all MBS-related complexity, e.g. converting the HTTP message payload into an IP multicast suitable protocol, adding AL-FEC, etc. The AF/AS delegates to the MBSF the delivery of MBS Service Announcement metadata to the MBS Client (i.e. IP multicast protocol details, etc).



Figure B.2.1-1: Object Distribution Method using Pull Mode (HTTP GET)

The following Session Properties are used by the AF/AS at reference point Nmb10 to provision this setup:

*- Session type* is set to *Objects*.

*- Ingest mode* (property specific to the Session type) is set to *Pull*.

- The *Object manifest* (property specific to the Session type, with the *carousel delivery ancillary information*) is updated as necessary by the AF/AS with a list of object URLs to be fetched and distributed by the MBSTF. The MBSF updates the Service Announcement according to the information in the *Object manifest*.

### B.2.2 Object Distribution Method with push-based ingest

Figure B.2.2-1 illustrates a setup in which the AF/AS pushes the objects directly into the MBSTF at Nmb8 using HTTP PUT. The MBSTF handles all MBS-related complexity, e.g. converting the HTTP message payload into an IP multicast suitable protocol, adding AL-FEC, etc. The AF/AS delegates the delivery of MBS of Service Announcement metadata to the MBS Client (i.e. DASH MPD, IP multicast protocol details, etc.) to the MBSTF via MBSF.



Figure B.2.2-1: Object Distribution Method using Push Mode (HTTP PUT)

The following Session Properties are used by the AF/AS at reference point Nmb10 to provision this setup:

*- Session type* is set to Objects.

*- Ingest mode* (property specific to the Session type) is set to *Push*.

- The MBSF provides the *Push base URL* (property specific to the Session Type) to the AF/AS.

*- Distribution base URL* contains the base URL for the objects. The MBSF replaces the Push base URL part of the object ingest URL with the value of the *Distribution base URL* for inclusion in FLUTE FDT instance(s) and (in some cases) in the Service Announcement.

## B.3 [Packet|PDU] Distribution Method

### B.3.1 RTP Streaming mode

Figure B.3.1-1 illustrates a setup in which the AF/AS pushes RTP/UDP packets directly into the MBSTF at reference point Nmb8. The MBSF provides the necessary information (for example RTSP URL or SDP) to the MBSTF via reference point Nmb2. The MBSTF handles all MBS-related complexity, e.g. converting the RTP payload into an IP multicast suitable protocol, adding AL-FEC, etc.



Figure B.3.1- 1: Packet Distribution Method using RTP Streaming Mode

The following Session Properties are used at reference point Nmb10 to provision this setup:

*- Session type* is set to [*Packet|PDU*]*.*

*- Delivery mode configuration for User Plane* (property specific to the Session type) is set to *RTP Streaming.*

*- RTSP URL* (property specific to the Session Type)references the RTSP server hosting the content. The MBSTF establishes the RTSP session to control the RTP flows.

*-* or *Session Description Parameters for User Plane* (property specific to Session type) indicates UDP flow mapping descriptions. The MBSTF provides the *User Plane IP addresses* (property specific to the Session Type) to the AF/AS or joins the *Multicast Address* (property specific to the Session Type) to receive the RTP stream.

### B.3.2 Proxy mode

Figure B.3.2-1 illustrates a setup in which the AF/AS injects UDP datagrams directly into the MBSTF at reference point Nmb8. The MBSTF handles all MBS-related complexity, e.g. restamping the UDP datagram headers and/or the IP packet headers, as required for distribution.



Figure B.3.2-1: [Packet|PDU] Distribution Method using Proxy mode

The following Session Properties are used at reference point Nmb10 to provision this setup:

*- Session type* is set to [*Packet|PDU*] *distribution method.*

*- Delivery mode configuration for User Plane* (property specific to Session type) is set to *Proxy.*

*- Session Description Parameters for User Plane* (property specific to Session type) indicates UDP flow mapping descriptions. The MBSTF provides the *User Plane IP addresses* (property specific to Session type) to the AF/AS or joins the *Multicast address* (property specific to Session type) in order to receive the UDP datagram stream.

### B.3.3 Forwardonly mode

Figure B.3.3-1 illustrates a setup in which the AF/AS injects multicast IP packets encapsulated in a unicast UDP/IP tunnel directly into the MBSTF. The MBSTF decapsulates the multicast IP packets from the tunnel and forwards them unmodified to the MBS Session at reference point Nmb9.



Figure B.3.3‑1: [Packet|PDU] Distribution Method using Forwardonly Mode

The following Session Properties are used at reference point Nmb10 to provision this setup:

*- Session type* is set to [*Packet|PDU*]*.*

*- Delivery mode configuration for User Plane* (property specific to Session type) is set to *Forward only.*

*- Session Description Parameters for User Plane* (property specific to Session type) indicates UDP flow mapping descriptions. The MBSTF provides the *User Plane IP addresses* (property specific to Session type) to the AF/AS so that it can establish the UDP/IP tunnel with the MBSTF and start sending tunnelled IP packets.

\*\*\*\* Last Change \*\*\*\*