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### 4.2.3 Secure Reliable Transport (SRT)

Secure Reliable Transport (SRT) [5] is an open-source media transport protocol that uses the UDP transport protocol. It has been presented to IETF as a potential candidate for standardisation. SRT provides connection and control, reliable transmission similar to TCP at the application layer. It supports packet recovery while maintaining low latency. SRT also supports encryption using AES.

The protocol was derived from the UDT project, designed for fast file transmission. UDT provides its reliability mechanism by using similar methods for connection, sequence numbers, acknowledgements and retransmission of lost packets. UDT uses selective and immediate (NACK-based) retransmission.

SRT has all these features, but also adds several more to support live streaming mode:

1. Controlled latency, with source time transmission (timestamp-based packet delivery).

2. Sender bandwidth control.

3. Conditional “too late” packet dropping (prevents head-of-line blocking caused by a lost packet that wasn’t recovered on time).

4. Eager packet re-transmission (periodic NACK report).

SRT can be used to convey any suitable application payload, including MPEG‑2 Transport Stream [43] and RTP [44].

### 4.2.4 Reliable Internet Stream Transport (RIST)

Reliable Internet Stream Transport [6] is an open source, open specification transport protocol designed for reliable transmission of media over lossy networks (including the internet) with low latency and high quality. It is currently being developed and maintained by the Video Services Forum (VSF).

Technically, RIST seeks to provide reliable, high performance media transport by using RTP/UDP [44] at the transport layer to avoid the limitations of TCP. Reliability is achieved by using NACK-based retransmissions to realise an Automatic Repeat Query (ARQ) capability. SMPTE-2022 Forward Error Correction can be combined with RIST but is known to be significantly less effective than ARQ.

RIST Simple Profile [7] was initially published by the VSF in October 2018 and revised in June 2020. It includes the following features:

- The base stream uses RTP for compatibility with existing equipment.

- Retransmission requests use RTCP. Two types of retransmission requests are defined:

- A Bitmask-based NACK, defined as a Transport Layer Feedback message in section 6.2.1 of RFC 4585 [42].

- A Range-based NACK, defined by RIST Simple Profile [7] as an application-specific (APP) RTCP packet (see also section 6.7 of RFC 3550 [44]).

- Bonding of multiple links for load sharing.

- Seamless switching using SMTPE-2022-7 [25].

- Out-of-band transmission of protection data (retransmissions may use a separate link).

- RTT Echo Request/Response procedure to estimate the round-trip time of the network path.

RIST Simple Profile does not require or recommend any RTP Payload Format. As result, deployments may embed, for example, HEVC frames into an MPEG‑2 Transport Stream container according to RFC 2250 [46] or directly into RTP according to RFC 7798 [47].

RIST Main Profile [8] was published in March 2020 and adds the following features to Simple Profile:

- GRE-in-UDP encapsulation based on RFC 8086 [45], with bidirectional send/receive in the same tunnel.

- Multiplexing of multiple RTP sessions into the same tunnel.

- In-band data support in the tunnel, useful for remote management.

- Client/Server architecture.

- Firewall traversal.

- DTLS encryption or Pre-Shared Key encryption, with multicast support, access control, and authentication.

- Advanced authentication options using either public key certificates or TLS-SRP.

- Bandwidth optimization based on null packet deletion.

- Support for high bit rate streams by extending the size of the RTP sequence number space.
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