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**===== CHANGE =====**

## 4.4 Domain model

The domain model for the MBS User service addresses different service and session concepts that are established across different network entities as shown in Figure

**MBS Application Service**: An end-user service for which parts of the data or all of the data of this service is accessible by joining an MBS User Service.

**MBS Application Service Provisioning**: tbd

**MBS User Data Ingest Session**: tbd

**MBS User Service:** The transport-level service using one or several MBS Distribution Session to delivery an Application Service.

**MBS Distribution session:** time, protocols and protocol state (i.e. parameters) which define sender and receiver configuration and use an MBS session for the delivery of an MBS User Data Ingest Session.

**MBS Application Service Control:**. tbd

**MBS Application data session:** tbd

Editor’s Note: The static domain model for services and sessions.



Figure 4.4-1 MBS User Service domain model

**===== CHANGE =====**

## 5.2 High-level baseline procedures

The high-level MBS User Service baseline procedures are shown in Figure 5.2-1.



Note: The prefix MBS is omitted in the figure to avoid unnecessary business of the diagram

Figure 5.2-1 MBS User Service high-level baseline procedures

The basic procedures are as follows

1: The MBS Application Provider asks the MBSF via Nmb10 to provision an Application Service as an MBS User Service.

2: The MBSF provisions a Distribution Session in the MBSTF via Nmb2.

3: The MBSF creates a User Service Announcement that may be accessed by the MBS client of interested UEs via MBS-5.

4: The MBS Application Service provider provides information to the MBS-Aware Application via MBS-8 that the specific Application Service can be accessed via an MBS User Service.

5: The MBS Application provider creates an MBS User Data Ingest Session and ingests the User data via Nmb6 to the MBSTF.

6: The MBS-Aware application requests the MBS client to access a specific MBS User Service via MBS-6

7: The MBSF client discovers this MBS User Service via MBS-5 querying the MBSF.

8: The MBSF client provides the MBS Distribution Session information to the MBSTF client via MBS-6’

9: The MBSTF client activates reception of the the MBS Distribution Session via MBS-4

10: The MBSF client continuously handles the MBS Distribution Session based on updates received via MBS-5

11: The MBSTF client receives MBS User Data as part of MBS Distribution session via MBS-4

12: The MBSTF provides the MBS User Data to the MBS-Aware application via MBS-7 in an Application Data Session

13: The MBS-Aware Application controls the MBS User Service via MBS-6