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1
Introduction
TS 26.501 contains a dynamic policy invocation procedure in Section 5.7. In many cases, the 5GMSd AF will interact with the PCF, either directly using N5 or indirectly via NEF using N33. 
The figure below depicts the process of combining information from the Media Session Handler with information from the 5GMSd Application Provider.
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Figure 1: Combination of parameters for e.g. N5 API invocation
The information from the 5GMSd Application Provider are semi-static and gathered in a Policy Templates (1). The information from the 5GMSd Client (Media Session Handler) are more dynamic information, e.g. identification of a desired Policy Template and dynamic flow description information (2). As result, the 5GMSd AF can identify the according API (e.g. from N5) and the needed parameters and values (3).
Intention of this contribution is to review the N5 (Npcf) parameters to identify information from a policy template. The N33 procedures follow the same principle, but separately-
2
Review of N5 Parameters
For N5 Parameter review and understanding, there are two interesting specifications to review: TS 29.513 and TS 29.514. The according Stage 2 procedures are in TS 23.502, for example the AF Session with QoS (e.g. Clause 4.15.6.6 in TS 23.502).

TS 29.513 contains the QoS mapping description in Clause 7. It defines a “SDI Mapping function”, which is actually the derivation of N5 Parameters by the AF (SDI means “Service Description Infromantion” such as a SDP document or and MPD). For IMS flows, the P-CSCF is interacting as AF when interacting with the PCF.
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Figure 2: QoS Mapping from TS 29.513 (Figure 7.1-1: QoS mapping framework)
The QoS Parameter mapping from SDP parameters to N5 Parameters are then described in Clause 7.2.3.

The N5 API is defined in 29.514 as Npcf_PolicyAuthorization Service. The data type for managing an N5 resource is the AppSessionContext, which is either AppSessionContextReqData or AppSessionContextRespData, depending on whether in Request body or response body.

Section 5.6.2.3 of TS 29.514 contains the attributes of the AppSessionContextReqData:
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Table 5.6.2.3-1: Definition of type AppSessionContextReqData

‘Attribute name

Data type.

Cardinaity

Description

Applicability

jatAppid

[AtAppld

o

0.1

|AF appiication dentifier

[afChargia

[AppiicationChargin
lold

9

01

[AF charging identiier_ This information
Imay be used for charging correlation
Jwith QoS flow.

WS _s81

laReqData

[ARequestedData

[Represents the AF requested dafa to
lbe exposed

WS _s8r

[aRoutReq

[ARoutingRequire
[ment

lIndicates the AF traffc routing
requirements_t shall be included if
lInfluence on Traffic Routing feature is
supported

InfluenceOnTr
afficRouting

[aspid

[Aspid

[Application service provider identy. It
|shall be included if
"SponsoredConnectivity feature is
supported

SponsoredCon
nectivity

baRefd

[BdReferenceld

[Reference to a fransfer policy
Inegotiated for background data traffic.

[ann

Brn

[Data Network Name. It shall be present
[when the "afRoutReq" atirbute is
jpresent

[evSubsc

[EventsSubscReaD
jata

identifies the events the application
Isubscribes to at creation of an
Individual Application Session Context
resource.

ipDomain

Sting

lIndicates the IPv4 address domain
information that assists session binding

meptia

Sting

Indicates that the created Indvidual
|Application Session Context resource
relates to an MCPTT session prioritized
call

It ncludes either one of the namespace
|values used for MCPTT (see

IIETF RFC 8101 [42]) and it may include
the name of the MCPTT service:
lprovider.

MCPTT

mcVideold

sting.

Indicates that the created indvidual
|Application Session Context resource.
relates to an MCVideo session
lpioriized call

tincludes either one of the namespace
\values used for MCPTT (see

IIETF RFC 8101 [42]) and it may include
the name of the MCVideo service:
lprovider.

NCVideo

medComponents

[map(MediaCompo
Inent)

[Media Component information. The ey
of the map is the attribute
“medCompN"

mpsid

ting

findicates that the created indvidual
|Application Session Context resource.
relates to an MPS service. It contains.
the national variant for MPS service
Iname.

mesid

Sting.

Indicates that the created Indvidual
|Application Session Context resource.
Irelates to an MCS service. It contains
the national variant for MCS service
Iname.

preempiControlinio

[PreemptionControll
Information

[Pre-emption control information

MCPTT-
[Preemption

resPrio

[ReservPriority

[Indicates the reservation priorty.
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[servinfStatus [ServicelnfoStatus [0 | 0.1 [Indicates whether the service MS_s81
information is prefiminary or final
[When the attribute is not provided the
defauit value is "FINAL"
ot Ut m 1 INotfication URT for Application Session
|Context termination requests.
[servum [ServiceUm G| 01 [Service URN. WS _s81
[Siceinfo [Snssar G| 0.1 |identfies the SNSSAL
[sponid [Sponid T [ 0.1 [Sponsoridentity. It shallbe included i _[SponsoredCon
"SponsoredConnectivity” feature is  [nectivity
supported
[sponStatus. [SponsoringStatus [0 | 0.1 [Indication of whether sponsored SponsoredCon
|connectviy is enabled o disabled/not  [nectvity
lenabled.
[The absence of the attribute indicates
that the sponsored connectivity is
lenabled.
[supt [Supt O | 0.1 [Subscriplion Permanent identifier
jopsi [Gosi O [ 0.1 [Generic Public Subscription Identifer.
[suppFeat [SupportedFeatures | M 1 [This IE represents a st of Supported
features used as described in
lsubclause 5.8
it shall be supplied by the NF service
|consumer in the POST request that
Irequests a creation of an Indwidual
|Application Session Context resource.
uelpvd lpvAddr C | 0.1 [The IPv4 address of the served UE.
uelpvs lpvBAdar C | 0.1 [ThelPvb address of the served UE
UeMac [MacAdaras T | 0.1 [TheMAC address of the served UE.
[lsnPorManContDs [Byles O [ 0.1 [Transports TSN porl management _[TimeSensitive
t imformation encoded as specifiedin  [Networking
Isubclause 9.11.4.27 of
[3GPP TS 24 501 [49] starting with
loctet 2.
[isnPoriManContN _[Byles G [ 0.1 [Transports TSN porl management _[TimeSensitve
jwtt information encoded as specifiedin  [Networking

Isubclause 9.11.4.27 of
[3GPP TS 24.501 [49] starting with
Joctet 2.

INGTE.  Only one of the served UE addressing parameters (the IPv4 address or the IPvG address or MAC address)
shall always be included.




 
First observation: There is not bitrate nor QoS parameter visible. QoS related parameters are contained in the MediaComponent data type, which is depicted below:
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Type MediaComponent

Table 5.6.2.7-1: Definition of type MediaComponent

Data type | P_| Cardinality

jatAppld

[AtAppid o o1

Description
[Contains informaton that denties the
Inarticular. evice the AF session
lbelongs to.

[aRoutReq

[ARoutingRequirem LE]

lent

lIndicates the AF traffc routing
requirements

InfluenceOnTra
lficRouting

[qosReference

string L]

dentifies  pre-defined QoS
information.

[AuthorizationWi
[thRequiredQoS

[atSerRegs

araytsting)

[Ordered lst o alfemative service
Irequirements. The lower the index of
the array for a given entry, the higher
the prionty.

[AuthorizationWi
[thRequiredQoS

[contver

ContentVersion

[Represents the content version of a
Imedia component

MediaCompone
ntVersioning

medCompN

nteger ™ T

identifies the media component
[number, and it contains the ordinal
Inumber of the media component.

medSubComps

[mapMedaSubCom
lponent)

[Contains the requested bitrate and
fiters for the set of Service data flows.
identiied by their common flow
identier. The key of the map is the
attribute "N

MediaType

lIndicates the media type of he service.

medType

BitRate

[Maximum requested bandwidth for the:
|Uplink

BilRate

[Maximum requested bandwidth for the
IDowniink.

maxPackelLossk
JateD

o of oo

PacketLossRateRm

Indicates the downlink maximum rate
for lost packets that can be tolerated
for the service data flow.

CHEM

maxPackelLossk
jateUl

PackelLossRateRm

9|

Indicates the uplink maximum rate for
lost packets that can be tolerated for
the service data flow.

CHEM

BilRate

[Maximum supported bandwidth for the
IDowniink.

WS _s8r

BiRate

[Maximum Supported bandwidth for the
[Uplink

WS _s8r

BilRate

[Minimum desired bandwidth for the
IDowniink.

WS _s81

BiRate

[Minimum desired bandwidth for the
[Uplink

WS _s81

BilRate

[Minimum requested bandwidih for the
|Uplink

BilRate

o| of of of of of of

[Minimum requesed bandwidih for the
[Downiink

[FStatus

Flowstatus

lIndicates whether the status of the-
[service data flows is enabled, o
ldisabled.

preempiCap

[FreemplionCapabiit
v

[Defines whether the media flow may.
lget resources that were already
lassigned to another media flow with a
lower priority level. It may be included
together with "prioSharingind- for ARP
ldecision.

MCPTT-
[Preemption

preempivain

PreempionVuinerab
ity

[Defines whether the media flow may
lose the resources assigned to itin
lorder to admit a media flow with higher
lriority level. t may be included
{together with "prioSharingind- for ARP
|decision.

MCPTT-
[Preemption
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prioSharingind

[PriortySharingindica
or

of9|

0.1

Description
Indicates that the media flow i, allawed.
lia use the same ARP as media flows
lbelonging to other “Individual
|Application Session Context”

resources bound to the same PDU
session

Applicability
PriontySharing

resPrio

ReservPriorty

lIndicates the reservation priory

Bw

BilRate

o[o]

lIndicates the maximum required
lbandwidth in bits per second for RTCP
receiver reports within the session
lcomponent as specified in

IETF RFC 3556 [37]. The bandwidth
[contains allthe overhead coming from
the IP-iayer and the layers above, ie.
IP_ UDP and RTCP.

1S _SB1

rsBw

BiRate

01

lIndicates the maximum required
lbandwidth in bits per second for RTGP
[sender reports within the session
[component as specified in

IETF RFC 3556 [37]. The bandwidth
[contains a the overhead coming from
the IP-iayer and the layers above, ie.
IP_ UDP and RTCP.

WS _sB1

[sharingKeyDI

Uintz2

L]

identifies which media components.
Ishare resources in the downlink
direction.

if resource sharing applies between
Imedia components across “Individual
|Application Session Context”
Iresources for the same PDU session,
the same value of the "SharingKeyDI"
Jattribute shall be used. Ifresource
|sharing does not apply among media
[components across “Individual
|Application Session Context™
Iresources for the same PDU session, a
different value for the "sharingKeyDI"
attribute shail be used

ResourceShan
ng

[sharingKeyU1

Uintz2

01

identifies which media components.
|share resources in the upiink direction
If resource sharing applies between
Imedia components across “Individual
|Application Session Context"
resources for the same PDU session,
the same value of the "sharingKeyUI"
Jatribute shall be used. Ifresource
|sharing does not apply among media
[components across “Individual
|Application Session Context”
Iresources for the same PDU session, a
different value for the "sharingKeyUF
attribute shall be used

ResourceShan
ng

[codecs

[Indicates the codec data

y({CodecData)

ftsnQosContainer

[TsnQoSContainer

o[o|

[Transports parameters for TSC

|assistance Information

[TimeSensitveN

letworking





The Media Component data type contains a couple of bitrate related parameters, which are highlighted yellow. For usage of the different bitrate parameters (i.e. desired, supported and requested bitrates), it might be necessary for reviewing the TS 29.513 (QoS mapping for IMS).
The PCF may derive the QCI from the qosReference, possibly in combination of the afAppId and other information.

A link to a swagger.io GUI editor (very convenient) of the Npcf_Authorization Service API is in the references.

3
Discussion and proposal
Observation: The N5 API does not allow direct setting of QoS parameters such as GBFR, MBFR and QCI. The PCF derives the QoS parameters from other parameters. 

Observation: Many N5 attribute values are not standardized. For example, the AfAppId is a plain string. 
Proposal: It is proposed, that the Policy Template and the input from the Media Session Handler (TS 26.501, Clause 5.7) allow derivation of N5 Parameters. 
Further, the Policy Template should support contain configuration specific attribute values, specifically: 
· Value for the afAppId (a string),

· Value for the aspId (a string),
· Optionally, one or more values for qosReference (strings),
· Optionally a value for afChargId (a string)
·  Optionally a value of a bdtRefId (a string)
· Likely additional parameters. Generally, the policy template should be extensible to handle additional, implementation specific parameters. 
Further, for DASH content, the media bitrate (per representation) is provided in the manifest and the 5GMSd AF may not have access to the full DASH manifest. In principle, the representation bitrates (in case of QoS) can be provisioned via M1d APIs into the Policy Template and the Media Session Handler indicates the selected representations. However, it seems more appropriate to exclude bitrate parameters from the policy template. The 5GMSd client should determine the needed bitrates for 
· marBwDl (Maximum requested bandwidth for the Downlink)

· maxSuppBwDl (Maximum supported bandwidth for the Downlink),

· minDesBwDl (minDesBwDl),

· mirBwDl (mirBwUl),
Usage of maxPacketLossRateDl and maxPacketLossRateUl is for further study. In particular for high bitrate services, a very low packet error rate is needed to achieve a high TCP throughput.

4
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ETSI Forge: 5G_APIs Npcf_PolicyAuthorization Service API, https://forge.etsi.org/swagger/editor-versions/v3.6.23/?url=https://forge.etsi.org/rep/3GPP/5G_APIs/raw/master/TS29514_Npcf_PolicyAuthorization.yaml
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