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1.	Overviews
This paper proposes a new Solution studies Protocol-level interworking between RTC network and IMS network. This Solution is for new Key Issue (Protocol-level interworking between RTC network and IMS network).
2.	Proposed updates on the Permanent Document
6.x	Solution #x: Protocol-level interworking between RTC network and IMS network
6.x.1	Solution description
This Solution addresses Key Issue #x.
This Solution identifies the protocol-level interworking between RTC network and IMS network, based on the functional requirements and architecture described in Solution#4.
1)	C-Plane signalling interworking
2)	U-Plane media related interworking
6.x.2	Basic concept of protocol-level interworking
6.x.2.1	General
This clause describes the prerequisites for the protocol-level interworking between RTC media session and IMS media session.
<Prerequisites>
-	This solution addresses the interworking between RESPECT and SIP based IMS singalling protocol, since RESPECT is designed to enable RTC collaboration scenario 4, in addition to RTC collaboration scenario 3.
-	This solution is required to have no impact on existing IMS technical specifications and implementations.
-	The interface between RTC netework and IMS network is required to conform to the interface between the IM CN subsystem and IP networks specified in 3GPP TS 29.162 [TS26.192].
-	IWF provides C-plane protocol interworking functionality between RTC and IMS.
-	TGF provides U-Plane protocol interworking functionality between RTC and IMS.
NOTE:	Interworking of immersive media is FFS in this solution, as described in Solution#4. It is expected that the immersive media session can be set up between RTC endpoint and IMS UE, if they have same media capability.
-	RTC network and IMS network have a trust relationship and communicate in a trusted and secure way.
-	RTC user (RTC endpoint) and IMS user (IMS UE) has its own telephone number. RTC network and IMS network can identify the destination network by telephone number.
-	The RTC specific capabilities/features are terminated by IWF and are not interworked to IMS. This is same for vise-versa.
-	Signalling message for session keep-alive are not interworked.
-	When an SFU is applied for the media session on the RTC side, IWF and TGF are able to compose multiple media streams to a single media stream for IMS media session.
-	IWF assigns a Media Session ID for management of media session in RTC network, when IWF receives initial INVITE request from IMS network based on the principle of RESPECT.
NOTE:	RESPECT protocol specifies the information element which indicates media session ID ("mediaSessionId"). Media session ID is used for indicating the target media session in the signalling message and the media session state is managed per Media session ID in RTC network. Then Media Session ID is desired to be assigned at the first functional entity of RTC network receiving media session request from RTC endpoint or other networks, to enable to manage/control the media session as early as possible.
<Premises>
-	The interworking specification is developed based on the following assumptions.
a)	Optional capabilities are not supported in IMS network. This aims to interwork with any IMS network.
b)	For C-Plane signalling specification for the interface between RTC network and IMS network, TS 29.165 [TS 29.165] is adopted, as referred in TS 29.162 [TS 29.162]
c)	3GPP TS 26.114 [TS26.114] is applied as U-Plane media specification for the interface between RTC network and IMS network, as specified in TS 29.165 [TS 29.165].
6.x.3	C-Plane signalling interworking
6.x.3.1	General
This clause studies the followings as the RESPECT-IMS SIP interworking specification.
1)	Protocol stack
2)	Interworking between RESPECT signalling message and IMS SIP signalling message
3)	Call flow example
6.x.3.2	Protocol stack
This clause studies the protocol stack of RESPECT-IMS SIP interworking. Figure 6.x.3.2-1 shows the protocol stack for interworking between RESPECT and IMS SIP
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Figure 6.x.3.2-1:	Protocol interworking between RESPECT and IMS SIP
IWF performs the interworking between RTC and IMS networks.
-	Signalling protocol interworking: RESPECT - IMS SIP
-	Underlying protocol interworking: Secure WebSocket - UDP/TCP
6.x.3.3	Interworking between RESPECT signalling message and IMS SIP signalling message
6.x.3.3.1	General
This clause studies the interworking specification between RESPECT signalling message and IMS SIP signaling message.
The following messages are considered as the essential message for media session setup, update and release. Then this solution studies the interworking specification for following messages.
-	RESPECT
1.	msetup request/response
2.	mupdate request/response
3.	mdisc request/response
-	IMS SIP
1.	Initial INVITE request/response
2.	re-INVITE and UPDATE request/response
3.	CANCEL and BYE request/response
NOTE:	RESPECT does not specify a request/response corresponding to ACK/PRACK methods. Then, ACK/PRACK methods are not interworked to RESPECT request/response.
6.x.3.3.2	Basic principle of media session state and state transition
This clause describes the basic principle of media session state and state transition.
There are two kinds of media session state. One is a RESPECT based media session state and the other is IMS SIP based media session state. IWF manages the media session state based on the following RESPECT media session state, as an RTC network function.
-	accepted:
*	The network (IWF) accepts the media session setup request, however, the request is not confirmed to reach the called endpoint (called party). This state is equivalent to IMS state that the network receives initial INVITE request and responded SIP 100 (Trying) response.
*	If it is confirmed that the request is reached to called endpoint during this media session state, the media session state transitions to "connecting". There is a case that the media session state transitions to "connected", if it is confirmed that the media path is established between calling endpoint and called endpoint.
-	connecting:
*	The network (IWF) confirmed that the media session setup request has been reached to called endpoint (i.e., RTC endpoint or IMS UE), however, the media path has not been established between calling endpoint and called endpoint. This state is equivalent to "early" state of SIP.
*	If the media path is established between calling endpoint and called endpoint during "connecting" state, the media session state transitions to "connected" state.
-	connected:
*	The network (IWF) confirmed that the media path has been established between calling endpoint and called endpoint. This state is equivalent to "confirmed" state of SIP.
-	updating:
*	The network (IWF) is proceeding the media session update due to media session update request, after the media session state transitions to "connected". This state is equivalent to the state that IMS entity is in media session update process due to receiving re-INVITE request / UPDATE request (or waiting the response to these requests).
*	If it is confirmed that the update of the media session is completed and that the media path has been established between calling endpoint and called endpoint during "updating" state, the media session state transitions to "connected" state.
-	disconnected:
*	The network (IWF) confirmed that the media session is released/disconnected. This state is equivalent to one of the following IMS state:
-	the IMS media session is released by completion of BYE transaction
-	the IMS media session establishment is failed, in this case the initial INVITE request will be responded by final error response.
6.x.3.3.3	Media session setup from RTC to IMS
6.x.3.3.3.1	General
This clause describes the signalling message interworking when an RTC endpoint initiates media session setup and the media session is terminated by IMS network (i.e., IMS UE).
6.x.3.3.3.2	Sending initial INVITE request
When the IWF receives an msetup request from the WSF and accepts the request, the IWF sends initial INVITE request to the IMS network identified by the tel URI of the "resourceId" entry in the received msetup request.
The SIP 100 (Trying) response to the initial INVITE request is not interworked to RTC side.
Media session state transitions to "accepted" state, after the reception of the SIP 100 (Trying) response.
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Figure 6.x.3.3.3.2-1: Sending of initial INVITE request
The information elements in the received msetup request are mapped to the SIP components in the initial INVITE request as shown in Table 6.x.3.3.3.2-1. Information elements terminated by IWF are not shown in Table 6.x.3.3.3.2-1. SIP components locally generated by IWF are not shown in Table 6.x.3.3.3.2-1.
Table 6.x.3.3.3.2-1: Mapping of RESPECT msetup request into SIP initial INVITE request
	msetup
	INVITE

	resourceId
	Request-URI

	
	To header field

	preferredOid
	From header field

	assertedOid
	P-Asserted-Identity header field

	(NOTE 1)
	Privacy header field

	preOfferDesc
	Message body (SDP offer) (NOTE 2)

	NOTE 1:	The interworked information element is FFS.
NOTE 2:	Detailed interworking of SDP will be studied in this document.



6.x.3.3.3.3	Sending mupdate request corresponding to SIP 18x response
When the IWF receives a SIP 18x response (e.g., 180, 181, 183 response) during "accepted" media session state, the IWF sends mupdate request to the WSF which sent the corresponding mupdate request. The mupdate response corresponding to the mupdate request is not interworked to IMS side.
Media session state transitions to "connecting" state, after the reception of a SIP 18x response.
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Figure 6.x.3.3.3.3-1: Sending of mupdate request corresponding to SIP 18x response
The information elements in the mupdate request are created by IWF, based on the information element in corresponding msetup request and the media session related information configured in the IWF.
IWF is recommended to include answer description ("answerDesc" entry) in the mupdate request, even if the corresponding 18x response does not include SDP answer. The answer description can be locally generated based on the corresponding received "preOfferDesc" entry and the information provided by TGF, and the SDP answer will not be used to generate the answer description.
6.x.3.3.3.4	Sending mupdate request corresponding to SIP 200 response to initial INVITE request
When the IWF receives a SIP 200 (OK) response to the corresponding INVITE request during "accepted" or "connecting" media session state, the IWF sends mupdate request to the WSF which sent the corresponding mupdate request. The mupdate response corresponding to the mupdate request is not interworked to IMS side.
Media session state transitions to "connected" state, after sending ACK request to IMS network.
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Figure 6.x.3.3.3.4-1: Sending of mupdate request corresponding to SIP 200 response to initial INVITE request
The information elements in the mupdate request are created by IWF based on the information element in the corresponding msetup request and the media session related information managed in the IWF.
The SIP components of the ACK request are created by IWF, based on the dialog information related to the received initial INVITE request.
NOTE:	SDP answer is not included in the SIP 200 (OK) response if SDP answer is already received in other SIP message.
6.x.3.3.4	Media session setup from IMS to RTC
6.x.3.3.4.1	General
This clause describes the signalling message interworking when an IMS UE initiates media session setup and the media session is terminated by RTC network (e.g., RTC endpoint).
6.x.3.3.4.2	Sending msetup request
When the IWF receives an initial INVITE request from the IMS network (i.e., IBCF) and accepts the request, the IWF sends msetup request to the WSF in the RTC network. The IWF identifies the WSF by telephone number available in the Request-URI of the received initial INVITE request. After sending out the msetup request, IWF sends a SIP 100 (Trying) response corresponding to the initial INVITE request to IMS network.
Media session state transitions to "connecting" state, after the reception of the initial INVITE request.
NOTE:	ASWF stores the binding information of an RTC endpoint and a WSF in its data base. IWF is able to access the database to identify the WSF where the "msetup" request is sent to. The method to access the ASWF data base is outside the scope of this solution.
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Figure 6.x.3.3.4.2-1: Sending of msetup request
The SIP components in the initial INVITE request are mapped to information elements in the msetup request as shown in Table 6.x.3.3.4.2-1. The SIP components terminated by IWF are not shown in Table 6.x.3.3.4.2-1. The information elements locally generated by IWF are not shown in Table 6.x.3.3.4.2-1.
Table 6.x.3.3.4.2-1: Mapping of SIP INVITE request into RESPECT msetup request
	msetup
	INVITE

	resourceId (NOTE 1)
	Request-URI

	preferredOid
	From header field

	assertedOid
	P-Asserted-Identity header field

	(NOTE 2)
	Privacy header field

	OfferDesc
	Message body (SDP) (NOTE 3)

	NOTE 1:	IWF retrieves the RTC user identity corresponding to telephone number in the Request URI from ASWF database, and set the obtained RTC user identity in this information element.
NOTE 2 	The information element is FFS.
NOTE 3:	Detailed interworking of SDP will be studied in this document.



6.x.3.3.4.3	Sending SIP 18x response (receiving msetup response with no offer/answer)
When the IWF receives an msetup response (with no offer/answer) corresponding to the msetup request from the WSF, the IWF sends SIP 18x response (e.g., 180, 181, 183 response) corresponding to the received initial INVITE request to the IMS network (i.e., IBCF).
Media session state is not changed, after the completion of this procedure (i.e., keep "connecting" state).
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Figure 6.x.3.3.4.3-1: Sending of SIP 18x response corresponding to msetup response
The SIP components in the SIP 18x response are created by IWF, based on the dialog information of the received initial INVITE request.
The IWF is able to include SDP answer in the SIP 18x response, based on the SDP offer included in the received initial INVITE request and SDP related information pre-configured in the TGF.
6.x.3.3.4.4	Sending SIP 18x and 200 response (receiving msetup response with offer)
When the IWF receives an msetup response (with offer) corresponding to the msetup request from the WSF, the IWF sends a SIP 18x response (e.g., 180, 181, 183 response) corresponding to the received initial INVITE request to the IMS network (i.e., IBCF). Then the IWF complete offer/answer negotiation for the RTC media session by sending mupdate request to the WSF and receiving mupdate response to the mupdate request. When the offer/answer negotiation for the RTC media session is completed, the IWF sends 200 response corresponding to initial INVITE request to IMS network.
Media session state is not changed, after the completion of this procedure (i.e., keep "connecting" state).
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Figure 6.x.3.3.4.4-1: Sending of 18x response corresponding to msetup response
The SIP components in the SIP 18x and 200 response are created by IWF, based on the dialog information related to the received initial INVITE request.
The IWF is able to include SDP answer in the SIP 18x or 200 response, based on the SDP offer included in the received initial INVITE request and SDP related information pre-configured in the TGF.
The information elements in the mupdate request are created by the IWF based on the information element in the corresponding msetup request and the media session related information pre-configured in the IWF.
6.x.3.3.4.5	Sending 18x and 200 response (receiving msetup response with answer)
When the IWF receives an msetup response (with answer) to the msetup request from the WSF, the IWF sends a SIP 18x response (e.g., 180, 181, 183 response) to the received initial INVITE request towads the IMS network (i.e., IBCF). Then the IWF sends a SIP 200 (OK) response to initial INVITE request towards IMS network.
Media session state is not changed, after the completion of this procedure (i.e., keep "connecting" state).
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Figure 6.x.3.3.4.5-1: Sending of 18x response corresponding to msetup response
The SIP components in the SIP 18x 200 response are created by IWF, based on the dialog information related to the received initial INVITE request.
The IWF is able to include SDP answer in the SIP 18x or 200 response, based on the SDP offer included in the received initial INVITE request and SDP related information pre-configured in the TGF.
6.x.3.3.4.6	Sending SIP 200 OK (INVITE) response
When the IWF receives an mupdate request (with answer) corresponding to the media session which is in "connecting" state and has not received offer or answer in msetup response from the WSF (i.e., the IWF sends SIP 18x response (e.g., 180, 181, 183 response) as described in clause 6.x.3.3.4.3), the IWF sends a SIP 200 (OK) response corresponding to initial INVITE request to IMS network. The WSF also sends mupdate response to the WSF.
Media session state is not changed, after the completion of this procedure (i.e., keep "connecting" state).
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Figure 6.x.3.3.4.6-1: Sending of mupdate request corresponding to 200 response (INVITE)
The SIP components in the SIP 200 response are created by IWF, based on the dialog information related to the received initial INVITE request.
Only when the IWF has not sent SDP answer before sending the SIP 200 (OK) response, the IWF is required to include SDP answer in the SIP 200 response, based on the SDP offer included in the received initial INVITE request and SDP related information pre-configured in the TGF.
6.x.3.3.4.7	Sending mupdate request (corresponding to ACK)
When the IWF receives an ACK request corresponding to the INVITE request after sending a SIP 200 (OK) response to the INVITE request, the IWF sends mupdate request to the WSF for indicating media session state transition to "connected". The mupdate response to the mupdate request is not interworked to IMS side.
Media session state transitions to "connected" state, after the reception of ACK request.
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Figure 6.x.3.3.4.7-1: Sending of mupdate request corresponding to ACK request
The information elements in the mupdate request are created by IWF based on the information element in the corresponding msetup request and the media session related information managed by the IWF.
6.x.3.3.4	Media session update from RTC to IMS
6.x.3.3.4.1	General
This clause describes the signalling message interworking for media session update after the media session state transitions to "connected".
Editor’s note: Interwork for media session update will be provided.
6.x.3.3.5	Media session release
6.x.3.3.5.1	General
This clause describes the signalling message interworking for media session disconnection after the media session states transitions to "connected".
6.x.3.3.5.2	Sending BYE request
When the IWF receives an mdisc request during "connected" media session state, the IWF sends mdisc response to the WSF which sent the corresponding mdisc request. Then the IWF sends the BYE request to the IMS network for the corresponding SIP dialog. The SIP 200 (OK) response to the BYE request is not interworked.
Media session state transitions to "disconnected" state, after the completion of this procedure.
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Figure 6.x.3.3.5.2-1: Sending of BYE request corresponding to mdisc request
The SIP components of the BYE request are created by IWF, based on the dialog information related to the IMS media session which is terminated.
6.x.3.3.5.3	Sending mdisc request for established media session
When the IWF receives a BYE request during "connected" media session state, the IWF sends the SIP 200 (OK) response to the IMS network which sent BYE request. Then the IWF sends mdisc request to the WSF corresponding to the RTC media session which is disconnected. The mdisc response corresponding to the mdisc request is not interworked.
Media session state transitions to "disconnected" state, after the sending of SIP 200 (OK) response to BYE request.
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Figure 6.x.3.3.5.3-1: Sending of mdisc request corresponding to BYE request
The information elements in the mdisc request are created by IWF based on the information element in the corresponding the RTC media session which is disconnected.
6.x.3.3.6	Cancel of media session set up
6.x.3.3.6.1	General
This clause describes the signalling message interworking for media session set up cancellation during "accepted" or "connecting" media session states.
6.x.3.3.6.2	Sending CANCEL request
When the IWF received mdisc request to the media session which is in "accepted" or "connecting" media session states, the IWF cancels the media session set up procedure and sends mdisc respponse to the WSF. Then the IWF sends a CANCEL reqeust to the IMS network for cancellation of IMS media session set up coresponding to the RTC media session which is canceled. The SIP 200 (OK) response to the CANCEL requestt is not interworked. 
Media session state transitions to "disconnected" state, after the sending of mdisc respponse.
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Figure 6.x.3.3.3.6-1: Sending of CANCEL request corresponding to mdisc request
The SIP components of the CANCEL request are created by the IWF, based on the dialog information related to the IMS media session which is canceled.
6.x.3.3.6.3	Sending mdisc request during media session establishment
When the IWF receives a CANCEL request to the media session which is in "accepted" or "connecting" media session state, the IWF sends a SIP 200 (OK) response to the IMS network which sent CANCEL request. Then the IWF sends mdisc requestt to the WSF corresponding to the RTC media session which is canceled. The mdisc response corresponding to the mdisc request is not interworked.
Media session state transitions to "disconnected" state, after the sending of SIP 200 (OK) response to CANCEL request.
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Figure 6.x.3.3.6.3-1: Sending of mdisc request corresponding to CANCEL request
The information elements in the mdisc request are created by the IWF based on the information element in the corresponding the RTC media session which is canceled.
6.x.3.4	Call flow example for RTC-IMS interworking
6.x.3.4.1	General
This clause describes call flow example forinterworking between RTC signalling message and IMS signalling messae,based on the interworking specification described in clause 6.x..3.3. 
Table 6.x.3.4-1: Parameters applied for the call flow examples
	RTC
	IMS

	Domain
	rtc.example.com
	Domain
	ims.3gpp.org

	Telephone number of WebRTC endpoint
	05033334444
	Telephone number of IMS UE
	08011112222

	RTC user identity
	3gpp-respect://user1@rtc.example.com
	Public User Identity
	Not used in call flow example

	Supported audio codec
	g.711μ-law, OPUS
	Supported audio codec
	EVS, AMR-WB, AMR

	IWF IP address
	192.0.2.123
	IWF IP address
	192.0.2.234

	TGF IP address
	192.0.2.111
	TGF IP address
	192.0.2.222



6.x.3.4.2	Call flow (End-to-end session, RTC originated, IMS terminated, released by originating side)
Figure 6.x.3.4.2-1 shows the call flow example for the case that RTC enndpoint originates a media session set up and IMS UE terminates the media session.
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Figure 6.x.3.4.2-1: Call flow for RTC-IMS interwork (RTC-originated, IMS terminated)

F1: msetup req (WebRTC endpoint to WSF)
{
  "msgType": "request",
  "method”: "msetup",
  "transactionId": 4,
  "resourceId": "tel:08011112222",
  "preferredOid": "tel:05033334444",
  "PreOfferDesc": {
    "sdp": "v=0
            o=- 4611686018427387905 3885262146 IN IP4 0 0 0 0
            s=-
            c=IN IP4 0.0.0.0
            t=0 0
            a=group:BUNDLE 0 1 2
            a=ice-options:trickle
            a=fingerprint sha-256 2e:03:90:eb:02:4a:52:96:3d:b7:b9:5e:84:a9:c2:b1:2c:00:40:54:a7:ba:d9:a9:7e:c0:c7:c8:9d:46:81:d2
            a=ice-ufrag:eg1coK3j
            a=ice-pwd:ta6Oophe
            a=setup:actpass
            m=video 9 UDP/TLS/RTP/SAVPF 96
            c=IN IP4 0.0.0.0
            a=mid:0
            a=rtcp-mux-only
            a=rtcp-mux
            a=bundle-only
            a=rtcp-rsize
            a=extmap:1 urn:ietf:params:rtp-hdrext:sdes:mid
            a=candidate 1 1 UDP 2130706543 192.168.100.1 23456 typ host generation 0
            a=rtpmap:96 H264/90000
            a=recvonly
            m=audio 9 UDP/TLS/RTP/SAVPF 97 0
            a=mid:1
            a=rtcp-mux-only
            a=rtcp-mux
            a=bundle-only
            a=rtcp-rsize
            a=extmap:1 urn:ietf:params:rtp-hdrext:sdes:mid
            a=rtpmap:97 opus/48000/2
            a=rtpmap:0 PCMU/8000
            a=sendrecv
            m=application 9 UDP/DTLS/SCTP webrtc-datachannel
            a=mid:2
            a=bundle-only
            a=sctp-port:5000
            a=max-message-size:65536
"
  }
}

NOTE:	The object format of "preferredOid" key is FFS.

F2: msetup res (WSF to WebRTC endpoint)
{
  "msgType": "response",
  "method": "msetup",
  "transactionId": 4,
  "success": true,
  "mediaSessionId": "EPWSFpjaI20drdgKvIlwr27fn7RIsJEPqeqs60ANMQDsvlKmk864LPiEDInVyIWX",
  "mediaSessionState": "accepted"
}

F3: msetup req (WSF to IWF)
{
  "msgType": "request",
  "method”: "msetup",
  "transactionId": 100,
  "resourceId": "tel:08011112222",
  "assertedOid”: "tel:05033334444",
  "PreOfferDesc": {
    "sdp": "v=0
            o=- 4611686018427387905 3885262146 IN IP4 0 0 0 0
            s=-
            c=IN IP4 0.0.0.0
            t=0 0
            a=group:BUNDLE 0 1 2
            a=ice-options:trickle
            a=fingerprint sha-256 2e:03:90:eb:02:4a:52:96:3d:b7:b9:5e:84:a9:c2:b1:2c:00:40:54:a7:ba:d9:a9:7e:c0:c7:c8:9d:46:81:d2
            a=ice-ufrag:eg1coK3j
            a=ice-pwd:ta6Oophe
            a=setup:actpass
            m=video 9 UDP/TLS/RTP/SAVPF 96
            c=IN IP4 0.0.0.0
            a=mid:0
            a=rtcp-mux-only
            a=rtcp-mux
            a=bundle-only
            a=rtcp-rsize
            a=extmap:1 urn:ietf:params:rtp-hdrext:sdes:mid
            a=candidate 1 1 UDP 2130706543 192.168.100.1 23456 typ host generation 0
            a=rtpmap:96 H264/90000
            a=recvonly
            m=audio 9 UDP/TLS/RTP/SAVPF 97 0
            a=mid:1
            a=rtcp-mux-only
            a=rtcp-mux
            a=bundle-only
            a=rtcp-rsize
            a=extmap:1 urn:ietf:params:rtp-hdrext:sdes:mid
            a=rtpmap:97 opus/48000/2
            a=rtpmap:0 PCMU/8000
            a=sendrecv
            m=application 9 UDP/DTLS/SCTP webrtc-datachannel
            a=mid:2
            a=bundle-only
[bookmark: _Hlk148611150]            a=sctp-port:5000
            a=max-message-size:65536
"
  }
}

NOTE:	The object format of "assertedOid" key is FFS.

F4: msetup res (IWF to WSF)

{
  "msgType": "response",
  "method": "msetup",
  "transactionId": 100,
  "success": true,
  "mediaSessionId": "WSFIWFjaI20drdgKvIlwr27fn7RIsJEPqeqs60ANMQDsvlKmk864LPiEDInVyIWX",
  "mediaSessionState": "accepted"
}

F5: INVITE req (IWF to IBCF)

INVITE sip:+818011112222@ims.3gpp.org;user=phone SIP/2.0
Via: SIP/2.0/UDP 192.0.2.123:5060;branch=z9hG4bK12345678abcdefgh
Max-Forwards: 70
To: <sip:+818011112222@ims.3gpp.org;user=phone>
From: <sip:+815033334444@rtc.example.com;user=phone>;tag=1234abcd
Call-ID: qwertyuiop123456@192.0.2.123
CSeq: 1 INVITE
Contact: <sip:192.0.2.123>
Privacy: none
P-Asserted-Identity: <tel:+815033334444>
P-Asserted-Identity: <sip:+815033334444@rtc.example.com;user=phone>
P-Charging-Vector: icid-value=1234bc9876e;orig-ioi=rtc.example.com
Allow: INVITE,ACK,BYE,CANCEL,PRACK,UPDATE
Supported: 100rel,timer
Session-Expires: 300;refresher=uac
Min-SE: 300
Content-Type: application/sdp
Content-Length: 207

v=0
o=- 82664419472 82664419472 IN IP4 192.0.2.111
s=-
c=IN IP4 192.0.2.111
t=0 0
m=audio 10000 RTP/AVP 96 97 98
a=rtpmap:96 EVS/16000/1
a=fmtp:96 br=64; bw=swb; max-red=220
a=rtpmap:97 AMR-WB/16000/1
a=fmtp:97 mode-change-capability=2; max-red=220
a=rtpmap:98 AMR/8000/1
a=fmtp:98 mode-change-capability=2; max-red=220

F6: 100 Trying res (IBCF to IWF)

SIP/2.0 100 Trying
Via: SIP/2.0/UDP 192.0.2.123:5060;branch=z9hG4bK23456789bcdefghi
To: <sip:+818011112222@ims.3gpp.org;user=phone>
From: <sip:+815033334444@rtc.example.com;user=phone>;tag=1234abcd
Call-ID: qwertyuiop123456@192.0.2.123
CSeq: 1 INVITE
Content-Length: 0


F7: 180 Ringing res (IBCF to IWF)

SIP/2.0 180 Ringing
Via: SIP/2.0/UDP 192.0.2.123:5060;branch=z9hG4bK12345678abcdefgh
To: <sip:+818011112222@ims.3gpp.org;user=phone>;tag=9876zyxw
From: <sip:+815033334444@rtc.example.com;user=phone>;tag=1234abcd
Call-ID: qwertyuiop123456@192.0.2.123
CSeq: 1 INVITE
Contact: <sip:192.0.2.234>
P-Charging-Vector: icid-value=1234bc9876e;orig-ioi=rtc.example.com;term-ioi=ims.3gpp.org
Allow: INVITE,ACK,BYE,CANCEL,PRACK,UPDATE
Require: 100rel
RSeq: 1
Content-Length: 0


F8: mupdate req (IWF to WSF)

{
  "msgType": "request",
  "method": "mupdate",
  "transactionId": 101,
  "mediaSessionId": "WSFIWFjaI20drdgKvIlwr27fn7RIsJEPqeqs60ANMQDsvlKmk864LPiEDInVyIWX",
  "mediaSessionState: connecting",
  "answerDesc": {
    "sdp": "v=0
            o=- 8223372036854775808 3885262147 IN IP4 129.60.18.1
            s=-
            c=IN IP4 129.60.18.2
            t=0 0
            a=group:BUNDLE 0 1 2
            a=ice-lite
            a=fingerprint sha-256 5f:a0:fa:55:a3:e8:59:a6:d2:cd:3a:34:2e:87:b3:83:96:c4:95:1b:18:9c:94:eb:c7:ae:94:02:c9:95:ca:5f
            a=ice-ufrag:Anoo6wiu
            a=ice-pwd:Wienu1Io
            a=setup:actpass
            m=video 0 UDP/TLS/RTP/SAVPF 96
            a=mid:0
            m=audio 12345 UDP/TLS/RTP/SAVPF 97
            a=mid:1
            a=rtcp-mux-only
            a=rtcp-mux
            a=bundle-only
            a=rtcp-rsize
            a=extmap:1 urn:ietf:params:rtp-hdrext:sdes:mid
            a=rtpmap:97 opus/48000/2
            a=sendrecv
            m=application 0 UDP/DTLS/SCTP webrtc-datachannel
            a=mid:2
"
  }
}


F9: mupdate res (WSF to IWF)

{
  "msgType": "response",
  "method": "msetup",
  "transactionId": 100,
  "success": true,
  "mediaSessionId": "WSFIWFjaI20drdgKvIlwr27fn7RIsJEPqeqs60ANMQDsvlKmk864LPiEDInVyIWX",
  "mediaSessionState": "accepted"
}

F10: mupdate req (WSF to WebRTC endpoint)

{
  "msgType": "request",
  "method": "mupdate",
  "transactionId": 1,
  "mediaSessionId": "EPWSFpjaI20drdgKvIlwr27fn7RIsJEPqeqs60ANMQDsvlKmk864LPiEDInVyIWX",
  "mediaSessionState: connecting",
  "answerDesc": {
    "sdp": "v=0
            o=- 8223372036854775808 3885262147 IN IP4 129.60.18.1
            s=-
            c=IN IP4 129.60.18.2
            t=0 0
            a=group:BUNDLE 0 1 2
            a=ice-lite
            a=fingerprint sha-256 5f:a0:fa:55:a3:e8:59:a6:d2:cd:3a:34:2e:87:b3:83:96:c4:95:1b:18:9c:94:eb:c7:ae:94:02:c9:95:ca:5f
            a=ice-ufrag:Anoo6wiu
            a=ice-pwd:Wienu1Io
            a=setup:actpass
            m=video 0 UDP/TLS/RTP/SAVPF 96
            a=mid:0
            m=audio 12345 UDP/TLS/RTP/SAVPF 97
            a=mid:1
            a=rtcp-mux-only
            a=rtcp-mux
            a=bundle-only
            a=rtcp-rsize
            a=extmap:1 urn:ietf:params:rtp-hdrext:sdes:mid
            a=rtpmap:97 opus/48000/2
            a=sendrecv
            m=application 0 UDP/DTLS/SCTP webrtc-datachannel
            a=mid:2
"
  }
}


F11: mupdate res (WebRTC endpoint to WSF)

{
  "msgType": "response",
  "method": "mupdate",
  "transactionId": 1,
  "success": true,
  "mediaSessionId": "EPWSFpjaI20drdgKvIlwr27fn7RIsJEPqeqs60ANMQDsvlKmk864LPiEDInVyIWX",
  "mediaSessionState": "accepted"
}

F12: PRACK req (IWF to IBCF)

PRACK sip:192.0.2.234 SIP/2.0
Via: SIP/2.0/UDP 192.0.2.123:5060;branch=z9hG4bK23456789bcdefghi
Max-Forwards: 70
To: <sip:+818011112222@ims.3gpp.org;user=phone>;tag=9876zyxw
From: <sip:+815033334444@rtc.example.com;user=phone>;tag=1234abcd
Call-ID: qwertyuiop123456@192.0.2.123
CSeq: 2 PRACK
RAck: 1 1 INVITE
Content-Length: 0


F13: 200 OK res to PRACK (IBCF to IWF)

SIP/2.0 200 OK
Via: SIP/2.0/UDP 192.0.2.123:5060;branch=z9hG4bK23456789bcdefghi
To: <sip:+818011112222@ims.3gpp.org;user=phone>;tag=9876zyxw
From: <sip:+815033334444@rtc.example.com;user=phone>;tag=1234abcd
Call-ID: qwertyuiop123456@192.0.2.123
CSeq: 2 PRACK
Content-Length: 0


F14: 200 OK res to INVITE (IBCF to IWF)

SIP/2.0 200 OK
Via: SIP/2.0/UDP 192.0.2.123:5060;branch=z9hG4bK12345678abcdefgh
To: <sip:+818011112222@ims.3gpp.org;user=phone>;tag=9876zyxw
From: <sip:+815033334444@rtc.example.com;user=phone>;tag=1234abcd
Call-ID: qwertyuiop123456@192.0.2.123
CSeq: 1 INVITE
Contact: <sip:192.0.2.234>
P-Charging-Vector: icid-value=1234bc9876e;orig-ioi=rtc.example.com;term-ioi=ims.3gpp.org
Allow: INVITE,ACK,BYE,CANCEL,PRACK,UPDATE
Require: timer
Session-Expires: 300;refresher=uac
Content-Type: application/sdp
Content-Length: 207
v=0
o=- 82917391739 82917391739 IN IP4 192.0.2.222
s=-
c=IN IP4 192.0.2.222
t=0 0
m=audio 10000 RTP/AVP 96
a=rtpmap:96 EVS/16000/1
a=fmtp:96 br=64; bw=swb; max-red=220


F15: ACK req (IWF to IBCF)

ACK sip:192.0.2.234 SIP/2.0
Via: SIP/2.0/UDP 192.0.2.123:5060;branch=z9hG4bK34567890cdefghij
Max-Forwards: 70
To: <sip:+818011112222@ims.3gpp.org;user=phone>;tag=9876zyxw
From: <sip:+815033334444@rtc.example.com;user=phone>;tag=1234abcd
Call-ID: qwertyuiop123456@192.0.2.123
CSeq: 1 ACK
Content-Length: 0


F16: mupdate req (IWF to WSF)

{
  "msgType": "request",
  "method": "mupdate",
  "transactionId": 103,
  "mediaSessionId": "WSFIWFjaI20drdgKvIlwr27fn7RIsJEPqeqs60ANMQDsvlKmk864LPiEDInVyIWX",
  "mediaSessionState": "connected"
}

F17: mupdate res (WSF to IWF)

{
  "msgType": "response",
  "method": "mupdate",
  "transactionId": 103,
  "success": true,
  "mediaSessionId": "WSFIWFjaI20drdgKvIlwr27fn7RIsJEPqeqs60ANMQDsvlKmk864LPiEDInVyIWX",
  "updatedKeys": [ "mediaSessionState" ]
}

F18: mupdate req (WSF to WebRTC endpoint)

{
  "msgType": "request",
  "method": "mupdate",
  "transactionId": 3,
  "mediaSessionId": "EPWSFpjaI20drdgKvIlwr27fn7RIsJEPqeqs60ANMQDsvlKmk864LPiEDInVyIWX",
  "mediaSessionState": "connected"
}

F19: mupdate res (WebRTC endpoint to WSF)

{
  "msgType": "response",
  "method": "mupdate",
  "transactionId": 3,
  "success": true,
  "mediaSessionId": "EPWSFpjaI20drdgKvIlwr27fn7RIsJEPqeqs60ANMQDsvlKmk864LPiEDInVyIWX",
  "updatedKeys": [ "mediaSessionState" ]
}

F20: mdisc req (WebRTC endpoint to WSF)

{
{
  "msgType": "request",
  "method”: "mdisc",
  "transactionId": 6,
  "mediaSessionId": "EPWSFpjaI20drdgKvIlwr27fn7RIsJEPqeqs60ANMQDsvlKmk864LPiEDInVyIWX"
}

F21: mdisc res (WSF to WebRTC endpoint)

{
  "msgType": "response",
  "method": "mdisc",
  "transactionId": 6,
  "success": true,
  "mediaSessionId": "EPWSFpjaI20drdgKvIlwr27fn7RIsJEPqeqs60ANMQDsvlKmk864LPiEDInVyIWX",
  "mediaSessionState": "disconnected"
}

F22: mupdate req (WSF to IWF)

{
  "msgType": "request",
  "method”: "mdisc",
  "transactionId": 102,
  "mediaSessionId": "WSFIWFjaI20drdgKvIlwr27fn7RIsJEPqeqs60ANMQDsvlKmk864LPiEDInVyIWX"
}

F23: mupdate res (IWF to WSF)

{
  "msgType": "response",
  "method": "mdisc",
  "transactionId": 102,
  "success": true,
  "mediaSessionId": "WSFIWFjaI20drdgKvIlwr27fn7RIsJEPqeqs60ANMQDsvlKmk864LPiEDInVyIWX",
  "mediaSessionState": "disconnected"
}

F24: BYE req (IWF to IBCF)

BYE sip:192.0.2.234 SIP/2.0
Via: SIP/2.0/UDP 192.0.2.123:5060;branch=z9hG4bK56789012efghijkl
Max-Forwards: 70
To: <sip:+818011112222@ims.3gpp.org;user=phone>;tag=9876zyxw
From: <sip:+815033334444@rtc.example.com;user=phone>;tag=1234abcd
Call-ID: qwertyuiop123456@192.0.2.123
CSeq: 3 BYE
Content-Length: 0


F25: 200 OK res to BYE (IBCF to IWF)

SIP/2.0 200 OK
Via: SIP/2.0/UDP 192.0.2.123:5060;branch=z9hG4bK56789012efghijkl
To: <sip:+818011112222@ims.3gpp.org;user=phone>;tag=9876zyxw
From: <sip:+815033334444@rtc.example.com;user=phone>;tag=1234abcd
Call-ID: qwertyuiop123456@192.0.2.123
CSeq: 3 BYE
Content-Length: 0



6.x.3.4.3	Call flow (End-to-end session, IMS originated, RTC terminated, released by originating side)
Figure 6.x.3.4.3-1 shows the call flow example for the case that IMS UE originates a media session set up and RTC enndpoint terminates the media session.
[image: ]
Figure 6.x.3.4.3-1: Call flow for RTC-IMS interwork (RTC-originated, IMS terminated)

F1: INVITE req (IBCF to IWF)

INVITE sip:+815033334444@rtc.example.com;user=phone SIP/2.0
Via: SIP/2.0/UDP 192.0.2.234:5060;branch=z9hG4bK12345678abcdefgh
Max-Forwards: 70
To: <sip:+815033334444@rtc.example.com;user=phone>
From: <sip:+818011112222@ims.3gpp.org;user=phone>;tag=1234abcd
Call-ID: qwertyuiop123456@192.0.2.234
CSeq: 1 INVITE
Contact: <sip:192.0.2.234>
Privacy: none
P-Asserted-Identity: <tel:+818011112222>
P-Asserted-Identity: <sip:+818011112222@ims.3gpp.org;user=phone>
P-Charging-Vector: icid-value=1234bc9876e;orig-ioi=ims.3gpp.org
Allow: INVITE,ACK,BYE,CANCEL,PRACK,UPDATE
Supported: 100rel,timer
Session-Expires: 300;refresher=uac
Min-SE: 300
Content-Type: application/sdp
Content-Length: 207
v=0
o=- 82917391739 82917391739 IN IP4 192.0.2.222
s=-
c=IN IP4 192.0.2.222
t=0 0
m=audio 20000 RTP/AVP 96 97 98
a=rtpmap:96 EVS/16000/1
a=fmtp:96 br=64; bw=swb; max-red=220
a=rtpmap:97 AMR-WB/16000/1
a=fmtp:97 mode-change-capability=2; max-red=220
a=rtpmap:98 AMR/8000/1
a=fmtp:98 mode-change-capability=2; max-red=220

F2: msetup req. (IWF to WSF)

{
  "msgType": "request",
  "method”: "msetup",
  "transactionId": 201,
  "resourceId": "3gpp-respet://user1@rtc.example.com",
  "mediaSessionId": "IWFWSFyiO2AVY2INWdgt4hrOqxxJHbd5NhQqlX5Wd0YbCMHaNgi0L77m3M0SmMG3",
  "mediaSessionState": "connecting",
  "preOfferDesc": {
    "sdp": "v=0
            o=- 8223372036854775808 3885262147 IN IP4 129.60.18.1
            s=-
            c=IN IP4 129.60.18.2
            t=0 0
            a=group:BUNDLE 0
            a=ice-lite
            a=fingerprint sha-256 5f:a0:fa:55:a3:e8:59:a6:d2:cd:3a:34:2e:87:b3:83:96:c4:95:1b:18:9c:94:eb:c7:ae:94:02:c9:95:ca:5f
            a=ice-ufrag:Anoo6wiu
            a=ice-pwd:Wienu1Io
            a=setup:actpass
            m=audio 9 UDP/TLS/RTP/SAVPF 97 0
            a=mid:0
            a=rtcp-mux-only
            a=rtcp-mux
            a=bundle-only
            a=rtcp-rsize
            a=extmap:1 urn:ietf:params:rtp-hdrext:sdes:mid
            a=rtpmap:97 opus/48000/2
            a=rtpmap:0 PCMU/8000
            a=sendrecv
"
  }
}


F3: 100 Trying res (IWF to IBCF)

SIP/2.0 100 Trying
Via: SIP/2.0/UDP 192.0.2.234:5060;branch=z9hG4bK12345678abcdefgh
To: <sip:+815033334444@rtc.example.com;user=phone>
From: <sip:+818011112222@ims.3gpp.org;user=phone>;tag=1234abcd
Call-ID: qwertyuiop123456@192.0.2.234
CSeq: 1 INVITE
Content-Length: 0


F4: msetup res (WSF to IWF)

{
  "msgType": "response",
  "method": "msetup",
  "transactionId": 201,
  "success": true,
  "mediaSessionId": "IWFWSFyiO2AVY2INWdgt4hrOqxxJHbd5NhQqlX5Wd0YbCMHaNgi0L77m3M0SmMG3"
}

F5: msetup req. (WSF to WebRTC endpoint)

{
  "msgType": "request",
  "method”: "msetup",
  "transactionId": 11,
  "resourceId": "3gpp-respet://user1@rtc.example.com",
  "mediaSessionId": "WSFEP2yiO2AVY2INWdgt4hrOqxxJHbd5NhQqlX5Wd0YbCMHaNgi0L77m3M0SmMG3",
  "mediaSessionState": "connecting"
  "OfferDesc": {
    "sdp": "v=0
            o=- 8223372036854775808 3885262147 IN IP4 129.60.18.1
            s=-
            c=IN IP4 129.60.18.2
            t=0 0
            a=group:BUNDLE 0
            a=ice-lite
a=fingerprint sha-256 5f:a0:fa:55:a3:e8:59:a6:d2:cd:3a:34:2e:87:b3:83:96:c4:95:1b:18:9c:94:eb:c7:ae:94:02:c9:95:ca:5f
            a=ice-ufrag:Anoo6wiu
            a=ice-pwd:Wienu1Io
            a=setup:actpass
            m=audio 9 UDP/TLS/RTP/SAVPF 97 0
            a=mid:0
            a=rtcp-mux-only
            a=rtcp-mux
            a=bundle-only
            a=rtcp-rsize
            a=extmap:1 urn:ietf:params:rtp-hdrext:sdes:mid
            a=rtpmap:97 opus/48000/2
            a=rtpmap:0 PCMU/8000
            a=sendrecv
"
  }
}


F6: msetup res (WebRTC endpoint to WSF)

{
  "msgType": "response",
  "method": "msetup",
  "transactionId": 11,
  "success": true,
  "mediaSessionId": "WSFEP2yiO2AVY2INWdgt4hrOqxxJHbd5NhQqlX5Wd0YbCMHaNgi0L77m3M0SmMG3"
}

F7: 180 Ringing res (IWF to IBCF)

SIP/2.0 180 Ringing
Via: SIP/2.0/UDP 192.0.2.234:5060;branch=z9hG4bK12345678abcdefgh
To: <sip:+815033334444@rtc.example.com;user=phone>;tag=9876zyxw
From: <sip:+818011112222@ims.3gpp.org;user=phone>;tag=1234abcd
Call-ID: qwertyuiop123456@192.0.2.234
CSeq: 1 INVITE
Contact: <sip:192.0.2.123>
P-Charging-Vector: icid-value=1234bc9876e;orig-ioi=ims.3gpp.org;term-ioi=rtc.example.com
Allow: INVITE,ACK,BYE,CANCEL,PRACK,UPDATE
Require: 100rel
RSeq: 1
Content-Length: 0


F8: PRACK req. (IBCF to IWF)

PRACK sip:192.0.2.234 SIP/2.0
Via: SIP/2.0/UDP 192.0.2.234:5060;branch=z9hG4bK12345678abcdefgi
Max-Forwards: 70
To: <sip:+815033334444@rtc.example.com;user=phone>;tag=9876zyxw
From: <sip:+818011112222@ims.3gpp.org;user=phone>;tag=1234abcd
Call-ID: qwertyuiop123456@192.0.2.234
CSeq: 2 PRACK
RAck: 1 1 INVITE
Content-Length: 0


F9: 200 OK res. to PRACK (IWF to IBCF)

SIP/2.0 200 OK
Via: SIP/2.0/UDP 192.0.2.234:5060;branch=z9hG4bK12345678abcdefgi
To: <sip:+815033334444@rtc.example.com;user=phone>;tag=9876zyxw
From: <sip:+818011112222@ims.3gpp.org;user=phone>;tag=1234abcd
Call-ID: qwertyuiop123456@192.0.2.123
CSeq: 2 PRACK
Content-Length: 0


F10: mupdate req (WebRTC endpoint to WSF)

{
  "msgType": "request",
  "method”: "mupdate",
  "transactionId": 10,
  "mediaSessionId": "WSFEP2yiO2AVY2INWdgt4hrOqxxJHbd5NhQqlX5Wd0YbCMHaNgi0L77m3M0SmMG3",
  "answerDesc": {
  "sdp": "v=0
            o=- 4611686018427387905 3885262146 IN IP4 0 0 0 0
            s=-
            c=IN IP4 0.0.0.0
            t=0 0
            a=group:BUNDLE 0
            a=ice-options:trickle
            a=fingerprint sha-256 2e:03:90:eb:02:4a:52:96:3d:b7:b9:5e:84:a9:c2:b1:2c:00:40:54:a7:ba:d9:a9:7e:c0:c7:c8:9d:46:81:d2
            a=ice-ufrag:eg1coK3j
            a=ice-pwd:ta6Oophe
            a=setup:actpass
            m=audio 9 UDP/TLS/RTP/SAVPF 97
            a=mid:0
            a=rtcp-mux-only
            a=rtcp-mux
            a=bundle-only
            a=rtcp-rsize
            a=extmap:1 urn:ietf:params:rtp-hdrext:sdes:mid
            a=rtpmap:97 opus/48000/2
            a=sendrecv
"
  }
}


F11: mupdate res (WSF to IWF)

{
  "msgType": "response",
  "method": "mupdate",
  "transactionId": 10,
  "success": true,
  "mediaSessionId": "WSFEP2yiO2AVY2INWdgt4hrOqxxJHbd5NhQqlX5Wd0YbCMHaNgi0L77m3M0SmMG3"
}

F12: mupdate req (WSF to IWF)

{
  "msgType": "request",
  "method”: "mupdate",
  "transactionId": 200,
  "mediaSessionId": "IWFWSFyiO2AVY2INWdgt4hrOqxxJHbd5NhQqlX5Wd0YbCMHaNgi0L77m3M0SmMG3",
  "answerDesc": {
  "sdp": "v=0
            o=- 4611686018427387905 3885262146 IN IP4 0 0 0 0
            s=-
            c=IN IP4 0.0.0.0
            t=0 0
            a=group:BUNDLE 0
            a=ice-options:trickle
            a=fingerprint sha-256 2e:03:90:eb:02:4a:52:96:3d:b7:b9:5e:84:a9:c2:b1:2c:00:40:54:a7:ba:d9:a9:7e:c0:c7:c8:9d:46:81:d2
            a=ice-ufrag:eg1coK3j
            a=ice-pwd:ta6Oophe
            a=setup:actpass
            m=audio 9 UDP/TLS/RTP/SAVPF 97
            a=mid:0
            a=rtcp-mux-only
            a=rtcp-mux
            a=bundle-only
            a=rtcp-rsize
            a=extmap:1 urn:ietf:params:rtp-hdrext:sdes:mid
            a=rtpmap:97 opus/48000/2
            a=sendrecv"
  }
}


F13: mupdate res (IWF to WSF)

{
  "msgType": "response",
  "method": "mupdate",
  "transactionId": 200,
  "success": true,
  "mediaSessionId": "IWFWSFyiO2AVY2INWdgt4hrOqxxJHbd5NhQqlX5Wd0YbCMHaNgi0L77m3M0SmMG3"
}

F14: 200 OK res to INVITE (IWF to IBCF)

SIP/2.0 200 OK
Via: SIP/2.0/UDP 192.0.2.234:5060;branch=z9hG4bK12345678abcdefgh
To: <sip:+815033334444@rtc.example.com;user=phone>;tag=9876zyxw
From: <sip:+818011112222@ims.3gpp.org;user=phone>;tag=1234abcd
Call-ID: qwertyuiop123456@192.0.2.234
CSeq: 1 INVITE
Contact: <sip:192.0.2.123>
P-Charging-Vector: icid-value=1234bc9876e;orig-ioi=ims.3gpp.org;term-ioi=rtc.example.com
Allow: INVITE,ACK,BYE,CANCEL,PRACK,UPDATE
Require: timer
Session-Expires: 300;refresher=uac
Content-Type: application/sdp
Content-Length: 207

v=0
o=- 82917391739 82917391739 IN IP4 192.0.2. 111
s=-
c=IN IP4 192.0.2.111
t=0 0
m=audio 20000 RTP/AVP 96
a=rtpmap:96 EVS/16000/1
a=fmtp:96 br=64; bw=swb; max-red=220

F15: ACK req (IBCF to IWF)

ACK sip:192.0.2.123 SIP/2.0
Via: SIP/2.0/UDP 192.0.2.234:5060;branch=z9hG4bK12345678abcdefgh
Max-Forwards: 70
To: <sip:+815033334444@rtc.example.com;user=phone>;tag=9876zyxw
From: <sip:+818011112222@ims.3gpp.org;user=phone>;tag=1234abcd
Call-ID: qwertyuiop123456@192.0.2.234
CSeq: 1 ACK
Content-Length: 0


F16: mupdate req (IWF to WSF)

{
  "msgType": "request",
  "method”: "mupdate",
  "transactionId": 203,
  "mediaSessionId": "IWFWSFyiO2AVY2INWdgt4hrOqxxJHbd5NhQqlX5Wd0YbCMHaNgi0L77m3M0SmMG3",
  "mediaSessionState": "connected"
}

F17: mupdate res (WSF to IWF)

{
  "msgType": "response",
  "method": "mupdate",
  "transactionId": 203,
  "success": true,
  "mediaSessionId": "IWFWSFyiO2AVY2INWdgt4hrOqxxJHbd5NhQqlX5Wd0YbCMHaNgi0L77m3M0SmMG3",
  "updatedKeys": [ "mediaSessionState" ]
}

F18: mupdate req (WSF to WebRTC endpoint)

{
  "msgType": "request",
  "method”: "mupdate",
  "transactionId": 13,
  "mediaSessionId": "WSFEP2yiO2AVY2INWdgt4hrOqxxJHbd5NhQqlX5Wd0YbCMHaNgi0L77m3M0SmMG3",
  "mediaSessionState": "connected"
}

F19: mupdate res (WebRTC endpoint to IWF)

{
  "msgType": "response",
  "method": "mupdate",
  "transactionId": 13,
  "success": true,
  "mediaSessionId": "WSFEP2yiO2AVY2INWdgt4hrOqxxJHbd5NhQqlX5Wd0YbCMHaNgi0L77m3M0SmMG3",
  "updatedKeys": [ "mediaSessionState" ]
}

F20: BYE req (IBCF to IWF)

BYE sip:192.0.2.123 SIP/2.0
Via: SIP/2.0/UDP 192.0.2.234:5060;branch=z9hG4bK56789012efghijkl
Max-Forwards: 70
To: <sip:+815033334444@rtc.example.com;user=phone>;tag=9876zyxw
From: <sip:+818011112222@ims.3gpp.org;user=phone>;tag=1234abcd
Call-ID: qwertyuiop123456@192.0.2.234
CSeq: 3 BYE
Content-Length: 0


F21: 200 OK res to BYE (IWF to IBCF)

SIP/2.0 200 OK
Via: SIP/2.0/UDP 192.0.2.234:5060;branch=z9hG4bK56789012efghijkl
To: <sip:+815033334444@rtc.example.com;user=phone>;tag=9876zyxw
From: <sip:+818011112222@ims.3gpp.org;user=phone>;tag=1234abcd
Call-ID: qwertyuiop123456@192.0.2.234
CSeq: 3 BYE
Content-Length: 0


F22: mdisc req (IWF to WSF)

{
  "msgType": "request",
  "method”: "mdisc",
  "transactionId": 205,
  "mediaSessionId": "IWFWSFyiO2AVY2INWdgt4hrOqxxJHbd5NhQqlX5Wd0YbCMHaNgi0L77m3M0SmMG3"
  "mediaSessionState": "disconnected"
}

F23: mdisc e res (WSF to IWF)

{
{
  "msgType": "response",
  "method": "mdisc",
  "transactionId": 205,
  "success": true,
  "mediaSessionId": "IWFWSFyiO2AVY2INWdgt4hrOqxxJHbd5NhQqlX5Wd0YbCMHaNgi0L77m3M0SmMG3"
}

F24: mdisc req (WSF to WebRTC endpoint)

{
  "msgType": "request",
  "method”: "mdisc",
  "transactionId": 15,
  "mediaSessionId": "WSFEP2yiO2AVY2INWdgt4hrOqxxJHbd5NhQqlX5Wd0YbCMHaNgi0L77m3M0SmMG3",
  "mediaSessionState": "disconnected"
}

F25: mdisc res (WebRTC endpoint to IWF)

{
  "msgType": "response",
  "method": "mdisc",
  "transactionId": 15,
  "success": true,
  "mediaSessionId": "WSFEP2yiO2AVY2INWdgt4hrOqxxJHbd5NhQqlX5Wd0YbCMHaNgi0L77m3M0SmMG3"
}


6.x.4	U-Plane media related interworking
6.x.4.1	General
This clause studies the U-Plane media related interworking specification between RTC media session and IMS media session.
6.x.4.2	Protocol stack
This clause studies the protocol stack for U-Plane media related interworking between RTC media session and IMS media session. Figure 6.x.4.2-1 shows the protocol stack for interworking between RTC media session and IMS media session.
[image: ]
Figure 6.x.4.2-1:	Protocol interwork between RTC media session and IMS media session
TGF performs the interworking between RTC media stream and IMS media stream.
-	Protocol interworking 
-	Coded transcoding
-	Termination of capabilities which is not supported by the other side. (e.g., multiplexing RTP data and control packets on a single port as specified in IETF RFC 5761 [RFC5761] and IETF RFC 8035 [RFC8035] may not be supported in the IMS side.)
6.x.5	RTC media mixising for IMS
6.x.5.1	General
When SFU is used for the conference media session in RTC network, media stream will be generated from each participant. Therefore, the RTC endpoint needs to receive the media stream from all the participants and perform SDP offer/answer every time a new participant joins the conference. However, an IMS or IMS UE not expecting frequent media changes or huge media streams may not be handle the above SDP offer/answer correctly. 
This clause studies the solution for enabling IMS UE to join a conference provided in RTC network using SFU with a single media stream.
Editor’s note: A solution of RTC media mixising for IMS will be provided.
6.x.6	Solution evaluation
This solution proposes the protocol-level interworking between RTC network and IMS network, based on the proposed functional requirements and architecture in Solution#4. The proposed solution realizes the interconnecttion of media session between RTC network and IMS network using existing IMS specification. Therefore, it is proposed to implement the proposed protocol-level interworking specificaiton into stage 3 specification of RTC as a part of RESPECT specification.
3.	Proposal
Discuss the proposed solution in clause 2 of this paper for improvement to reflect the solution into the Permanent Document of FS_eiRTCW.
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