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[bookmark: _Toc163812119][bookmark: _Toc163812136][bookmark: _Toc155701814][bookmark: _Toc68899554][bookmark: _Toc71214305][bookmark: _Toc71721979][bookmark: _Toc74859031][bookmark: _Toc123800760]5.3.3.1	Procedures
To take advantage of the Dynamic Policy feature of the Media Delivery System, a Media Session Handler instantiates a Policy Template that was previously provisioned within the scope of a Provisioning Session using the operations specified in clause 5.2.7. The parameters in the Policy Template are used by the Media AF in combination with a dynamic QoS specification supplied by the Media Session Handler to request specific QoS and/or charging policies from the PCF (either directly or via the NEF, as specified in clause 5.5.2) for that media delivery session.
The following procedures are followed by a Media Session Handler to manage Dynamic Policy Instance resources in the Media AF via reference point M5. Instantiating a Policy Template as a dynamic policy requires a Policy Template identifier (provided in Service Access Information that is either retrieved from the Media AF using the operation specified in clause 5.3.2.3 or else supplied via reference point M6), a set of Service Data Flow description(s), an optional dynamic QoS specification and potentially other parameters defined in clause 5.7 of TS 26.501 [26501].
-	The Policy Template identifier identifies the desired Policy Template (as previously provisioned per clause 5.2.7.3) to be applied to the specified application flow(s). A Policy Template includes properties such as specific QoS (e.g. background data) or different charging treatments.
-	The Media AF combines the information from the Policy Template with dynamic QoS specification supplied by the Media Session Handler and uses this complete set of parameters to invoke the PCF according to clause 5.5.2.
-	The set of Service Data Flow description(s) allow the identification and classification by the 5G System of the application traffic involved in a media delivery session. These take the form of an IP packet filter set (as defined in clause 5.7.6 of [23501]) or the Fully-Qualified Domain Name (FQDN) of a Media AS at reference point M4.
-	The Dynamic Policy Instance may specify a target network slice and Data Network Name.
NOTE:	It is not defined in this release how a Media AF in an external Data Network selects a specific DNN or S‑NSSAI.
Application Identifiers, referring to one or more Packet Flow Descriptions (PFDs), may be used as alternative traffic filtering parameters for dynamic policy invocation. The Media AF shall first provision a PFD in the NEF's PFD Function (PFDF) for one or more (external) Application IDs by sending an HTTP POST message to the NEF as specified in clause 4.4.10 of TS 29.122 [29122]. The mapping between the (external) Application Identifiers and PFDs stored in the PFDF will then be pushed to or pulled from the SMF and installed in the UPF for future traffic identification.
The Dynamic Policy Instance resource created as a result of instantiating a Policy Template shall include an MQTT endpoint address that allows the Media Session Handler to subscribe to receive asynchronous notifications from the Media AF concerning Background Data Transfer opportunities available in relation to that Dynamic Policy Instance.
HTTP responses for successful and operation-specific failure cases are specified in the following clauses. For all other failure cases, an HTTP response indicating a response code in accordance with clause 7.1.6 shall be returned to the API client. In all failure cases a message body in accordance with clause 7.1.7 shall be included in the response message.
[bookmark: _Toc163812126][bookmark: _Hlk163140294]NEXT CHANGE
5.3.4.2	Create Network Assistance Session resource operation
This operation is used by the Media Session Handler to create a Network Assistance Session in the Media AF. The POST HTTP method shall be used for this purpose and the request message body shall be a Network Assistance Session resource representation as specified in clause 9.4.3.1.
1.	The provisioningSessionId property associates the Network Assistance Session with a Provisioning Session.
2.	The slice property associates the Network Assistance Session with a specific network slice.
3.	The dataNetworkName property associates the Network Assistance Session with a specific named Data Network.
24.	The Media Session Handler shall populate the Network Assistance Session resource representation in the request with service data flow information and optionally the Policy Template identifier of the network QoS policy currently in force on the media streaming session for which Network Assistance operations are to be performed. (The Media AF subsequently uses this information to execute Network Assistance operations in the 5GC.)
	The serviceDataFlowDescriptions property of the Network Assistance Session resource representation is populated by the Media Session Handler and shall declare a set of Service Data Flow templates according to TS 23.503 [33] that describe one or more application data flows comprising the media delivery session. Each Service Data Flow template contains exactly one of the following filtering specifications to identify traffic belonging to a media delivery application flow:
-	a flowDescription object (including 5-tuples, Type of Service, Security Parameter Index, etc.).
-	a domainName.
35.	The requestedQoS property may be provided in the Network Assistance Session resource representation to specify an initial network QoS the Media Session Handler wishes to use for the media streaming session. If the policyTemplateId property is also populated in the Network Assistance Session resource representation, the Media AF shall return a 400 (Bad Request) HTTP response message if the requested network QoS lies outside the limits specified in the referenced Policy Template.
-	If the requestedQoS property is omitted from the Network Assistance Session resource representation but the policyTemplateId is populated, the Media AF shall use the network QoS currently provisioned in the referenced Policy Template as the floor/ceiling for bit rate recommendations and delivery boosts within the scope of the Network Assistance Session.
-	If neither a policyTemplateId nor a requestedQoS are supplied when creating a Network Assistance Session, operations invoked on the Media AF within the scope of the Network Assistance session are constrained only by the policies of the PCF. Upon successful creation, the Media AF shall return a 201 (Created) response message and the URL of the newly created resource, including its Network Assistance session resource identifier, shall be provided as the value of the Location HTTP header field. The response message body shall be a representation of the current state of the Network Assistance Session resource (see clause 9.4.3.1), including any properties assigned by the Media AF.
If the operation is successful, the Media AF shall create a new Network Assistance Session resource. In this case, the Media AF shall return a 201 (Created) HTTP response message to the Media Session Handler, and the URL of the newly created Network Assistance Session resource, including its resource identifier, shall be provided as the value of the Location HTTP header field. The response message body shall be a representation of the current state of the Network Assistance Session resource (see clause 9.4.3.1), including any properties assigned by the Media AF.
When the Network Assistance Session is successfully instantiated, the Media AF triggers the creation of a corresponding PCC rule in the 5G System according to clause 5.5.3 to enforce the required QoS on the specified application flow(s). Depending on the ServiceDataFlowDescripton objects in the received Network Assistance Session resource representation and the sdfMethod indicated by each one, the Media AF shall populate for each one a flowDescription object and/or provide an Application Identifier referring to a PFD (Packet Flow Description) object containing the domain name of a Media AS instance.
NOTE:	When the Media AF is deployed in an external Data Network, it is the responsibility of the NEF to map any external Application Identifier supplied by the Media AF into an internal Application Identifier that is known to the PCF.
If the supplied Network Assistance Session is not acceptable to the Media AF, the create operation shall fail with an HTTP response status code of 400 (Bad Request) and an error message body per clause 7.1.7. In this case, the Network Assistance Session resource shall remain in an uncreated state in the Media AF.
If the request is acceptable but the Media AF forbids the use of the referenced Policy Template in a Network Assistance Session, for example because the UE is not permitted in the charging specification, the create operation shall fail with an HTTP response status code of 403 (Forbidden) and an error message body per clause 7.1.7. In this case, the Network Assistance Session resource shall remain in an uncreated state in the Media AF.
If the request is acceptable but the Media AF is unable to provision the resources required by the supplied Network Assistance Session, the create operation shall fail with an HTTP response status code of 500 (Internal Server Error) and an error message body per clause 7.1.7. In this case, the Network Assistance Session resource shall remain in an uncreated state in the Media AF.
The Media Client uses the Network Assistance Session resource identifier (naSessionId) provided by the Media AF to refer all subsequent API calls to the Media AF instance responsible for that Network Assistance Session.
NEXT CHANGE
5.3.6.1	Procedures
[bookmark: _MCCTEMPBM_CRPT71130118___7]These procedures are used by the Media AS at reference point M3 or else by the Consumption Reporting functions of the Media Client and subsequently by the Media Session Handler at reference point M5 to submit a consumption report to one of the Media AF instances listed in the Client Consumption Reporting Configuration of the Service Access Information resource previously retrieved using the procedure in clause 5.3.2.3.	Comment by Richard Bradbury: New in Rel-18!
When the Consumption Reporting feature is provisioned for a downlink media delivery session using the operations specified in clause 5.2.11, a Client Consumption Reporting Configuration shall be provided to the Media Session Handler in the Service Access Information.
Before a downlink media delivery session is started, the Media Session Handler shall check if the Service Access Information includes a Client Consumption Reporting Configuration. If such a configuration is present, the Media Session Handler shall initiate consumption reporting for the downlink media delivery session based on this configuration. During the course of the downlink media delivery session, the Media Session Handler shall periodically check if the Client Consumption Reporting Configuration is added to or removed from the Service Access Information and shall activate or deactivate the consumption reporting procedure as appropriate for the media delivery session in question.
The Service Access Information indicating whether Consumption Reporting is provisioned for a particular downlink media delivery session is specified in clause 9.2.3.
When the samplePercentage property in the Client Consumption Reporting Configuration has a value of 100 percent, the Media Session Handler shall activate the consumption reporting procedure. If the samplePercentage value is less than 100 percent, the Media Session Handler shall generate a random number which is uniformly distributed in the range of 0 to 100, and the Media Session Handler shall activate the consumption reporting procedure when the generated random number is of a lower value than the samplePercentage value.
If the consumption reporting procedure is activated, the Media Session Handler shall produce and submit a consumption report to the Media AF using the procedure specified in clause 5.3.6.2 when any of the following conditions are met:
[bookmark: _MCCTEMPBM_CRPT71130119___2]-	At the start of consumption of a downlink media delivery session;
-	At the end of consumption of a downlink media delivery session;
-	On determining the need to report ongoing content consumption at periodic intervals determined by the reportingInterval property in the Client Consumption Reporting Configuration.
-	On detecting a location change, if the locationReporting property in the Client Consumption Reporting Configuration is set to true.
-	On detecting a change of access network, if the accessReporting property in the Client Consumption Reporting Configuration is set to true.
Whenever a consumption report is produced, the Media Session Handler shall reset its consumption reporting interval timer to the value of the reportingInterval property of the Client Consumption Reporting Configuration and it shall begin countdown of the timer again. Whenever the Media Session Handler terminates a downlink media delivery session, it shall disable its consumption reporting interval timer.
Details of the APIs supporting these procedures at reference points M3 and M5 are specified in clause 9.6.
[bookmark: _Hlk149321038][bookmark: _Hlk149317093]The consumption report shall comprise a time-ordered list of consumption reporting units. Each such unit shall describe the media selected for presentation during a continuous time period of a downlink media streaming session in terms of a start time and duration. The sequence of consumption reporting units shall be contiguous with no discontinuities in the reported timeline. When no media is being consumed (e.g., because the media streaming presentation is paused), the selected media shall still be indicated in the consumption reporting unit.
-	A consumption reporting unit shall be included in exactly one consumption report, although delivery of this report may be attempted more than once by the Media Session Handler.
-	A new consumption reporting unit shall be created when the media consumed changes or (if provisioned in the consumption reporting configuration per clause 4.3.8) when the network used to access media at reference point M4d changes, including a change of network slice and/or Data Network.
-	The last (or only) consumption reporting unit in every consumption report describes the media currently being consumed in the media streaming session and indicates in the duration property how long this media has been consumed so far.
-	If there is no change in the media consumed when the next consumption report is sent to the Media AF, this consumption reporting unit shall be repeated as the first (and possibly only) consumption reporting unit in the next report with the same start time but with its duration updated to reflect the period of time that the media has been consumed up to the point of reporting.
-	The last (or only) consumption reporting unit in the final consumption report sent to the Media AF at the end of the downlink media streaming session therefore describes the last media consumed.
HTTP responses for successful and operation-specific failure cases are specified in the following clauses. For all other failure cases, an HTTP response indicating a response code in accordance with clause 7.1.6 shall be returned to the API client. In all failure cases a message body in accordance with clause 7.1.7 shall be included in the response message.
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9.3.3.1	DynamicPolicy resource
[bookmark: _Toc68899668][bookmark: _Toc71214419][bookmark: _Toc71722093][bookmark: _Toc74859145]Table 9.3.3.1-1: Definition of Dynamic Policy Instance resource
	Property name
	Data type
	Cardinality
	Usage
	Description

	dynamicPolicyId
	[bookmark: _MCCTEMPBM_CRPT71130518___7]ResourceId
	1..1
	RO
	Unique identifier for this Dynamic Policy assigned by the Media AF when the resource is created.

	[bookmark: _Hlk138182926]provisioningSessionId
	[bookmark: _MCCTEMPBM_CRPT71130521___7]ResourceId
	1..1
	C: RO
R: RO
U: RO
	Uniquely identifies the parent Provisioning Session, which is linked to the Application Service Provider.

	session‌Id
	MediaDelivery‌SessionId
	1..1
	C: RW
R:RO
U: RO
	Unique identifier of the current media delivery session assigned by the Media Session Handler.

	policyTemplateId
	[bookmark: _MCCTEMPBM_CRPT71130519___7]ResourceId
	1..1
	C: RW
R: RO
U: RW
	Identifies the Policy Template to be applied to the application flow(s).

	sliceInfo
	Snssai
	0..1
	C: RW
R: RO
U: RW
	Identifying the target slice in which the Policy Template is instantiated.

	dataNetworkName
	Dnn
	0..1
	C: RW
R: RO
U: RW
	The name of the target Data Network in which the Policy Template is intantiated.

	location
	TypedLocation
	0..1
	C: RW
R: RO
U: RW
	The location of the UE when the Dynamic Policy was created or last updated.

	serviceDataFlowDescriptions
	[bookmark: _MCCTEMPBM_CRPT71130520___7]array(Service‌Data‌Flow‌Description)
	1..1
	C: RW
R: RO
U: RW
	Describes the Service Data Flows managed by this Dynamic Policy.

	mediaType
	MediaType
	0..1
	C: RW
R: RO
U: RW
	The type of media carried by the application flows listed in service‌DataFlow‌Descriptions.

	qosSpecification
	[bookmark: _MCCTEMPBM_CRPT71130522___7]M5‌QoS‌Specification
	0..1
	C: RW
R: RO
U: RW
	The network Quality of Service requirements of this Dynamic Policy (see clause 7.3.3.6).

	qosEnforcement
	boolean
	1..1
	C: RO
R: RO
U: RO
	Indication that the Quality of Service described in qosSpecification is being enforced by the 5G System.
Populated by the Media AF.



Next change
[bookmark: _Toc68899673][bookmark: _Toc71214424][bookmark: _Toc71722098][bookmark: _Toc74859150][bookmark: _Toc151076682][bookmark: _Toc163812279]9.4.3.1	NetworkAssistanceSession resource
[bookmark: _Toc68899674][bookmark: _Toc71214425][bookmark: _Toc71722099][bookmark: _Toc74859151]Table 9.4.3.1-1: Definition of NetworkAssistanceSession resource
	Property name
	Type
	Cardinality
	Usage
	Description

	naSessionId
	[bookmark: _MCCTEMPBM_CRPT71130540___7]ResourceId
	1..1
	C: RO
R: RO
U: RO
	Unique identifier for this Network Assistance Session assigned by the Media AF when the resource is created.

	provisioningSessionId
	ResourceId
	1..1
	C: RO
R: RO
U: RO
	Uniquely identifies the parent Provisioning Session, which is linked to the Application Service Provider.

	session‌Id
	MediaDelivery‌SessionId
	1..1
	C: RW
R:RO
U: RO
	Unique identifier of the current media delivery session assigned by the Media Session Handler.

	sliceInfo
	Snssai
	0..1
	C: RW
R: RO
U: RW
	Identifying the target network slice in which Network Assistance is sought.

	dataNetworkName
	Dnn
	0..1
	C: RW
R: RO
U: RW
	The name of the target Data Network in which Network Assistance is sought.

	location
	TypedLocation
	0..1
	C: RW
R: RO
U: RW
	The location of the UE when the Network Assistance Session was created or last updated.

	serviceDataFlowDescriptions
	[bookmark: _MCCTEMPBM_CRPT71130541___7]array(Service‌Data‌Flow‌Description)
	1..1
	C: RW
R: RO
U: RW
	Identifying one or more application flows for which Network Assistance is sought, e.g. 2‑tuple (IP addresses) or 5-tuple (IP Addresses, protocol and ports).

	[bookmark: _Hlk142499715]mediaType
	MediaType
	0..1
	C: RW
R: RO
U: RW
	The type of media carried by the application flows listed in service‌DataFlow‌Descriptions.

	policyTemplateId
	[bookmark: _MCCTEMPBM_CRPT71130542___7]ResourceId
	0..1
	C: RW
R: RO
U: RW
	Identification of the policy (if any) that is currently in force for the media delivery session.

	requestedQoS
	[bookmark: _MCCTEMPBM_CRPT71130543___7]M5QoSSpecification
	0..1
	C: RW
R: RO
U: RW
	The QoS parameters requested by the Media Session Handler.

	recommendedQoS
	[bookmark: _MCCTEMPBM_CRPT71130544___7]M5QoSSpecification
	0..1
	C: RO
R: RO
U: RO
	The QoS parameters currently recommended by the Media AF.

	notficationURL
	[bookmark: _MCCTEMPBM_CRPT71130545___7]AbsoluteUrl
	0..1
	C: RO
R: RO
U: RO
	A URL to the MQTT channel, nominated by the Media AF, over which notifications are to be sent by the Media AF for this session.
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[bookmark: _Toc68899658][bookmark: _Toc71214409][bookmark: _Toc71722083][bookmark: _Toc74859135][bookmark: _Toc151076667][bookmark: _Toc163812289]9.6.3.2	ConsumptionReportingUnit type
This data type represents a single consumption reporting unit.
Table 9.6.3.2-1: Definition of type ConsumptionReportingUnit
	Property name
	Data type
	Cardinality
	Description

	mediaConsumed
	[bookmark: _MCCTEMPBM_CRPT71130500___7]string
	1..1
	Identifies the media consumed.
The content of this property is not specified in the present document.

	clientEndpointAddress
	[bookmark: _MCCTEMPBM_CRPT71130501___7]EndpointAddress
	0..1
	The IP address and port number of the Media Access Function endpoint used to access the media consumed (see clause 7.3.3.11).
Present only if access reporting is enabled in the Consumption Reporting Configuration.

	serverEndpointAddress
	EndpointAddress
	0..1
	The IP address, port number and host name of the Media AS endpoint used to access the media consumed (see clause 7.3.3.11).
Present only if access reporting is enabled in the Consumption Reporting Configuration.

	startTime
	[bookmark: _MCCTEMPBM_CRPT71130502___7]DateTime
	1..1
	The time when this consumption reporting unit started.

	duration
	[bookmark: _MCCTEMPBM_CRPT71130503___7]DurationSec
	1..1
	The duration of this consumption reporting unit relative to startTime. The value shall not be negative. Media consumed for less than 1 second should be reported with duration = 0.
For consumption reporting units describing the currently consumed media, this shall indicate the duration so far.

	sliceInfo
	Snssai
	0..1
	Identifying the network slice in which the media was consumed.

	dataNetworkName
	Dnn
	0..1
	The name of the Data Network in which the media was consumed.

	locations
	[bookmark: _MCCTEMPBM_CRPT71130504___7]array(TypedLocation)
	0..1
	A time-ordered list of one or more UE location(s) where the media was consumed during the period of this consumption reporting unit (see clause 7.3.3.8).
Present only if location reporting is enabled in the Consumption Reporting Configuration (only for trusted Media AF).
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