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As output from the previous meeting, SA3-LI sent LSs to SA2 and SA3 requesting that they take LI requirements into account while evaluating the current proposed solutions. These LSs resulted multiple discussions and ultimately, both SA2 and SA3 indicated certain items or solutions that may need input/feedback/approval from SA3-LI. This paper is intended to provide a baseline for discussion of those items.
1 Overview
At SA3#93-LI, SA3-LI sent LSs to SA2 and SA3 asking the groups to take LI requirements into account when evaluating proposed solutions. At SA2#163 and SA3#116, there were multiple discussions on items that SA2 and SA3 determined needed input from SA3-LI .

Solutions/Key Issues not identified below may still have LI impact.

2 SA2

SA2 included SA3-LI on multiple LSs which are included as input documents to this meeting. In addition, SA2 added notes to multiple Key Issues and Solutions in TR 23.700-29, Study on integration of satellite components in the 5G architecture; Phase 3. These include:

· Key Issue #2: Support of Store and Forward Satellite operation
· Includes note that “Coordination with SA3-LI on LI aspects is needed.”

· Solution #28: UE-Satellite-UE Communication via UPFs onboard the satellites
· States IMS LI is not supported in the solution.

· Solution #29: SMF activated UE-satellite-UE communication for IMS service
· Includes note: “How does LI is implemented in case of no AGW is deployed onboard is FFS.”

·  Solution #40: User plane offload from P-CSCF/IMS-AGW located on the ground
· Includes note: “Whether and how to support LI for the case IMS-AGW is not onboard is FFS.”
· Solution #43: UE-Sat-UE communication using resource allocation on-board satellite
· “This solution considers potential impacts on IMS procedures and functions to manage UE-satellite-UE communication, trying to minimize these IMS impacts: for this purpose, the solution assumes all the IMS subsystems remain on the ground with the possible exception of IMS-AGW that may be deployed on satellite that serve jurisdictions where LI may apply (See clause 6.43.3.5).”

· 6.43.3.5
Support for jurisdictions where LI can apply
· Editor's note:
SA wg3-LI WG is input is needed to validate, if the relocation of AGW has any impact on the LI architecture.
· Conclusion for KI#2
· NOTE 3:
The LI issues (if any) of these conclusions are in the scope SA WG3-LI.

3 SA3

SA3 added notes to multiple Key Issues and Solutions in TR 33.757, Study on security for PLMN hosting a NPN. These include:
· Key Issue #1: Security for dedicated UPF interacting with PLMN through N4 interface
· The 5G system shall provide the capability for the LI functions in the SMF to communicate with the UPF.

· Editor’s Note: The detail of the requirement for LI functions is FFS.

· Key issue #3: SUPI privacy issue in PLMN hosting NPN scenario
· Lawful interception also applies for PNINPN networks. The solution addressing KI#3 needs the capability to comply with local regulation and the related LI identification requirements defined in TS 33.126 [11] clause 6.2. 

· Solution #1: Secure N4 interface with Security Gateway  
· Editor's note: The evaluation about LI requirement fulfilment is FFS.

· Solution #2: CIWF for N4 interface
· Editor’s Note: Compliance with LI requirements is FFS.
· Solution #11: SUPI privacy protection in hosted NPN
· Editor’s Note: The impact on LI is FFS.

· Editor’s Note: Compliance to the LI identification requirements is FFS.

· Solution #12: Secure sensitive data with secure environment  
· Editor's note: The evaluation about LI requirement fulfilment is FFS.
· Solution #13: Extended SEG to support topology hiding and message inspection
· Editor’s note: Assessment of LI requirements is FFS.
· Solution #15: SUPI privacy protection based on AMF register with UDM
· 3. The UDM response a PLMNNPN UE ID, and UDM decide whether the AMF can use SUPI based on the AMF ID. If the AMF can use SUPI (e.g due to LI concern), the UDM sends a SUPI usage indication to AMF to indicate the AMF to keep SUPI. Otherwise, the UDM sends a SUPI usage indication to AMF to indicate the AMF to remove SUPI. The AMF will use PLMNNPN UE ID instead of SUPI for further UE context and subscription data management.
· Editor’s Note: The impact on LI is FFS.
· Solution #16: Use a new PLMNNPN UE ID to resolve the SUPI privacy issue
· 13. The UDM decide whether the AMF can use SUPI based on the AMF ID. If the AMF can use SUPI (e.g due to LI concern), the UDM sends a SUPI to AMF.
· Editor’s Note: The impact on LI is FFS.
3GPP

SA WG3 TD


