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Abstract of the contribution: The purpose of this document is to obtain a statement from the SA3LI group as to whether or not the proposed changes to various formulations in 3GPP TS 33.126 are acceptable in principle. 
BACKGROUND
Due to the new LI requirements that have been added to 3GPP TS 33.126 in recent years and the adaptation of existing requirements due to technical developments, I believe that various redundancies have arisen. In addition, I see a certain potential for misunderstandings in some formulations. The proposed revision of the specification should eliminate these problems as far as possible and consequently also optimize the readability of the document.
The following (non-exhaustive) examples will be used to explain the fundamental issues and put them up for discussion.
 
DISCUSSION
1. Redundandancies

The scope of  3GPP TS 33.126 already clearly indicates that the obligation to fulfill the requirements or parts of them is generally subject to the respective (national) law and regulation to be taken into account and their technical feasibility. In other words, a CSP only has to fulfill the requirements that can be applied to the services it offers.
Nevertheless, various requirements contain formulations such as:
· If the CSP has information available…
· If known by the CSP…
· If the CSP provides…
· etc.

I suggest to remove all of these redundant formulations.

If a requirement clearly states that the LI information in question must not come to the knowledge of
anyone other than specifically authorized persons or technical components (e.g. UEs), in my opinion this is
sufficiently categorical and does not require the addition of a temporal component.

Nevertheless, various undetectability requirements under section 6 contain formulations such as:
· "before, during, and after the interception." (Section 6, undetectability requirements)

I suggest to remove all those additions.

2. Ambiguities

· "shall be able to"
	
In principle, "shall be able to" does not mean that the associated ability is to be exercised, but only that one must have the opportunity to do so.
	
Even though I recognize that one would have to be a bit crafty to interpret this wording in this way, I suggest
to change all occurrences of "shall be able to" simply to "shall".


· "as specified by the (or a) warrant"

Usually warrants do not specify the required scope of measures at a technically clear level (e.g. using standardised terms like we know for service types, etc.). This is usually specified by the technical request created and sent by the LEAs. The only indispensable condition is that the scope/extend of the LEA request has to be authorized by the underlying the warrant.

I suggest to change all this parts into "as specified by the LEA and authorized by the related warrant".


3. Editorials

In section 3.1 (Definitions) about half of the terms are written with capital letters and the other half with lower case letters without any comprehensible structure for me to detect.

I suggest either aligning all terms (where I prefer capitalization) or adding an explanation to section 3.1 that indicates under which conditions capital or lower case letters shall be used.


Annex A, which is informative, shall give guidance on regulatory and capability issues. From my understanding all given information in the annex are recommendations but not normative requirements. If my understanding is correct I wonder if the usage of terms like "is/have/has to" are approriate or may have to be attenuated e.g. adding the term "may".

I suggest to change or leave the text depending on the groups answer.


PROPSAL
Discuss the paper, come to decisions on the raised questions and create an appropriate change request for the next SA3LI meeting.
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