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7.13.3.6	RCS reported at the start of intercept
7.13.3.6.1	Records
7.13.3.6.1.1	General
The IRI-POI in the RCS Server shall generate the xIRI records in the following clauses when the IRI-POI in the RCS Server detects that interception has been activated for a user who is already registered as an RCS User. A user is considered registered for RCS when the RCS Server has an active context for the user.
7.13.3.6.1.2	StartOfInterceptForRegisteredRCSUser record
Table 7.13.3.6.1.2-1: Payload for StartOfInterceptForRegisteredRCSUser record
	Field name
	Type
	Cardinality
	Description
	M/C/O

	rCSTargetIdentities
	SEQUENCE OF RCSIdentity
	1..MAX
	RCS target identities. All identities associated to the target known at the POI shall be included.
	M

	rCSRegistrationInformation
	SEQUENCE OF RCSRegistrationInformation
	1..MAX
	Shall contain the registration information known at the NF where the POI is located. If more than one set of registration information is present, the POI shall populate one instance of the .RCSRegistrationInformation type per set of information.
	M

	userOnline
	BOOLEAN
	1
	Shall be set to TRUE if at least one endpoint is currently online for the user. Shall be set to FALSE if no endpoints are currently online for the user.
	M

	location
	Location
	0..1
	Shall include the location of the primary endpoint registered to the target RCS user when reporting of the target’s location information is authorized and available.
	C

	additionalInstanceLocation
	SEQUENCE OF AdditonalInstanceLocation
	0..MAX
	Shall include locations of any additional endpoints registered to the target RCS user when reporting of the target’s location information is authorized and available.
	C



7.13.3.6.1.3	StartOfInterceptWithEstablisedRCSSession record
The IRI-POI in the RCS Server shall send one StartOfInterceptWithEstablisedRCSSession record for each session that is currently active for the user. The IRI-POI shall consider the session to be active if at least one leg of the session is open.
Table 7.13.3.6.1.3-1: Payload for StartOfInterceptWithEstablisedRCSSession record
	Field name
	Type
	Cardinality
	Description
	M/C/O

	rCSTargetIdentities
	SEQUENCE OF RCSIdentity
	1..MAX
	RCS target identities. All identities associated to the target known at the POI shall be included.
	M

	participants
	SEQUENCE OF RCSDestinations
	1..MAX
	Shall identify the participants of the session.
	M

	conversationID
	RCSConversationID
	1
	Set to the value of the Conversion-ID header in the SIP INVITE request.
	M

	contributionID
	RCSContributionID
	1
	Set to the value of the Contribution-ID header in the SIP INVITE request.
	M

	inReplyToContributionID
	RCSContributionID
	0..1
	InReplyTo-Contribution-ID identifying the Contribution-ID of the CPM Standalone Message, CPM File Transfer or CPM Session that is being replied to (see OMA-TS-CPM_Conv_Function [109] clause 5.3). Shall be included if the InReplyTo-Contribution-ID header field is present for the message being reported.
	C

	sessionReplaces
	RCSContributionID
	0..1
	The Contribution-ID present in the Session-Replaces header of the SIP INVITE identifying the Contribution-ID of the CPM 1-to-1 Chat Session that is being replaced to (see OMA-TS-CPM_Conv_Function [109] clause 5.3). Shall be included if the Session-Replaces header field is present for the message being reported.
	C

	rCSSessionType
	RCSSessionType
	1
	Indicates the type of RCS Session.
	M

	sessionEndpoints
	RCSSessionEndpoints
	1
	Indicates whether the session continues through the server or is terminated at the server.
	M

	rCSSessionLegs
	SEQUENCE OF RCSSIPSessionExchange
	1..MAX
	Contains a list of the active legs for the session.
	M

	location
	Location
	0..1
	Shall include the location of the primary endpoint registered to the target RCS user when reporting of the target’s location information is authorized and available.
	C

	additionalInstanceLocation
	SEQUENCE OF AdditonalInstanceLocation
	0..MAX
	Shall include locations of any additional endpoints registered to the target RCS user when reporting of the target’s location information is authorized and available.
	C



7.13.3.6.2	Parameters	
7.13.3.6.2.1	Type: RCSRegistrationInformation
Table 7.13.3.6.2.1-1 contains details for the RCSRegistrationInformation type.
Table 7.13.3.6.2.1-1: Choices for RCSRegistrationInformation parameter
	Choice name
	Type
	Description

	sIPRegistration
	RCSSIPRegistrationExchange
	Contains the last SIP REGISTER request received at and SIP REGISTER response sent by the NF where the POI is located. Shall be chosen if the NF where the POI is located maintains a history of the SIP registration messages.

	userProfile
	XMLType
	Contains the IMS user profile for the RCS user as described in TS 29.228 [Re1] clause 7.7. Shall be present if the RCS Server maintains context for the user in the format described in TS 29.228 [Re1]. 

	presenceDocument
	XMLType
	Contains the presence information for the RCS user in the format of a PIDF as described in GSMA RCC.07 [78].



7.13.3.6.2.2	Type: RCSSIPRegistrationExchange
Table 7.13.3.6.2.2-1 contains details for the RCSSIPRegistrationExchange type.
Table 7.13.3.2.2-1: Payload for RCSSIPRegistrationExchange parameter
	Field name
	Type
	Cardinality
	Description
	M/C/O

	rCSRegistrationUpdateRequest
	IMSPayload
	1
	SIP REGISTER request related to target IMS Registration, Reregistration or Deregistration.
	M

	rCSRegistrationUpdateResponse
	IMSPayload
	1
	SIP REGISTER response related to target IMS Registration, Reregistration or Deregistration.
	M



7.13.3.6.2.3	Type: RCSSIPSessionExchange
Table 7.13.3.6.2.3-1: Payload for RCSSIPSessionExchange parameter
	Field name
	Type
	Cardinality
	Description
	M/C/O

	sessionLeg
	RCSSessionLeg
	1
	Identifies the leg of the RCS session.
	M

	sIPRequest
	IMSPayload
	1
	Contains the request sent or received.
	M

	sIPResponse
	IMSPayload
	1
	Contains the response received or sent.
	M



7.13.3.6.2.4	Type: AdditionalInstanceLocation
Table 7.13.3.6.2.4-1: Payload for AdditionalInstanceLocation parameter
	Field name
	Type
	Cardinality
	Description
	M/C/O

	instance
	SIPEndpoint
	1
	Identifies the endpoint for which the location applies.
	M

	location
	Location
	1
	Shall include locations of the additional endpoints registered to the target RCS user.
	M
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[bookmark: _Toc153486817]7.13.4	Generation of IRI over LI_HI2
When an xIRI is received over LI_X2 from the IRI-POI in the RCS server, the MDF2 shall send the IRI message over LI_HI2 without undue delay. The IRI message shall contain a copy of the relevant record received from LI_X2. The record may be enriched by other information available at the MDF (e.g. additional location information).
The timestamp field of the ETSI TS 102 232-1 [9] PSHeader structure shall be set to the time at which the RCS server event was observed (i.e. the timestamp field of the xIRI).
Tables 7.13.4-1 shows the IRI type (see ETSI TS 102 232-1 [9] clause 5.2.10) to be used for each record type.
Table 7.13.4-1: IRI type for messages
	Record type
	IRI Type

	RCSRegistration
	REPORT

	RCSCapabilityDiscovery
	REPORT

	RCSMessage
	REPORT

	RCSSessionEstablishmentAttempt
	REPORT

	RCSSessionModification
	REPORT

	RCSSessionRelease
	REPORT

	StartOfInterceptForRegisteredRCSUser
	REPORT

	StartOfInterceptWithEstablisedRCSSession
	REPORT


**** END OF ALL CHANGES (MAIN DOCUMENT) ***
**** START OF FIRST CHANGE (ATTACHMENTS) ***
---a/33128/r18/TS33128Payloads.asn
+++b/33128/r18/TS33128Payloads.asn
@@ -251,7 +251,11 @@ XIRIEvent ::= CHOICE
251	251		    ePSRANHandoverCommand                               [148] EPSRANHandoverCommand,
252	252		    ePSRANHandoverRequest                               [149] EPSRANHandoverRequest,
253	253		    mMERANTraceReport                                   [150] MMERANTraceReport,
254		-	    mMEUEServiceAccept                                  [151] MMEUEServiceAccept
	254	+	    mMEUEServiceAccept                                  [151] MMEUEServiceAccept,
	255	+	
	256	+	    -- RCS events, see clause 7.13.3, continued from tag 145
	257	+	    startOfInterceptForRegisteredRCSUser                [152] StartOfInterceptForRegisteredRCSUser,
	258	+	    startOfInterceptWithEstablisedRCSSession            [153] StartOfInterceptWithEstablisedRCSSession
255	259		}
256	260		
257	261		-- ==============
@@ -495,7 +499,11 @@ IRIEvent ::= CHOICE
495	499		    ePSRANHandoverCommand                               [148] EPSRANHandoverCommand,
496	500		    ePSRANHandoverRequest                               [149] EPSRANHandoverRequest,
497	501		    mMERANTraceReport                                   [150] MMERANTraceReport,
498		-	    mMEUEServiceAccept                                  [151] MMEUEServiceAccept
	502	+	    mMEUEServiceAccept                                  [151] MMEUEServiceAccept,
	503	+	    
	504	+	    -- RCS events, see clause 7.13.3, continued from tag 145
	505	+	    startOfInterceptForRegisteredRCSUser                [152] StartOfInterceptForRegisteredRCSUser,
	506	+	    startOfInterceptWithEstablisedRCSSession            [153] StartOfInterceptWithEstablisedRCSSession
499	507		}
500	508		
501	509		IRITargetIdentifier ::= SEQUENCE
@@ -4441,6 +4449,29 @@ RCSCapabilityDiscovery ::= SEQUENCE
4441	4449		    location                      [5] Location OPTIONAL
4442	4450		}
4443	4451		
	4452	+	-- See clause 7.13.3.6.1.2 for details of this structure
	4453	+	StartOfInterceptForRegisteredRCSUser ::= SEQUENCE
	4454	+	{
	4455	+	    rCSTargetIdentities        [1] SEQUENCE SIZE (1..MAX) OF RCSIdentity,
	4456	+	    rCSRegistrationInformation [2] SEQUENCE SIZE (1..MAX) OF RCSRegistrationInformation,
	4457	+	    userOnline                 [3] BOOLEAN,
	4458	+	    location                   [4] Location OPTIONAL
	4459	+	}
	4460	+	
	4461	+	-- See clause 7.13.3.6.1.3 for details of this structure
	4462	+	StartOfInterceptWithEstablisedRCSSession ::= SEQUENCE
	4463	+	{
	4464	+	    rCSTargetIdentities     [1] SEQUENCE SIZE (1..MAX) OF RCSIdentity,
	4465	+	    participants            [2] SEQUENCE SIZE (1..MAX) OF RCSDestinations,
	4466	+	    conversationID          [3] RCSConversationID,
	4467	+	    contributionID          [4] RCSContributionID,
	4468	+	    inReplyToContributionID [5] RCSContributionID OPTIONAL,
	4469	+	    sessionReplaces         [6] RCSContributionID OPTIONAL,
	4470	+	    rCSSessionType          [7] RCSSessionType,
	4471	+	    rCSSessionEndpoints     [8] RCSSessionEndpoints,
	4472	+	    rCSSessionLegs          [9] SEQUENCE SIZE (1..MAX) OF RCSSIPSessionExchange,
	4473	+	    location                [10] Location OPTIONAL
	4474	+	}
4444	4475		
4445	4476		-- ==============
4446	4477		-- RCS Parameters
@@ -4473,6 +4504,13 @@ RCSMessageType ::= ENUMERATED
4473	4504		    iMDNNotification(4)
4474	4505		}
4475	4506		
	4507	+	RCSRegistrationInformation ::= CHOICE
	4508	+	{
	4509	+	    sIPRegistration  [1] RCSSIPRegistrationExchange,
	4510	+	    userProfile      [2] XMLType,
	4511	+	    presenceDocument [3] XMLType
	4512	+	}
	4513	+	
4476	4514		RCSRegistrationType ::= ENUMERATED
4477	4515		{
4478	4516		    registration(1),
@@ -4502,6 +4540,19 @@ RCSSessionType ::= ENUMERATED
4502	4540		    oneTo1Chat(2)
4503	4541		}
4504	4542		
	4543	+	RCSSIPRegistrationExchange ::= SEQUENCE
	4544	+	{
	4545	+	    rCSRegistrationUpdateRequest  [1] IMSPayload,
	4546	+	    rCSRegistrationUpdateResponse [2] IMSPayload
	4547	+	}
	4548	+	
	4549	+	RCSSIPSessionExchange ::= SEQUENCE
	4550	+	{
	4551	+	    sessionLeg       [1] RCSSessionLeg,
	4552	+	    sIPRequest       [2] IMSPayload,
	4553	+	    sIPResponse      [3] IMSPayload
	4554	+	}
	4555	+	
4505	4556		RCSSIPSessionMessage ::= SEQUENCE
4506	4557		{
4507	4558		    sessionLeg       [1] RCSSessionLeg,
**** END OF ALL CHANGES (MAIN DOCUMENT) ***




