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**** START OF FIRST CHANGE (MAIN DOCUMENT) ****
7.13.Y	Generation of xCC over LI_X3
7.13.Y.1	General
As described in TS 33.127 [5] clause 7.13, content for RCS may be present in the RCS Server, the HTTP Content Server or the File Localisation Server. When interception at the RCS Server is not possible (e.g. when the RCS Server is provided by a third party), RCS Content may alternatively be intercepted in IMS as described in clause 7.12.6. 
The interception of content at the RCS Server is covered in clause 7.13.Y.2.
The interception of content at the HTTP Content Server is described in clause 7.13.Y.2.2. 
The interception of content at the File Localisation Server is described in clause 7.13.Y.2.3.
7.13.Y.2	Generation of xCC over LI_X3
7.13.Y.2.1	Generation of xCC at the CC-POI in the RCS Server
The CC-POI present in the RCS Server shall send xCC over LI_X3 for any RCS event where content is available reporting for the events listed in clause TS 33.127 [5] 7.13.4.1.
When the RCS contents consist of a SIP Message, the xCC payload shall consist of the RCS contents given as a SIP Message as described in ETSI TS 103 221-2 [8] clause 5.4.10. The payload format shall be set to "SIP Message" (value 9).
When the RCS contents consist of an MSRP Message, the xCC payload shall consist of the RCS contents given as a MSRP Message as described in ETSI TS 103 221-2 [8] clause 5.4.14. The payload format shall be set to "MSRP Message" (value 13).
When the RCS contents consist of a MIME Entity, the xCC payload shall consist of the RCS contents given as a MIME encoded document (RFC 2045) according to OMA-TS-MMS_ENC [39]. The payload format shall be set to "MIME Message" (value 15).
7.13.Y.2.2	Generation of xCC at the CC-POI in the HTTP Content Server
The interception of content at the HTTP Content Server is not described in the present document.
7.13.Y.2.3	Generation of xCC at the CC-POI in the File Localisation Server
The interception of content at the File Localisation Server is not described in the present document.
[bookmark: _Toc146207498]7.13.Y.3	Payload direction
The CC-POI shall set the payload direction to indicate the direction of the message containing the content being reported as xCC delivered to the MDF3 as described in ETSI TS 103 221-2 [8] clause 5.2.6.
[bookmark: _Toc146207506]7.13.Z	Generation of CC over LI_HI3
When xCC is received over LI_X3 from a CC-POI, the MDF3 shall deliver the CC over LI_HI3 to the LEMF according to the clause 5.5.3 of the present document without undue delay.
The MDF3 shall populate the threeGPP33128DefinedCC field with a CCPDU structure containing RCSCCPDU.
When the payload format of the xCC received over LI_X3 is "SIP Message" (value 9), the RCSCCPDU.encapsulatedRCSPayload shall be populated using the EncapsulatedRCSPayload.sIP choice.
When the payload format of the xCC received over LI_X3 is "MSRP Message" (value 13), the RCSCCPDU.encapsulatedRCSPayload shall be populated using the EncapsulatedRCSPayload.mSRP choice.
When the payload format of the xCC received over LI_X3 is "MIME Message" (value 15), the RCSCCPDU.encapsulatedRCSPayload shall be populated using the EncapsulatedRCSPayload.mIME choice.


The MDF3 shall populate the timeStamp field of the ETSI TS 102 232-1 [9] PSHeader structure of CC with the xCC timeStamp and the Payload Direction of the CCPayload structure to reflect the value received on xCC. The LIID and CID fields shall correctly reflect the target identity and communication session to which the CC belongs.

**** END OF MAIN DOCUMENT CHANGES ****
**** START OF FIRST CHANGE (ATTACHMENTS) ****
---a/33128/r18/TS33128Payloads.asn
+++b/33128/r18/TS33128Payloads.asn
@@ -514,8 +514,8 @@ CCPDU ::= CHOICE
514	514		    -- r16 is used in cCPayloadOID.
515	515		    nIDDCCPDU           [4] NIDDCCPDU,
516	516		    pTCCCPDU            [5] PTCCCPDU,
517		-	
518		-	    iMSCCPDU            [6] IMSCCPDU
	517	+	    iMSCCPDU            [6] IMSCCPDU,
	518	+	    rCSCCPDU            [7] RCSCCPDU
519	519		}
520	520		
521	521		-- ===========================
@@ -4382,6 +4382,10 @@ RCSCapabilityDiscovery ::= SEQUENCE
4382	4382		    location                      [5] Location OPTIONAL
4383	4383		}
4384	4384		
	4385	+	RCSCCPDU ::= CHOICE
	4386	+	{
	4387	+	    encapsulatedRCSPayload [1] EncapsulatedRCSPayload
	4388	+	}
4385	4389		
4386	4390		-- ==============
4387	4391		-- RCS Parameters

**** END OF ALL CHANGES ****


