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Second change

6.3.3.X. LI at SGW/PGW for NIDD

6.3.3.X.1. Architecture

Functions for NIDD (Non-IP Data Delivery) may be used to handle Mobile Originated (MO) and Mobile Terminated (MT) communication for unstructured data (also referred to as Non-IP). Such delivery to the SCS/AS is accomplished by one of the following two mechanisms as defined in TS 23.682 [XX]:

* Delivery using SCEF;
* Delivery using a Point-to-Point (PtP) SGi tunnel. (This use case is simpler to handle with the existing LI standard for EPS)

Whether or not a SCEF shall be invoked for a PDN connection is determined by the presence of a "SCEF Identity for NIDD" in the APN configuration in the UE subscription.

If the subscription includes a "SCEF Identity for NIDD" corresponding with the APN information, then the MME selects that SCEF and uses the T6a interface to that SCEF (see TS 29.128 [XY]), otherwise, the MME selects a SGW and PGW which handle this PDN connection. The PDN GW shares a SGi tunnel with the SCS/AS for the NIDD traffic exchange. When SCEF is used, SCEF sends the NIDD traffic over the T8 interface (see TS 29.122 [XZ]) to the SCS/AS (Service Capability Server/ Application Server).

6.3.3.X.2. LI for SGW/PGW for NIDD using a Point-to-Point (PtP) SGi tunnel

In non-roaming scenario, the PGW provides an IRI POI, an IRI-TF and a CC-POI.

In roaming scenario, the visited SGW provides an IRI POI, an IRI-TF and a CC POI and the home PGW provides an IRI-POI, an IRI-TF and a CC-POI.

In case of non-roaming scenario, the NIDD traffic sent by UE as DoNAS (Data over NAS) is forwarded by the MME to the SGW via S11 interface. SGW forwards the NIDD traffic to PGW via S5 interface. PGW delivers that NIDD traffic over a PtP SGi tunnel to the SCS/AS (Figure 6.2-XA). The tunnel is typically a UDP/IP tunnel.

Figure 6.3-XA: EPS Architecture for NIDD using a PtP SGi tunnel

In case of roaming scenario, the NIDD traffic sent by the UE as DoNAS is forwarded by the visited MME to the visited SGW via S11 interface. Visited SGW forwards the NIDD traffic to the home PGW over S8 interface. Finally, home PGW forwards that NIDD traffic over a PtP SGi tunnel to the SCS/AS (Figure 6.3-XB).



Figure 6.3-XB: EPS Architecture for NIDD using a PtP SGi tunnel in roaming situation

The LI architecture for SGW/PGW for NIDD using a PtP SGi tunnel is the same as presented in figure 6.3-2.

The same xIRIs defined in 6.3.3.3 for IP-based PDN connections and the same xCC are also considered for PDN connections for NIDD using a PtP SGi tunnel (Figure 6.3-XB).

Third change

6.3.X. LI at SCEF

6.3.X.1. LI for NIDD using SCEF

6.3.X.1.1. Architecture

As mentioned in 6.3.3.X.1, NIDD delivery may be handled by the SCEF.

In non-roaming scenario, the NIDD traffic sent by the UE as DoNAS is forwarded by the MME to the SCEF using T6a interface (see TS 29.128 [XY]. The SCEF delivers NIDD traffic to the SCS/AS using the T8 interface (see TS 29.122 [XZ]). Figure 6.3-XC shows the EPS architecture for NIDD using SCEF.



Figure 6.3-XC: EPS Architecture for NIDD using SCEF

In roaming scenario, the V-MME forwards the NIDD traffic to the IWK-SCEF (SCEF in the visited network) over T6a interface. The IWK-SCEF forwards the NIDD traffic to the SCEF over T7a interface (see TS 29.128 [XY]). Finally, SCEF delivers the NIDD to the SCS/AS over T8 interface (Figure 6.3-XD).



Figure 6.3-XD: EPS Architecture for NIDD using SCEF in roaming situation

For that purpose, the SCEF in the home network and the IWK-SCEF in the visited network shall provide both IRI-POI and CC-POI functions. The figure 6.3-XE gives a reference point representation of the LI architecture with SCEF as a CP NF and UP NF providing the IRI-POI and CC-POI functions for NIDD using SCEF. SCEF is the anchor point for PDN connection establishment for NIDD and NIDD traffic.



Figure 6.3-XE: LI architecture for NIDD using SCEF showing LI at SCEF/IWK-SCEF

#### 6.3.X.1.2. Target identities

The LIPF present in the ADMF provisions the intercept information associated with the following target identities to the IRI-POI present in the SCEF:

* IMSI.
* MSISDN
* External Identifier

The interception performed on the above three identities are mutually independent, even though, an xIRI may contain the information about the other identities when available.

#### 6.3.X.1.3. IRI events

The IRI-POI in the SCEF/IWK-SCEF shall generate xIRI when it detects the following specific events or information in both roaming and non-roaming situations:

* PDN connection establishment,
* PDN connection update,
* PDN connection release,
* Start of interception with established PDN connection,
* Unsuccessful procedure

The PDN connection establishment xIRI is generated when the IRI-POI present in the SCEF/IWK-SCEF detects that a PDN connection for NIDD using SCEF has been established for the target UE. The SCEF plays the role of anchor point for that PDN connection.

The PDN connection update xIRI is generated when the IRI-POI present in the SCEF/IWK-SCEF detects that a PDN connection for NIDD using SCEF is modified for the target UE.

The PDN connection release xIRI is generated when the IRI-POI present in the SCEF/IWK-SCEF detects that a PDN connection for NIDD using SCEF is released for the target UE.

The start of interception with an established PDN connection xIRI is generated when the IRI-POI present in a SCEF/IWK-SCEF detects that interception is activated on the target UE that has an already established PDN connection for NIDD using SCEF in the EPS. When a target UE has multiple PDN connections, this xIRI shall be sent for each PDN connection with a different value of correlation information.

When additional warrants are activated on a target UE, MDF2 shall be able to generate and deliver the start of interception with an established PDN connection related IRI messages to the LEMF associated with the warrants without receiving the corresponding start of interception with an established PDN connection xIRI.

The unsuccessful procedure xIRI is generated when the IRI-POI present in the SCEF/IWK-SCEF detects an unsuccessful procedure for PDN connection establishment, update, release or data delivery, data reception.

SCEF/IWK-SCEF generates xCC for NIDD using SCEF if CC is requested.

End of all changes