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Second change

6.2.3.X LI for SMF/UPF for NIDD

Functions for NIDD may be used to handle Mobile Originated (MO) and Mobile Terminated (MT) communication for unstructured data (also referred to as Non-IP). Such delivery to the AF is accomplished by one of the following two mechanisms:

* Delivery using the NIDD API supported by the NEF;
* Delivery using UPF via a Point-to-Point (PtP) N6 tunnel (This use case is simpler to handle with the existing LI standard for 5GS)

NIDD is handled using an Unstructured PDU session to the NEF. The UE may obtain an Unstructured PDU session to the NEF during the PDU Session Establishment procedure.

Whether or not the NIDD API shall be invoked for a PDU session is determined by the presence of a "NEF Identity for NIDD" for the DNN/S-NSSAI combination in the UE subscription.

If the subscription includes a "NEF Identity for NIDD" corresponding with the DNN and S-NSSAI information, then the SMF selects that NEF and uses the N29 interface (see TS 29.541 [XY]) for that PDU session, otherwise, the SMF will select a UPF as the anchor of this PDU Session. If NEF is used, the NIDD traffic is forwarded by NEF to the AF using the NIDD API exposed by NEF to AF (see TS 29.522 [XX]).

6.2.3.X.1. LI for vSMF for NIDD using NEF

In non-roaming scenario, only NEF will provide IRI POI and CC POI. In roaming scenario, vSMF in 5GC as IWK-SCEF in EPC shall provide the IRI-POI and CC-POI functions as shown in Figure 6.2-5 for the visited network while NEF in the home network provide IRI POI and CC POI.

In non-roaming scenario, NIDD using NEF requires a control plane PDU session. The PDU session is established between UE and NEF via AMF and SMF. The user traffic is exchanged with DoNAS (Data over NAS) between UE and AMF, over N11 interface between AMF and SMF, over N29 interface between SMF and NEF and finally over N33 interface between NEF and AF.

In roaming scenario, the PDU session for NIDD using NEF is established between the UE and NEF via vAMF, vSMF and hSMF. The user traffic is exchanged with DoNAS (Data over NAS) between UE and AMF, over N11 interface between AMF and vSMF, over N16 interface between vSMF and hSMF and over N29 interface between SMF and NEF and finally over N33 interface between NEF and AF.

The access method for the delivery of CC related to NIDD using NEF is based on duplication of packets without modification of the packets at the v-SMF (in case of roaming) and NEF in the home network. The duplicated packets with additional information in a header are sent to MDF3 via LI\_X3 for further delivery to the LEMF via LI\_HI3. The figure 6.2-5 below gives a reference point representation of the LI architecture with vSMF as a CP NF and UP NF providing the IRI-POI and CC-POI functions for NIDD using NEF.



Figure 6.2-XA: LI architecture for NIDD using NEF showing LI at vSMF

The IRI-POI present in the vSMF handles the following records included in xIRIs for NIDD using NEF.

* SMFPDUSessionEstablishment
* SMFPDUSessionModification
* SMFPDUSessionRelease
* SMFStartOfInterceptionWithEstablishedPDUSession
* SMFUnsuccessfulProcedure

For NIDD using NEF with or without roaming situation, the IRI-POI present in the hSMF may avoid generating xIRIs since NEF will provide the xIRIs for the home network.

6.2.3.X.2 LI for vSMF for NIDD using a Point-to-Point (PtP) N6 tunnel

In non-roaming scenario, the SMF will provide an IRI POI while UPF shall include a CC-POI. In roaming scenario, vSMF and hSMF shall provide the IRI-POI and vUPF and hUPF shall include the CC-POI function as shown in Figure 6.2-XA which also concerns IRI-POI and CC-POI functions for IP-based and Ethernet-based PDU sessions.

In case of non-roaming scenario, the data traffic sent by UE as DoNAS (Data over NAS) is forwarded by the SMF to the UPF via N4 interface. UPF delivers that non-IP data traffic over a point-to-point N6 tunnel to the AF. The tunnel is typically a UDP/IP tunnel.

In case of roaming scenario, the user traffic sent by the UE as DoNAS is forwarded by the vSMF to the vUPF via N4 interface. vUPF forwards the user traffic to the hUPF over N9 interface. Finally, hUPF forwards that non-IP data traffic over a point-to-point N6 tunnel to the AF. The tunnel is typically a UDP/IP tunnel.

The LI architecture for SMF/UPF for NIDD using a PtP N6 tunnel is the same as presented in figure 6.2-4.

The same xIRIs defined in 6.2.3.3. for PDU sessions of IP or Ethernet type and the same xCC are also considered for PDU sessions for NIDD using a PtP N6 tunnel.

Second change

6.2.X LI at NEF

6.2.X.1. LI for NIDD using NEF

The NEF shall provide both IRI-POI and CC-POI functions. The figure 6.2-XB gives a reference point representation of the LI architecture with NEF as a CP NF and UP NF providing the IRI-POI and CC-POI functions. NEF is the anchor point for PDU session establishment and user traffic. The user traffic is forwarded by NEF to the AF over the N33 interface.



Figure 6.2-XB : LI architecture for NIDD using NEF showing LI at NEF

NEF handles xIRIs including the following records for NIDD using NEF in both roaming and non-roaming situations

* NEFPDUSessionEstablishment
* NEFPDUSessionModification
* NEFPDUSessionRelease
* NEFStartOfInterceptionWithEstablishedPDUSession
* NEFUnsuccessfulProcedure

The PDU session establishment xIRI is generated when the IRI-POI present in the NEF detects that a PDU session for NIDD using NEF has been established for the target UE. The NEF/SCEF plays the role of anchor point for that PDU session.

The PDU session modification xIRI is generated when the IRI-POI present in the NEF detects that a PDU session for NIDD using NEF is modified for the target UE.

The PDU session release xIRI is generated when the IRI-POI present in the NEF detects that a PDU session for NIDD using NEF is released for the target UE.

The start of interception with an established PDU session xIRI is generated when the IRI-POI present in a NEF detects that interception is activated on the target UE that has an already established PDU session for NIDD using NEF in the 5GS. When a target UE has multiple PDU sessions, this xIRI shall be sent for each PDU session with a different value of correlation information.

When additional warrants are activated on a target UE, MDF2 shall be able to generate and deliver the start of interception with an established PDU session related IRI messages to the LEMF associated with the warrants without receiving the corresponding start of interception with an established PDU session xIRI.

NEF handles xCC for NIDD using NEF if CC is requested.

End of change