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1 Introduction

During the development of release 5 IMS LI solutions in 33.107 / 33.108, it was believed that in all roaming scenarios the P-CSCF would be in the visited network. In this scenario the P-CSCF would provide Visited Network IRI LI and the S-CSCF would provide LI in the home network subject to national law restrictions.

However, building on the analysis in S3-060723/SA3LI07_032 it was noted that the architectural assumptions in 33.107/33.108 may be incorrect for many practical network implementations.  
This contribution discusses the issues with current IMS LI solutions. The purpose of the contribution is to highlight the issues and identify whether further standardisation work is required for future meetings.
2 Discussion

IMS solutions in 33.107 and 33.108 are based on 23.228 IMS stage 2 specification. While this specification is correct in isolation, it does not necessarily fully take into account real deployment models for GPRS networks. Figure 1 shows the location of network elements as currently assumed by 33.107/33.108 for roaming scenarios.
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Figure 1:- 33.107 Annex C.1 Registration Diagram
In practice many operators will for security or commercial reasons (eg GRx roaming interface between SGSNs) configure their IMS service such that the P-CSCF is actually in the Home network and not in the Visited. In this scenario, Lawful interception of SIP signalling cannot be performed in an unencrypted state in the visited network. While it would still be possible to obtain the CC unencrypted from the SGSN in this scenario, only encrypted IMS IRI would be available at the SGSN unless UE to P-CSCF encryption was prohibited. As an example it would not be possible to intercept IMS carried SMS traffic for roaming subscribers where the P-CSCF is in the home network.  
It was noted in SA3LI07_032/034 that it would be unreasonable to make network operators change their network architectures to provide visited network LI for IMS roaming scenarios.

2.1 Issues

There are a number of open issues which relate to the roaming IMS scenario which SA3-LI should consider.

a. 33.107 / 33.108 currently gives the impression to readers that IMS IRI LI is provided for all roaming scenarios which is not the case.

b. 33.107/33.108 mandate the provision of P-CSCF LI. However the primary purpose of the P-CSCF is to provide visited network LI in the SA3-LI architecture, as the S-CSCF is generally able to supply all necessary SIP LI under single network scenarios. 
c. In general SA3-LI aims to specify LI solutions for roaming scenarios. However, 33.107/33.108 may currently be incomplete in this respect.

3 Proposal & Conclusion

Based on the issues listed in section 2.1, SA3-LI should agree a way forward on each of the 3 points (a-c). There are three basic options open to SA3. Other options incorporating parts of the three options below may be preferable.
1. Do Nothing:- 33.107/33/108 continue to be incomplete or give the wrong impression on roaming LI scenarios.

2. Align 33.107/33.108 with deployment scenarios:- In this case SA3-LI should agree that normative changes should be made to section 7A of 33.107 /33.108 providing details of the issues in this paper. Annex C should also be revised to show other deployment scenarios. In addition it is proposed that P-CSCF LI is made optional for networks where the P-CSCF is always in the home network, providing any identity mapping carried out at the P-CSCF is available at the S-CSCF. 
3. New Standardisation:- Study how roaming IMS LI could be provided for scenarios where the P-CSCF is in the home network. In addition the P-CSCF optional and clarification text should be added to 33.107/33.108 as in option 2. However it should be noted that UE to P-CSCF encryption would limit potential solutions.
_1055678870.doc


P-CSCF







HSS







I-CSCF







Register







 Register















 Cx







-Query







UE







Visited Network







Home Network















Cx







-Query







 Resp







Continuation of registration







 Serving 







Network Selection















 Cx







-Select-pull















 Cx







-Select-pull Resp











DF2







 Register












