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1. Overall Description
1.1 Introduction

SA3 would like to thank BBF for LIAISE-382-03 on “Clarification on encryption requirements for AGF interfaces (N1, N2, N3)". SA3 would like to address BBF’s requests in this reply-LS.
1.2 Reply to BBF
The BBF LS points out that “W-AGF is expected to be in the same trusted boundaries as the AMF/SMF (5G CN) of the service provider.” And requests for the N2/N3 interfaces when the AGF is located in the 5GC: 
“a) It is Optional to Implement / Use is Operator's decision to apply IPSec/DTLS.

 b) An external security gateway can be used to provide IPSec/DTLS”

 

Item a) is being addressed by contribution S3-200652 at the current, SA3#98bis-e meeting.

Item b) was already covered by S3-200083, which was approved at SA3#98e in March 2020.
 

SA3 believes with those two contributions, we are addressing the LS from BBF. 
2. Actions

ACTION: 
SA3 asks BBF to take the above into consideration.
3. Date of Next TSG-SA WG3 Meetings
SA3#100
TBD 2020



TBD

