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	Reason for change:
	There is an EN remaining: “It is FFS how to handle UE radio capability transfer for CIoT UEs that only support CP optimization..”
As defined in TS 23.501, if no vaild UE radio capabilities stored in AMF, the AMF acquires the radio capability from UE via RAN. However, for CIoT UEs that only support CP optimization, the RRC security is not supported. It’s proposed to let AMF acquire the radio capability with the protected NAS messages directly. 
Afterwards, the UE radio capability is maintained in AMF and sent to NG-RAN in N2 message if needed as depicted in clause 5.31.10 in TS 23.501.
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	Summary of change:
	1. Delete the Editor’s Note. 
2. Add discriptions related to UE radio capability transfer procedure. For UEs using CP CIoT 5GS optimization,the UE radio capabilities shall be acquired and replied in NAS SMC procedure if no vaild UE radio capabilities stored in AMF.
3. For UEs using CP CIoT 5GS optimization, the UEs only reply the enquiry in the NAS message, which prevents the unauthorized enquiries and leakage of UE radio capability.

	
	

	Consequences if not approved:
	Attacker may inject false UE radio capabilities for CIoT UEs that only support CP optimization. This may cause unexpected damage to those CIoT UEs, including but not limited to, service downgrade, denial of service, battery exhaustion.  
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********** START OF 1st CHANGE **********

6.5.3
RRC UE capability transfer procedure

The network should activate AS security (i.e., perform a successful AS SMC procedure) before running the RRC UE capability transfer procedure.

With the exception of unauthenticated emergency calls, if the network had acquired UE capabilities using RRC UE capability transfer procedure before AS security activation, then the network shall not store them locally for later use and shall not send them to other network entities. In that case, the network shall re-run the RRC UE capability transfer procedure after a successful AS SMC procedure.
For UEs using CP CIoT 5GS optimization, AMF acquires the UE radio capabilities in NAS SMC message when needed in registration procedure. The UE shall include the UE radio capability in NAS SMP message. The UE radio capability is maintained in AMF and sent to NG-RAN in N2 message if needed as depicted in clause 5.31.10 in TS 23.501 [2].
The UEs using CP CIoT 5GS optiomization shall only reply the NAS protected enquiry of UE radio capability.

********** END OF 1st CHANGE **********
