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1
Overall description
CT1 has discussed the NAS security context used for EPC interworking. For a UE operating in the single-registration mode which performs idle mode mobility from 5GC to EPC and initiates a TAU procedure, currently as per CT1 NAS protocol in TS 24.501, the UE shall always use the current 5G NAS security context to protect the TAU request message, regardless whether the network supports N26 interface or not.

However, CT1 observed below security requirement in TS 33.501 subclause 8.7 that the UE shall use available EPS NAS security context if it operates in the single-registration mode in a network without N26 interface:
"When the UE supports single-registration mode and network supports interworking procedure without N26 interface:

-
For mobility from 5GC to EPC, if the UE has a current EPS NAS security context, the UE shall start using the EPS security context as defined in TS 33.401 [10]."

Hence, misalignment exists between CT1 NAS protocol and SA3 security requirement on the use of NAS security context for idle mode mobility from 5GC to EPC for UEs operating in the single-registration mode in a network without N26 interface.

2
Actions
To SA3
ACTION: 
3GPP CT1 kindly asks SA3 to evaluate whether above misalignment is ok from security perspective.
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