3GPP TSG-SA3 Meeting #98e
S3-200491
e-meeting, 2 – 6 March 2020
Source:
CATT
Title:
Rel-16 Work Item Exception for Security of the enhancement to the 5GC Location Services
Document for:
Approval
Agenda Item:
3.7 Security of the enhancement to the 5GC location services
3GPP™ Work Item Exception
Title : 

Security of the enhancement to the 5GC Location Services
Acronym  : 
5G_eLCS
Unique Identifier :
850017
Release 16 Submission form

	Feature / Item:
	

	Affects:
	UICC apps:

	ME:

X
	AN:


	CN:

X
	Others (specify):


	Expected Completion Date:
	June 2020 - SA#88

	Service(s) impacted:
	Privacy in 5G WLAN positioning and Bluetooth positioning

	Specification(s) affected:
	TS 33.501

	Task(s) within work which are not complete:
	Neighbouring devices privacy protection specification

	Consequences if not included in Release 16:
	Neighbouring devices privacy may leak


Abstract of document:

This work item aims to specify privacy enhancements for WLAN measurements and Bluetooth measurements. This exception sheet requires that the completion time of WI be extended to June 2020 in order to find the best balance between privacy protection and flexible deployment.
Contentious Issues:

An editor note for both WLAN positioning and Bluetooth positioning still need to be resolved, as shown below.
-
Editor's Note: Namespace to ensure only beacon information is collected is FFS.
There is no consensus on namespace matching patterns and privacy protection policy. 
