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\*\*\*\*\*\*\*\*\*\*\*\*\*\*\* START OF CHANGE

## K.x Protection of user plane data in 5G LAN group

During establishment of the PDU Session, secondary authentication may be performed in order to authenticate and authorize the UE for accessing the DNN associated with the 5G LAN group according to TS 23.501 [xx]. After the UE is authenticated and data connection is set up, any protected data transported between the UE and NG-RAN is using the mechanisms for UP security as described in clause 6.6.

The same UP security policy should apply to all PDU sessions for all 5G LAN group members in the same 5G LAN group.

NOTE: In case it’s required to have the same activation status for all 5G LAN group members in the same 5G LAN group, the setting "Preferred" cannot be used.
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